

	
[bookmark: _GoBack]3GPP TSG-SA WG6 Meeting #58	S6-233487
Chicago, USA 13th – 17th November 2023	(revision of S6-23xxxx)

	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.280
	CR
	0467
	rev
	<Rev#>
	Current version:
	19.0.1
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	



	

	Title:	
	Introduction of new features for the MC gateway UE 

	
	

	Source to WG:
	BDBOS

	Source to TSG:
	S6

	
	

	Work item code:
	enhMC
	
	Date:
	2023-11-13

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-19

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	SA6 has defined the architecture of an MC gateway UE to host an MC service client on behalf of non-3GPP devices which cannot host an MC service client. But it is still undefined how and where to proceed and hand over media and signalling. Public safety users on non-3GPP direct mode devices (ETSI EN 300-396 series) will be able to use the MC gateway UE to connect to the MC system once the required capabilities are supported by the MC gateway UE as proposed in this CR.
For non-3GPP devices which cannot host MC service client no IP connectivity behind an MC gateway UE is necessary.

	
	

	Summary of change:
	Adding new clause 11.4.4 for supporting a functionality to provide MC service to non-3GPP direct mode users on devices which cannot host an MC service client. 


	
	

	Consequences if not approved:
	Important features for public safety are not defined in the current version of the specification. 

	
	

	Clauses affected:
	2, 3.3, 11.4.1, 11.4.4 (new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


* * * First Change * * * *
[bookmark: _Toc146545629]11.4.1	General
The use of the MC gateway UE supportsrequires the support of an IP connectivity network behind the MC gateway UE as well as non-IP connectivity., 
MC clients hosted by non-3GPP devices using non-3GPP connectivity with the MC gateway UE requires the support of an IP network behind the MC gateway UE, wherethat a range of IP addresses isare reachable over a single MC gateway UE. That enables the forwarding of signalling information and media plane between non-3GPP devices which host MC clients and the MC server by the MC gateway UE.


* * * Second Change * * * *
[bookmark: _Hlk150157759]11.4.4	Support of non-IP network behind the MC gateway UE
This clause applies in the case an MC gateway UE hosts an instantiation of an MC service client on behalf of a non-3GPP (N3GPP) device which cannot host an MC service client, where the N3GPP device and respectively the network connectivity behind the MC gateway UE is non-IP based. The binding between the N3GPP device and the MC service client residing in the MC gateway UE on behalf of this device is out of scope of this document.
In the following figure 11.4.4-1 a scenario is depicted where a N3GPP device (e.g. using Direct Mode Operation (DMO) as defined in [Y]) is connected via N3GPP access to the MC gateway UE. The MC gateway UE provides the N3GPP Conversion Unit which is connected to the MC service client.
The MC traffic and media is exchanged over the MC service client to the N3GPP Conversion Unit. The N3GPP Conversion Unit handles the authorisation of the user at the MC gateway UE level, performs protocol conversion and couples N3GPP UEs with the corresponding MC service clients. The N3GPP Conversion Unit has to provide the N3GPP connectivity to the N3GPP devices behind the MC gateway UE. The protocol conversion between the N3GPP devices and MC client should use the same protocol translation concept as specified in 3GPP TS 23.283 [x] on the 3GPP side. 


Figure 11.4.4-1: Non-3GPP device which cannot host an MC service client behind the MC gateway UE



* * * Third Change * * * *


[bookmark: _Toc424654346][bookmark: _Toc428364929][bookmark: _Toc433209524][bookmark: _Toc453260052][bookmark: _Toc453260939][bookmark: _Toc453279676][bookmark: _Toc459375013][bookmark: _Toc468105243][bookmark: _Toc468110338][bookmark: _Toc146544958]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT); Stage 1".
[3]	3GPP TS 22.280: "Mission Critical Services Common Requirements (MCCoRe); Stage 1".
[4]	3GPP TS 22.281: "Mission Critical Video services".
[5]	3GPP TS 22.282: "Mission Critical Data services".
[6]	3GPP TS 23.002: "Network Architecture".
[7]	3GPP TS 23.179: "Functional architecture and information flows to support mission critical communication services; Stage 2"
[8]	3GPP TS 23.203: "Policy and charging control architecture".
[9]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[10]	3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".
[11]	3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".
[12]	3GPP TS 23.281: "Functional architecture and information flows to support Mission Critical Video (MCVideo); Stage 2".
[13]	3GPP TS 23.282: "Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2".
[14]	3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".
[15]	3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows".
[16]	3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2".
[17]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[18]	3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); Stage 2".
[19]	3GPP TS 29.283: "Diameter Data Management Applications".
[20]	Void
[21]	3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".
[22]	IETF RFC 5245 (April 2010): "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".
[23]	GSMA PRD IR.92 v10.0: "IMS Profile for Voice and SMS".
[24]	GSMA PRD IR.88 v15.0: "LTE and EPC Roaming Guidelines".
[25]	3GPP TS 33.180: "Security of the mission critical service".
[26]	IETF RFC 6733 (October 2012): "Diameter Base Protocol".
[27]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[28]	3GPP TS 22.011: "Service accessibility".
[29]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)". 
[30]	3GPP TS 25.305: "Stage 2 functional specification of User Equipment (UE) positioning in UTRAN".
[31]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[32]	IETF RFC 2865 (June 2000): "Remote Authentication Dial In User Service (RADIUS)".
[33]	IETF RFC 3162 (August 2001): "RADIUS and IPv6".
[34]	3GPP TS 25.501: "System architecture for the 5G System (5GS)".
[35]	IETF RFC 1541 (October 1993): "Dynamic host configuration protocol".
[36]	IETF RFC 8415 (November 2018): "Dynamic host configuration protocol for IPv6 (DHCPv6)".
[X]	3GPP TS 23.283: "Mission Critical Communication Interworking with Land Mobile Radio Systems".
[Y]	ETSI EN 300 396 (series) “Terrestrial Trunked Radio (TETRA); Technical requirements for Direct Mode Operation (DMO)”.

* * * Fourth Change * * * *
[bookmark: _Toc428364933][bookmark: _Toc433209528][bookmark: _Toc453260056][bookmark: _Toc453260943][bookmark: _Toc453279680][bookmark: _Toc459375017][bookmark: _Toc468105247][bookmark: _Toc468110342][bookmark: _Toc146544962]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
APN	Access Point Name
BM-SC	Broadcast Multicast Service Centre
CMS	Configuration Management Server
CSC	Common Services Core
CSCF	Call Server Control Function
DMO	Direct Mode Operation
DPF	Direct Provisioning Function
E-UTRAN	Evolved Universal Terrestrial Radio Access Network
EPC	Evolved Packet Core
EPS	Evolved Packet System
FEC	Forward Error Correction
GBR	Guaranteed Bit Rate
GCS AS	Group Communication Service Application Server
GCSE_LTE	Group Communication Service Enabler over LTE
GMS	Group Management Server
GRUU	Globally Routable User agent URI
HSS	Home Subscriber Server
HTTP	Hyper Text Transfer Protocol
I-CSCF	Interrogating CSCF
IARI	IMS Application Reference Identifier
ICE	Interactive Connectivity Establishment
ICSI	IMS Communication Service Identifier
IdMS	Identity Management Server
IM CN	IP Multimedia Core Network
IMPI	IP Multimedia Private Identity
IMPU	IP Multimedia PUblic identity
IMS	IP Multimedia Subsystem
KMS	Key Management Server
LCS	Location Services 
LMC	Location Management Client
LMS	Location Management Server
MBMS	Multimedia Broadcast and Multicast Service
MBSFN	Multimedia Broadcast multicast service Single Frequency Network
MC	Mission Critical
MC ID	Mission Critical user identity
MCPTT AS	MCPTT Application Server
MCPTT ID	MCPTT user identity
N3GPP	Non 3GPP
NAT	Network Address Translation
P-CSCF	Proxy CSCF
PLMN	Public Land Mobile Network
ProSe	Proximity-based Services
PSI	Public Service Identity
QoS	Quality of Service
RAN	Radio Access Network
RF	Radio Frequency
ROHC	RObust Header Compression
S-CSCF	Serving CSCF
SIP	Session Initiated Protocol
SSL	Secure Sockets Layer
TLS	Transport Layer Security
TMGI	Temporary Mobile Group Identity
UDC	User Data Convergence
UDR	User Data Repository
USB	Universal Serial Bus
URI	Uniform Resource Identifier
WLAN	Wireless Local Area Network

* * * End of Changes * * * *
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