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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc146206960]8.4.2.2.1	PINE registration directly to PIN server
Figure 8.4.2.2.1-1 illustrates PIN registration procedure based on request/response model.
Pre-conditions:
1.	The PINE has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server;
2.	The UE Identifier is available;
3.	The PINE has been authorized to communicate with the PIN server;


Figure 8.4.2.2.1-1: PINE registration directly to PIN server
1.	The PINE (including PINE/PEMC/PEGC) sends a PINE Registration Request to the PIN server. The request includes the security credentials of the PINE received during authorization procedure and also the request may include the GPSI, MAC address, vendor name, device description, PINE Address. 
If the PEMC trigger the request, this registration request carries the PIN ID of the PIN for which it is intending to register as PEMC and the PIN element may indicate whether it is to be assigned with primary or secondary PEMC role.
2.	The PIN server checks whether the UE identified by the GPSI has subscribed to be a PEMC. Also, the PIN server can check the whether the UE identified by the GPSI has subscribed to be a PEMC itself. If subscribed, it checks the PIN profile whether the requesting PIN element can be assigned with primary or secondary role and authorize the PIN element accordingly. In case if the PIN has already been created, the requesting PIN element is assigned with the secondary PEMC role irrespective of the role requested by the PIN element. 
3.	The PIN server responds to the PINE with PINE Registration Response with allocated PIN client ID in successful response. 
If the registration procedure fails, the PIN server should give the failure response that indicates the cause of registration request failure.

* * * * Second change * * * *
8.5.3.2.3	PIN delete procedure triggered by PIN server
Figure 8.5.3.2.3-1 illustrates PIN delete procedure triggered by PIN server based on request/response model.
Pre-conditions:
1.	PIN is successfully created and in use;
2.	The PIN server decides to delete a PIN.


Figure 8.5.3.2.3-1: PIN delete procedure triggered by PEMC
1.	An event occurs at the PIN server that satisfies the trigger conditions for deleting the PIN. This event could be that the PIN continues to exist post the expiry of duration associated with it or the PIN server decides to not provide any PIN service in this PIN.  
2.	If the PIN server decides to delete the PIN, the PIN server sends a PIN delete notification request to PEMC.
3.	The PEMC sends the PIN delete notification response to the PIN server to acknowledge the receipt of the notification. 
4-7. The same as step 4 – 7 in Figure 8.5.3.2.2-1

* * * * Third change * * * *
[bookmark: _Toc146207130]8.8.2.2	AS discovery
Figure 8.8.2.2-1 illustrates the AS discovery procedure between the PINE and the PEMC and between the PEMC and the PIN Server. This procedure enables the PEMC to provide AS connectivity information to the PINE when requested by the PINE.
Pre-conditions:
1.	The PINE has joined the PIN and is authorized to communicate with the PEMC;
[image: ]
Figure 8.8.2.2-1: AS discovery procedure
1.	The PINE sends an AS discovery request to the PEMC. The AS discovery request includes the requestor identifier, security credentials of the PINE and the AS service identifier of a service associated with an AS.
2.	Upon receiving the request, the PEMC checks if the requestor is authorized to request AS discovery, and if the request is authorized, the PEMC verifies if it has information on an AS providing associated with the requested AS service identifier. If the PEMC identifies information about an AS providing the requested service, the PEMC proceeds to step 6. 
3.	If the PEMC has not identified an AS in step 2, the PEMC sends an AS discovery request to the PIN Server. The AS discovery request includes the requestor identifier, security credentials of the PEMC and the AS service identifier associated with an AS.
4.	Upon receiving the request, the PIJN Server checks if the requestor is authorized to request AS discovery, and if the request is authorized, the PIN Server verifies if it has information on an AS providing associated with the requested AS service identifier.
5.	If the processing of the request was successful, the PIN Server sends an AS discovery response to the requestor indicating successful processing and includes connectivity information to the AS. If the request processing failed, the PIN Server indicates failure and may provide a failure reason.
6.	If the processing of the request was successful in step 2 or the PEMC has received a successful response from the PIN Server in step 5, the PEMC sends an AS discovery response to the requestor indicating successful processing and includes connectivity information to the discovered AS. If the request processing failed, the PEMC indicates failure and may provide a failure reason.
Upon receiving the AS discovery response from the PEMC, if the response indicates success, the PINE (e.g., PIN Client) may provide the AS connectivity information to the AC so the AC can access the AS. If the response indicates failure, the PINE may retry AS discovery considering the failure reason.

* * * * End of changes * * * *
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