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1. Introduction
This contribution provides a solution for KI#1: Support of Geofencing.
2. Reason for Change
The Geofencing also has a widespread use in different vertical applications. It’s important for application layer to deploy and realize it for vertical applications. The solution just introduces how to support the Geofensing based on the enhanced SEAL-LM architecture. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-72 v0.1.0.
* * * First Change * * * *

6
Solutions

6.x
Solution #x:  Application enabled Geofencing
6.x.1
Description
6.x.1.1
General
This solution addresses the key issue #1: Support of Geofencing. 

6.x.1.2
Procedure of Geofencing subscription/unsubscribe request
The figure 6.x.1.2-1 describes the Geofencing subscription/unsubscribe procedure which could reuse the procedure as defined in clause 9.3.12 of TS 23.434[9] with some clarification and enhancements for Geofencing requirements (e.g. support Geofencing criteria based on LCS QoS and/or time/area/space/amount granularity). 
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Figure 6.x.1.2-1: Procedure of Geofencing subscription/unsubscribe request 
1. The specific application server sends a Geofencing subscription request to the SEAL-LM Server embedded with the value-added location function, to ask the SEAL-LM to report the UE information when the UE location meets the Geofencing criteria. The Geofencing criteria may contain the geographical area information, event or conditions for triggering the Geofencing application (e.g. per time/area/space/amount granularity), location quality information (e.g. location QoS), UE identities and the service identification, etc.
NOTE 1: If the Geofencing subscription request initials without the UE identities, that means it is applicable to all of UEs.
2.
The SEAL-LM Server checks whether the specific application server is authorized to request the Geofencing service. If the request is authorized, the SEAL-LM Server stores the parameters in the request as the UE Geofencing contexts. If the request includes multiple UEs, the SEAL-LM server creates and stores Geofencing contexts for each UE.

3.
The SEAL-LM Server responses to the specific application server that the Geofencing subscription request is accepted.
4.
The SEAL-LM Server obtains the UE location data from multiple sources as defined in clause 9.3.3 and clause 9.3.5 of TS 23.434[9]. Based on the event triggers or conditions in the request of Step 1, the SEAL-LM Server may obtain the UE location data periodically. The SEAL-LM Server may check the user's privacy and authorization for the Geofencing servcie. And the SEAL-LM Server determines whether the user's location is allowed to be provided to the specific application server and stores the user's authorization information in the UE's contexts for Geofencing. The future location information of the user will uses the stored authorization information without new interaction with the user again.
5.
After fetched the UE location information, the SEAL-LM may transform the UE location data into the same format of the geographical area information in the Geofencing context (or conversely, the SEAL-LM transforms the geographical area information in the Geofencing context into the same location format received in Step 4).
6.
The SEAL-LM Server checks whether the UE is inside/outside or entered/left the Geofencing area based on the Geofencing criteria and the (transformed) UE location data.

7.
The SEAL-LM Server reports the Geofencing information (e.g. UE status for inside/outside, UE current location, entered/left time, time duration in the dedicated location, and the amount of UE inside/outside of the geographical area, etc.) to the specific application server if the UE location matches the Geofencing criteria.

After received the Geofencing information report from the SEAL-LM Server, the specific application server may perform some addition actions. For example:

a. Send alarms or warning information to the UE via the application layer which is out of 3GPP scope.

b. Trigger the notification procedure as defined in the clause 17.3.3 of TS 23.434[9] if the UE has subscribed to receive the notification message before.
8.
If the specific application server decides to stop the Geofencing services, it sends a Geofencing unsubscribe request to the SEAL-LM Server with or without the UE identities.
NOTE 2: If the Geofencing unsubscribe request initials without the UE identities, it means all of UEs will be forbidden to use Geofencing service.
9.
The SEAL-LM Server stops getting the UE(s) location and deletes the UE Geofencing context for the UE(s).
10.
The SEAL-LM Server sends Geofencing unsubscribe response to the specific application server.
* * * End of Change * * * *
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