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1. Introduction
This contribution proposes a new KI for the FS_eMMTelAPP.
2. Reason for Change
It is specified in clause 6.2.10 of 3GPP TS 26.114[x] that the data channel application is created prior to the DCMTSI call where it is intended to be used, as the data channel workflow depicts below.


[bookmark: _Hlk146621550][bookmark: _Hlk146620972]Normally, before the data channel application is used, the data channel application should be provided by the application provider or some other authorized party, then the MNO verifies the data channel application and stores it in the Data Channel Application Repository, as specified in clause AC.2.2.2 of 3GPP TS 23.228[y], The Data Channel Application Repository stores the verified data channel applications which are retrieved by the DCSF when required, but who and how to create and verify the Data Channel Application is not clear.
SA6 can provides unified data channel application related capabilities to support data channel application creation, data channel application version iteration, DC application profile provision etc. The possible architecture is as follows:


3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-92 v0.1.0.


* * * First Change * * * *
[bookmark: _Toc1411]6.X	Key Issue #X: data channel application related capability exposure
6.X.1	Description
It is specified in clause 6.2.10 of 3GPP TS 26.114[x] that the data channel application is created prior to the DCMTSI call where it is intended to be used. However, how to create the data channel application to the network was not mentioned.
As specified in clause AC.2.2.2 of 3GPP TS 23.228[y], The Data Channel Application Repository stores the verified data channel applications which are retrieved by the DCSF when required, but who and how to verify the Data Channel Application is not clear.
The eMMTel service enabler layer can provides unified data channel application related capabilities to support data channel application creation, data channel application version iteration, DC application profile provision etc.
Open issue:
-	How does the eMMTel service enabler layer provide service for the application providers to support data channel application creation, data channel application version iteration, DC application profile provision etc, based on the capabilities of the IMS subsystem.

* * * End of Changes * * * *
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