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1. Introduction
This pCR proposes text for key issue of support of application layer verification of caller. Add some additional information to the caller, e.g. the caller is verified and belonged to a specific organization, may increase the pick-up rate and provide Anti-Fraud Protection to the consumer, i.e. the callees. Study how to support application layer verification of callere to application providers/Vertical service provider can be covered by the 4th objective of this study item.
2. Reason for Change
Contribution with new text.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-92 v0.1.0.


* * * First Change * * * *
6.X	Key Issue #X:support of application layer verification of caller
6.X.1	Description
There are several primary business functions that organizations use MMTEL services for, including internal communication in a organization, talking with prospects (sales call), contacting current customers and clients, customer support, and contact centre (or call centre) activities. In these use cases, the individual caller belongs to a organization may make a call with other party on behalf of his/her organization but uses his/her own caller ID. Add some additional information to the caller, e.g. the caller is verified and belonged to a specific organization, may increase the pick-up rate and provide Anti-Fraud Protection to the consumer, i.e. the callees. This use case is also highly recommended by GSMA in their white paper GSMA TGY.02[X] addressing the call for business usages. 
The requirement of verification of the caller and add some additional information is a part of requirement of 3rd party ID and is specified in clause 6.39.3 of 3GPP TS 22.261 [2] as listed below:
-	The 5G network shall provide a means to verify the authenticity of any stored identity information referenced by the call setup to be presented to the called party.
How to support 3rd party ID has been studied by SA WG2 in FS_NG_RTC WID and the result is captured in 3GPP TR 23.700-87 [Y]. There are five solutions were proposed for supporting 3rd party ID, i.e. 3GPP TR 23.700-87 [X]. Out of these, three solutions refer explicitly to STIR/SHAKEN (sol #10, #12, #19) while one solution refers to signing and verification of SIP headers but does not mention STIR/SHAKEN explicitly (sol #11). The conclusion of that KI#3 is that KI#3 will not progress for normative work in Rel-18. In SA WG2 Rel-19 WID FS_NG_RTC_Ph2, there is a WT#3 addressing the 3rd party ID issue:
-	WT-3: Study how to support verified OIP service for 3rd party in IMS session using SA3 work on third party identity authentication as basis.
The use case and requirement listed above can not be supported by Rel-18 work and is not covered by Rel-19 FS_NG_RTC_Ph2 WID. The STIR/SHAKEN works for authenticating and thus proving that a call has not been spoofed, but it does not determine caller intent and affiliation. In the industrial implementation, this use case is usually covered by application layer solutions. Therefore, when enable eMMTel service to application providers/Vertical service provider, verification of caller is needed to be considered as a necessary value added service, i.e. verification of caller is needed to be supported by eMMTel Enabler layer. 
This key issue aims to study how to support verification of caller for eMMTel service in the eMMTel Enabler layer:
1.	Analyze whether the existing application layer service capabilities (e.g. SEAL) can be used by eMMTel Enabler layer to support the verification of caller:
a.	if yes, study the potential enhancement of the existing application layer service capabilities;
b.	If no, study necessary functionalities and procedures in eMMTel Enabler layer.
NOTE:	Security related aspects should be studied by SA WG3.
2.	How to manage the verification information,  e.g. provide the capability to configure the verification information to the application providers/Vertical service provider, verify the verification information provided by the application providers/Vertical service provider.

* * * Next Change * * * *
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