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Change 1
[bookmark: _Toc138238328]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GS	5G System
AEF	API Exposing Function
AF	Application Function
API	Application Program Interface
AS	Application Server
BM-SC	Broadcast Multicast Service Centre
CAPIF	Common API Framework
CDR	Charging Data Record
CRUD	Create, Read, Update, Delete
DDoS	Distributed Denial of Service
E-UTRA	Evolved Universal Terrestrial Radio Access
EPS	Evolved Packet System
ETSI	European Telecommunications Standards Institute 
GS	Group Specification
IP	Internet Protocol
MBMS	Multimedia Broadcast and Multicast Service
MEC	Multi-access Edge Computing
NEF	Network Exposure Function
NGSI	Next Generation Service Interfaces 
NR	New Radio
OMA	Open Mobile Alliance
OAM	Operations, Administration and Maintenance
OWSER	OMA Web Services 
PC	Protocol Converter
PLMN	Public Land Mobile Network
REST	REpresentational State Transfer
RNAA	Resource owner-aware Nnorthbound API Aaccess
RPC	Remote Procedure Call
SCEF	Service Capability Exposure Function
SCS	Service Capability Server
SNPN	Stand-alone Non-Public Network
UDDI	Universal Description, Discovery and Integration 
URI	Uniform Resource Identifier
WSDL	Web Services Description Language

Change 2
[bookmark: _Toc138238624]8.31.3		Procedure
Figure 8.31.3-1 illustrates the procedure for API invoker obtaining authorization from resource owner.
Pre-conditions:
1.	The resource owner can communicate with the API invoker.



Figure 8.31.3-1: Procedure for API invoker obtaining authorization from resource owner
1.	The API invoker requests authorization information to invoke the service API exposed by the API exposing function.
NOTE:	The detailed procedure to obtain the authorization information will be specified in TS 33.122 [12].
2.	The API invoker sends service API invocation request to the API exposing function with the authorization information received in step 1.
On receiving the API invocation request, the AEF proceeds according to steps 2 to 4 of clause 8.16.3 for the response to the API invoker.

Change 3
[bookmark: _Toc138238628]8.32.3		Procedure
Figure 8.32.3-1 illustrates the procedure to obtain authorization information in a nested API invocation, in which an API exposing function receiving the service API invocation request interacts with another API exposing function to provide the service.
Pre-conditions:
1.	The resource owner can communicate with the API invoker.
2.	The API exposing functions 1 and 2 are in the same trust domain.



Figure 8.32.3-1: Procedure for obtaining authorization information in a nested API invocation	Comment by Walter Featherstone: It is not apparent that the AEF 1 is involved in step 1 (where it is not in clause 8.11 for requesting authorisation information) and therefore it is proposed that box only extends between the API invoker and CCF/AF
1.	The API invoker requests authorization information to invoke the service API exposed by the API exposing function 1.
NOTE:	This step may use either the existing procedure to obtain authorization to access service API specified in clause 8.116 or the procedure that involves the resource owner client to get authorization information. For the latter case, the detailed procedure will be specified in SA3.
2.	The API invoker sends service API invocation request to the API exposing function 1 with the authorization information received in step 1.
3.	Based on the service API invocation request, the API exposing function 1 decides to invoke another service API exposed by the API exposing function 2.
4.	The API exposing function 1, acting as an API invoker, obtains the authorization information to access the service API exposed by the API exposing function 2. 
5.	The API invoker sends service API invocation request to the API exposing function 2 with the authorization information received in step 4.
On receiving the API invocation request, the AEF proceeds according to steps 2 to 4 of clause 8.16.3 for the response to the API invoker.

Change 4
[bookmark: _Toc138238669]10.6.3	Obtain_Authorization operation
API operation name: Obtain_Authorization
Description: Provides the authorization information to access relevant service API.
Known Consumers: API invoker.
Inputs: Refer subclause 8.116.2.
Outputs: Refer subclause 8.161.2.
See subclause 8.116.3 for the details of usage of this API operation.

End of changes
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