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* * * * First change * * * *
[bookmark: _Toc145674231]8.8.2A.5	Enabling ACR with CAS - S-EES executed ACR
Figure 8.8.2A.5-1 illustrates the S-EES detecting, deciding and executing ACR from the S-EAS to the CAS. This may include EELManagedACR by S-EES when initiated by S-EAS as per clause 8.8.3.6.
This scenario description is same as described for figure 8.8.2.5-1 except for the following clarifications:
Pre-conditions: Same pre-conditions apply described for figure 8.8.2.5-1, with the clarification that T-EAS is CAS.

[image: ]
Figure 8.8.2A.5-1: Enabling ACR with CAS - S-EES executed ACR
1.	Same as step 1 described for figure 8.8.2.5-1.
Phase I: ACR Detection
2.	Same as step 2 described for figure 8.8.2.5-1.
Phase II: ACR Decision
3.	 Same as step 3 described for figure 8.8.2.5-1. 
4	 Same as step 4 described for figure 8.8.2.5-1. 
Phase III:	ACR Execution
5.	The S-EES determines the targets via the Discover T-EAS procedure in clause 8.8.3.2CAS is required and triggers DNS query massage. 
NOTE X: The S-EES may determine CAS is required by T-EAS discovery failure.
Editor’s note: Which entity triggers DNS and how the S-EES obtains details of the CAS is FFS
6.	Same as step 7 described for figure 8.8.2.5-1.
7.	The S-EES may apply the AF traffic influence with the N6 routing information of the CAS in the 3GPP Core Network (if applicable).
8.	The S-EES sends the ACR management notification (e.g. as notification for "ACR facilitation" event or "ACT start" event as described in clause 8.6.3 or due to step 1) to the S-EAS to initiate ACT between the S-EAS and the CAS. 
9.	The Application Context is transferred from S-EAS to the CAS at implementation specific time. In the case of EELManagedACR, the S-EES accesses the Application Context from the address as per step 1 and the S-EES either engage in the ACT from S-EAS to the CAS (obtained as per step 5) in a secure way. Further the CAS accesses the Application Context. The S-EAS may also perform the ACT directly with CAS, the specification of such process is out of scope of the present document.
NOTE 1:	The Application Context is encrypted and protected by the application layer. The S-EES engages in the packet level transport of the Application Context and has no visibility to the content of the Application Context.
NOTE 2:	The S-EAS or CAS can further decide to terminate the ACR, and the CAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and CAS whether and how to make such a decision.
Phase IV:	Post-ACR Clean up
10.	Same as step 11 described for figure 8.8.2.5-1.
11.	Same as step 12 described for figure 8.8.2.5-1.
12.	If the status in step 11 indicates a successful ACT, the S-EES sends the ACR information notification (ACR complete) message to the EEC to confirm that the ACR has completed as specified in clause 8.8.3.5.3. 
NOTE 3:	The Application Client mechanism to support switchover of the application traffic to CAS is out of scope of the specification.

* * * * End of changes * * * *

image1.emf
EEC

S-EAS S-EES

CAS

4. Decision of 

application context relocation

ECS

5. T-EAS discovery

9. Application context is transferred between S-EAS and CAS

2. Detection

3. Inform S-EES

Phase I: ACR Detection

Phase II: ACR Decision

Phase III: ACR Execution

Phase IV: Post-ACR Clean up

2. Detection

2. Detection

6. Target information notification

1. Initiate EEL managed ACR

7. Initiate application traffic influence

11. ACR status update

12. ACR complete notify

8. ACR management notfication

10. ACT status notification


image2.png
EEC SEAS SEES ECS CAS

I I
1. Initiate EEL managed ACR

2. Detection

3. Inform SEES

4. Dedision of
application context relocation

5. Trigger DNS for CAS discovery

6. Target information notification

7. Initiate application traffic influence

8. ACR management notfication

9. Application context is transferred between S-EAS and CAS

10. ACT status notification 3‘

11. ACRstatus update





