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[bookmark: _Toc133484175][bookmark: _Toc138291079]9.8	SEALDD enabled bandwidth control for different VAL users
[bookmark: _Toc133484176][bookmark: _Toc138291080]9.8.1	General
The following clauses specify procedures, information flows and APIs for SEALDD enabled bandwidth control transmission. 
NOTE:	In clause 9.8, the terms bandwidth control and data transmission rate control are interchangeable.
[bookmark: _Toc138291081][bookmark: _Toc133484177]9.8.2	Procedures
9.8.2.1	Procedures of SEALDD enabled bandwidth control for different VAL users
The SEALDD layer can provide the differentiated data delivery service with different bandwidth experience for VAL users, where the VAL server can provide the bandwidth limit (i.e., minimum bandwidth requirement and maximum bandwidth limit) for VAL users. Figure 9.8.2.1-1 illustrates the procedure for bandwidth control for different VAL users.
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions as specified in clause 9.4.2.
[bookmark: _Hlk123204358]2. The SEALDD server has subscribed to 5GC for QoS monitoring of the specific UE related to the VAL user, as defined in clause 5.2.6.9 in 3GPP TS 23.502 [6].
3. The SEALDD policy (i.e, the bandwidth control policy) has been configured in SEALDD server, as described in clause 9.10.

Figure 9.8.2.1-1: SEALDD enabled bandwidth control transmission procedure
1.	The VAL server sends a Sdd_regularTransmission request to the SEALDD server. The request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID), the VAL server’s total bandwidth limit and the bandwidth limits (i.e. minimum bandwidth requirement and maximum bandwidth limit) for VAL users. 
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server sends a response to the VAL server.
3.	The VAL client sends a SEALDD service request to SEALDD client.
4.	The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
5.	The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the VAL user or UE identity.
6.	The SEALDD server performs bandwidth limit check according to the VAL user’s bandwidth limit, the current SEALDD traffic delivery status, the VAL server’s total bandwidth limit and/or the related UE’s current network status (i.e. via QoS monitoring report from the 5GC). If the available bandwidth (i.e. the remaining bandwidth that can be used for the VAL user without exceeding the VAL server’s total bandwidth limit) cannot meet the VAL user’s minimum bandwidth requirement, the SEALDD server will reject the SEALDD client’s connection establishment request.
7.	When the available bandwidth can meet the VAL user’s requirement, the SEALDD client can establish the SEALDD connection with the SEALDD server. The SEALDD server can calculate the suggested traffic transmission bandwidth to the SEALDD client according to the VAL user’s bandwidth limit and the related UE’s current network status (i.e. via QoS monitoring report or ECN marking for L4S report from the 5GC).
8.	If the bandwidth limit check is failed (i.e., the available bandwidth cannot meet the VAL user’s minimum bandwidth requirement) in step 6, the SEALDD server can send Sdd_RegularTransmissionConnection_Establish response with the failed result (i.e., reject the connection establishment) and the pending timer to trigger the re-connection from SEALDD client. If the bandwidth limit check is successful (i.e., the available bandwidth can meet the VAL user’s requirement) in step 6, the SEALDD server can send Sdd_RegularTransmissionConnection_Establish response with the successful result and/or the suggested traffic transmission bandwidth.
NOTE:	The SEALDD server can re-allocate the available bandwidth resource to different VAL users according to the configured bandwidth control policy, as described in clause 9.10.
If the connection establishment is rejected, the SEALDD client can re-establish SEALDD connection by performing steps 5-8, when the pending timer is expired.
For the uplink application traffic, the SEALDD client can buffer or drop some packets when the uplink traffic from VAL client exceeds the suggested traffic transmission bandwidth. Similarly, for the downlink application traffic, the SEALDD server can buffer or drop some packet when the downlink traffic from VAL server exceeds the suggested traffic transmission bandwidth.
9.8.2.2	Procedures of SEALDD enabled L4S based bandwidth control 
The SEALDD layer can provide the L4S based bandwidth control to adapte data rate for VAL server based on the L4S marking as requested by VAL server. Figure 9.8.2.2-1 illustrates the procedure for L4S based bandwidth control.
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions as specified in clause 9.4.2.
2. The SEALDD server has subscribed to 5GC for QoS monitoring of the specific UE related to the VAL user, as defined in clause 5.2.6.9 in 3GPP TS 23.502 [6].
3. The SEALDD policy (i.e, the bandwidth control policy) has been configured in SEALDD server, as described in clause 9.10.
4.	The SEALDD server has the L4S capability to check the L4S marking in the IP header.


Figure 9.8.2.2-1: SEALDD enabled L4S based bandwidth control transmission procedure
1.	The VAL server sends a Sdd_regularTransmission request to the SEALDD server. The request includes the identifiers of the application traffic (e.g., VAL service ID, VAL server ID), the indication to enable L4S based bandwidth control for VAL server, or VAL user(s) or both in the QoS information. Optionally, the VAL server’s bandwidth limit and the bandwidth limits for VAL server, and for VAL users could be provided. 
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server sends a response to the VAL server.
3.	The VAL client sends a SEALDD service request to SEALDD client. The VAL client receives a SEALDD service response to the SEALDD client. The response indicates that whether the SEALDD service request is successful or not.
4.	The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
5.	The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the VAL user or UE identity. And the SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side mapping to the application traffic.
6.	After the connection is established, the SEALDD server checks the L4S marking in the IP header for erery application traffic, and then calculates the bandwidth limit.
7.	Upon receiving the application traffic from the VAL server, the SEALDD server enforces the bandwidth limit for VAL server. 
8.	If the L4S based bandwidth control for VAL user(s) is also requested, the SEALDD server performs bandwidth limit check upon receiving the application traffic from SEALDD client. If the available bandwidth cannot meet the VAL user’s minimum bandwidth requirement, the SEALDD server will close the SEALDD connection.



image1.emf
VAL client SEALDD client

1. SEALDD regular 

transmission request

SEALDD server VAL server

2. SEALDD regular transmission 

response

3. SEALDD service request

5. SEALDD regular transmission 

connection establish request

8. SEALDD regular transmission 

connection establish response

4. SEALDD server determination

6. Rate limit check

7. Rate limit calculation


image2.emf
VALclient

SEALDDclient VALserver

6.L4Smarkingcheckandratelimitcalculation

3.SEALDDservicerequestandresponse

SEALDDserver

1.SEALDDregulartransmissionrequest

2.SEALDDregulartransmissionresponse

4. SEALDDserverdetermination

5.SEALDDregulartransmissionconnection

establishrequestandresponse

7.DLtrafficratelimitperVALservice

8.ULtrafficratelimitperVALusers


Microsoft_Word_97_-_2003_Document.doc


8. UL traffic rate limit per VAL users







7. DL traffic rate limit per VAL service







6. L4S marking check and rate limit calculation







5. SEALDD regular transmission connection establish request and response







3. SEALDD service request and response







4.  SEALDD server determination







2. SEALDD regular transmission response







1. SEALDD regular transmission request 







SEALDD server







VAL server







SEALDD client







VAL client












