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[bookmark: _Toc138291079][bookmark: _Toc133484175]* * * * First change * * * *
9.X	SEALDD enabled L4S capability negotiation and rate adaptation at the client side
[bookmark: _Toc133484176][bookmark: _Toc138291080]9.X.1	General
The L4S Capability can be indicated by marking the ECT (1) in the IP packet header, but all L4S routers in the path are able to do the marking. The SEALDD layer can support the L4S capability negotiation to indicate which entity in the SEALDD layer support the L4S capability clearly. With that information, SEALDD server could request the SEALDD client with L4S capability to do the rate atpation based on the L4S marking. The following clauses specify procedures, information flows and APIs for SEALDD enabled L4S capability negotiation and rate adaptation at the client side. 
[bookmark: _Toc138291081][bookmark: _Toc133484177]9.X.2	Procedures
9.X.2.1	Procedures of SEALDD enabled L4S capability negotiation and rate adaptation at the client side 
Figure 9.X.2.1-1 illustrates the procedure for L4S capability negotiation and rate adaptation at the client side.
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions as specified in clause 9.4.2.
2. The SEALDD server has subscribed to 5GC for QoS monitoring of the specific UE related to the VAL user, as defined in clause 5.2.6.9 in 3GPP TS 23.502 [6].
3. The SEALDD client is capable of L4S checking and traffic rate adaptation based on the L4S.


Figure 9.X.2.1-1: SEALDD enabled L4S capability negotiation and rate adaptation at the client side procedure
1.	The VAL server sends a Sdd_regularTransmission request to the SEALDD server. The request includes the identifiers of the application traffic (e.g., VAL service ID, VAL server ID), the indication to enable L4S based rate adaptation at the client side, the identifier of UE. 
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server sends the L4S capability negotiation request to the SEALDD client. The request includes the identifiers of the SEALDD server, and the L4S capability of the SEALDD server(i.e., support of the L4S marking).
3.	The SEALDD client responses with its L4S capability to indicating whether the client could do the rate adaptation based on the L4S marking.
4.	The SEALDD server sends a response to the VAL server.
5.	Upon receiving the downlink traffic, the SEALDD server may mark the CE in the IP header based on the SEALDD server status and collected network status.
6.	Upon receiving the application traffic from the VAL server, the SEALDD client enforces the rate adaptation for VAL service. 
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