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1	Overall description
SA6 provides a ACR feature that EES could initiate the application context relocation by performing AF traffic influence as in 3GPP TS 23 501 [2]. The request may also include the simultaneous EAS connectivity information to request the simultaneous connectivity with both T-EAS and S-EAS during service continuity. Since the 3GPP CN only supports simultaneous PSA connectivity in SSC mode 3 or session breakout, SA6 would like to ask the following question:
1) Is it supported that SA2 could expose the PDU session capability to the trusted 3rd party AF, including the SSC mode and the SBO allowed indication?
2) If the answer of Q1 is no, would it be possible that SA2 could support the PDU session capability exposure?

2	Actions
To SA2
ACTION: 	SA6 kindly asks SA2 to provide response to the above questions.

3	Dates of next TSG SA WG 6 meetings
SA6#58                 13th November – 17th November 2023 	Chicago, US
SA6#59                 26th February – 1st March 2024 	Europe, Location, TBC
