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	Reason for change:
	Precondition 3 needs to be revised to address the followings: EAS does not need to be always considered as an AF in the context of UE ID API invocation procedure toward the core network. In clause 5.2.3.3.1 of TS 23.502, it is described in NOTE 15 that A GPSI may be associated with Application Port ID, MTC Provider Information and/or AF Identifier. It implies that EAS itself does not need to be considered AF having its own AF ID that can be associated with GPSI in the core network. Instead, EAS provider ID or Application provider ID can be used by EES to get EAS-specific GPSI, respectively.
Additionally, the EN related to Precondition 3 can be removed without any change as consulted by other WGs.
The following EN can be removed “Editor's note: It is FFS to determine if EASID (clause 7.2.4) definitions need to be updated in order to be consistent with its use (as per EAS ID list IE) as an AF ID in UE Identifier API.” The definition of the EAS ID does not need to be updated for its usage for the UE ID API request. EAS ID as AF ID and other additional information such as EAS provider ID are sufficient for obtaining AF-specific UE ID. 

	
	

	Summary of change:
	Revise Precondition 3 in clause 8.6.5.2. Add Application Port ID as input of UE ID API request. Remove the ENs on EAS ID.
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Figure 8.6.5.2-1 illustrates the interactions between the EES and the EAS or EEC. 
Pre-conditions:
1.	The EAS or EEC is authorized to discover and to use UE Identifier API provided by the EES.
[bookmark: _Hlk124866971]2.	When the EEC is used to invoke the UE Identifier API with the UE IPv6 address as the input parameter, the UE IPv6 address may or may not be NATed. If NATed however, the IPv6 may not be reused (i.e. assigned to more than one UE simultaneously). If the EEC already has the UE ID (GPSI as per clause 7.2.6), and it needs the Edge UE ID to share with an AC/EAS, this procedure can still be used to retrieve Edge UE ID. 
3.	EAS is may be considered an AF behind EES (as another AF) and EES is authorized to pass EAS ID instead of its own AF ID or use the information (e.g., EAS provider ID or Application Port ID for EAS), which is associated with 3GPP Core Network assigned UE ID, when it needs to interact with the NEF’s Nnef_UEId_Get (as per TS 23.502 clause 4.15.10 "AF specific UE ID retrieval").
Editor's note:	[SA3] [SA2] Check pre-condition #3 to ensure EES is Ok to pass on EAS ID in NEF’s Nnef_UEId as opposed to its own AF ID.


Figure 8.6.5.2-1: UE Identifier API
1.	The EAS or EEC invokes UE Identifier API exposed by the EES. If it is the EAS invoking the API and it recognizes that the UE’s IP address is a public IP address, i.e., the UE is behind a NAT, the Port Number and associated IP address should be included in user information.
2.	The EES uses the received user information in the step 1 (e.g. IP address) and obtains the UE identifier by interacting with NEF as specified in clause 4.15.10 of 3GPP TS 23.502 [3]. If it is the EEC invoking the API with only UE IP address, it shall be interpreted by EES that EEC is requesting the UE ID for interaction with EES (hence EES shall use its own AFId towards NEF and consequently the UE ID is EES specific).
3.	The EES provides the UE identifier to the EAS or to EEC (i.e. whichever invoked the API). The UE identifier returned in the response which is referred to as UE ID may be the 3GPP Core Network assigned UE ID (aka AF-specific UE ID; see TS 23.502 clause 4.15.10) or the EES-generated Edge UE ID as defined in clause 7.2.9. If UE ID (GPSI as per clause 7.2.6) is included in the request received from EEC, the EES can provide the Edge UE ID based on the received UE ID and step 2 can be skipped. For EEC requesting the UE ID for interaction with EES, the EES returns its 3GPP Core Network assigned UE ID (aka AF specific UE ID, which is a GPSI in the form of an External ID as per clause 7.2.6) to the EEC.
Editor's note:	[SA3] Whether and how user's consent is obtained to share the UE identifier with a particular EAS or EEC is SA3's responsibility.
4.	The EAS uses the UE ID received in step 3 to invoke capability exposure API(s) provided by the EES over EDGE-3 and/or EDGE-7 depending on the UE ID type. The EEC can use the UE ID which is EES specific received in step 3 to invoke API(s) provided by the EES over EDGE-1 reference point.
NOTE:	UE ID of type CN-assigned can be used over EDGE-1, EDGE-3 and EDGE-7 whereas the UE ID of type EES-generated Edge UE ID can be used over EDGE-3 only. 


>>>> Next Changes <<<<

[bookmark: _Toc145674166]8.6.5.3.2	UE Identifier API request
Table 8.6.5.3.2-1: UE Identifier API request
	Information element
	Status
	Description

	User information (NOTE 1) (NOTE 3)
	O
	Information about the User or UE available in the EAS or EEC, e.g. IP address.

	UE ID
(NOTE 2) (NOTE 3)
	O
	UE ID in the form of GPSI as per clause 7.2.6. 

	EAS ID list
(NOTE 4)
	O
	Identifier of the EAS(s) for which the UE IDs are requested for by EAS or EEC given the User information (e.g. IP address).

	EAS Provider ID
	O
	Identifier of the ASP that provides the EAS.

	Application Port ID
	O
	Application Port ID assigned for the EAS

	Security Credentials
	M
	Security credentials of the EAS or EEC.

	NOTE 1:	This IE is Mandatory when EAS invoke the UE ID API. When EEC invokes the API, if available, this IE contains both UE’s private IPv6 address (due to the existence of NAT66) and UE’s private IPv4 address. When EAS invokes the API, it may recognize the UE IP address is a public IP address different from the actual UE IP address (private IP address), i.e., the UE is behind a NAT, and should therefore include the Port Number and associated IP address as part of the User information.
NOTE 2:	This IE is used when invoked by the EEC and if the EEC have the UE ID already in a form not desired to be shared with the EAS. 
NOTE 3:	At least one of them shall be present.
NOTE 4:	This IE is Mandatory when EAS invoke the UE ID API.



Editor's note: [SA3] It is FFS whether the IP address (i.e. User information) provided in the request can be verified that is indeed the UE’s and whether the UE provided information (IP Address) can be trusted. 
Editor's note: It is FFS to determine if EASID (clause 7.2.4) definitions need to be updated in order to be consistent with its use (as per EAS ID list IE) as an AF ID in UE Identifier API.  


>>>> End of Changes <<<<
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