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1. Introduction
This paper is proposed to remove the editor’s notes about information flows and APIs about in clause 9.9.
2. Reason for Change
The information flows are placed into the correct place, and the related APIs are added. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.433 v1.3.0.
* * * First Change * * * *

9.9
SEALDD enabled data transmission quality guarantee 

9.9.1
General

The following clauses specify procedures, information flows and APIs for SEALDD enabled data transmission quality guarantee. 
9.9.2
Procedures

9.9.2.1
SEALDD enabled QoS guarantee by switching SEALDD server

Figure 9.9.2.1-1 illustrate the procedure for QoS guarantee based on transmission quality report from SEALDD server and QoS monitoring from 5GS. The procedure is applicable to the scenario where there is a single path between UE and SEALDD server.

Pre-conditions:

1.
The VAL server discovers and selects the SEALDD server by CAPIF functions.

2.
The VAL server has requested the transmission quality measurement to the SEALDD server by invoking the Sdd_TransmissionQualityMeasurement_subscription API in clause 9.7.4.2.

3.
A SEALDD service policy (i.e., the necessary SEALDD layer actions for meeting the service policy requirements) has been configured in SEALDD server and shared with the SEALDD client.
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 Figure 9.9.2.1-1: SEALDD enabled transmission quality guarantee procedure by switching SEALDD server

1.
The VAL server sends a Sdd_RegularTransmission request to the SEALDD server, as specified in clause 9.2.2.2. The request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID), and optionally, the QoS information for the application traffic, e.g. QoS requirements.

2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server sends a response to the VAL server. The QoS information may be allocated by SEALDD server according to VAL service ID for different service type of application traffic if the QoS information is not provided by VAL server.

3.
The regular data transmission connection is established according to clause 9.2.2.2.

4.
The S-SEALDD server (i.e., SEALDD server#1) can generate the transmission quality measurement report according to the SEALDD enabled transmission quality measurement procedure in clause 9.7.2.1, and detect whether the current transmission quality can satisfy the QoS requirements of VAL application.

5.
The S-SEALDD server subscribes to 5GC for QoS monitoring of the specific UE related to the VAL user, as defined in clause 5.2.6.9 in 3GPP TS 23.502 6]. If the S-SEALDD server diagnoses that QoS deterioration is caused by N6/SEALDD overload (i.e., based on QoS monitoring between UE and UPF, and the E2E transmission quality measurement). The S-SEALDD server can determine to trigger the data transmission quality guarantee procedure (i.e., switching the connected SEALDD server according to SEALDD service policy) based on the QoS monitoring and QoS measurement. 
NOTE 1:
The QoS monitoring subscription request may be triggered after step 4 when the current transmission quality cannot satisfy the QoS requirements of VAL application.

NOTE 2:
This procedure cannot solve the QoS deterioration issue caused by NG-RAN (e.g. RAN congestion).

6.
The S-SEALDD server performs target SEALDD server discovery procedure by using CAPIF or EEL, as specified in clause 9.4. In the discovery response message, the S-SEALDD server may receive the N6 traffic, load status, or DNAI associated with SEALDD server.

7.
The S-SEALDD server can select the T-SEALDD server (i.e., SEALDD server #2) based on N6 traffic and/or SEALDD server load from the available target SEALDD servers in step 6.

8.
The SEALDD relocation procedure is performed for the switched SEALDD servers and the switched VAL servers, as specified in clause 9.6.2.2.


After the SEALDD relocation procedure, the SEALDD client can connect to the selected T-SEALDD server to obtain the transmission quality guarantee service. 

9.9.2.2
SEALDD enabled data transmission quality guarantee with redundant transport
Figure 9.9.2.2-1 illustrates the procedure of using redundant transmission as the action to meet connection reliability requirements specified by a SEALDD service policy.

Pre-conditions:

1.
A SEALDD service policy, which includes data transmission quality guarantees, is available to SEALDD server, SEALDD client and/or VAL client. The policy can be used to configure measurements and determine the necessary SEALDD layer actions for meeting the service policy requirements.

2. The SEALDD Client is authorized to request redundant transport services on behalf of the VAL client.
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Figure 9.9.2.2-1: SEALDD data transmission quality guarantee with redundant transmission

1.
A VAL client and server establish a SEALDD connection to transport the application data. As part of the connection establishment, the SEALDD service policy in precondition 1 is shared so that it is available to both the SEALDD client and the SEALDD Server. The SEALDD Server may use the data transmission quality requirements of this policy in conjunction with other local policies pre-provisioned at the SEALDD server. The SEALDD server determines whether to start data transmission quality measurement by itself or by the SEALDD client. As a result, SEALDD measurements (e.g. packet loss rate, latency) are configured either at the SEALDD client as described in clause 9.7.2.3 or at the SEALDD server as described in clause 9.7.2.1 and started accordingly. Then either the SEALDD client or server receives measurement reports.

2.
Based on measurement reports and the SEALDD service policy, depending on the which entity started the measurement, either the SEALDD client or server determines to perform an action so that the data transmission quality requirements of the policy are met. The SEALDD service policy can be locally configured at the SEALDD Server or provided by the VAL server and accepted/authorized by SEALDD Server. 

3.
Specifically, if the measurement was started by the SEALDD client, the SEALDD client triggers the establishment of redundant transmission services. If the measurement was started by the SEALDD server, the SEALDD server triggers the establishment of redundant transmission services by sending a Transmission quality guarantee request to the SEALDD client requesting to establish redundant transmission path.

NOTE:
The request can be sent to SEALDD client via Application Triggering (specified in clause 4.13.2 of 3GPP TS 23.502 [6]) with payload indicating a trigger of a redundant connection setup for SEALDD packet transmission.
4.
The SEALDD client uses steps 6 to 9 of the procedure in clause 9.3.2.1 to request the use of redundant transmission service from the SEALDD server. As part of this step, the UE may end the initial PDU session and establish redundant PDU sessions.

5.
The SEALDD client updates the SEALDD connection with the redundant transmission information, i.e., the UE addresses and ports for the redundant PDU sessions, the SEALDD flow identifier, and the application traffic descriptors. The SEALDD client or server also configures the parameters for enabling any necessary SEALDD measurements for the new SEALDD flow.

6.
The SEALDD server may subscribe to receive notifications from the 5G network for user plane measurements (e.g., the network latency requirements specified in 3GPP TS 28.541 [12]), network analytics (as specified in 3GPP TS 28.104 [11], etc.).

7.
The SEALDD client and server handle data duplication and elimination of application traffic on the redundant SEALDD flows and the necessary measurements are collected by the SEALDD client or server.

When the SEALDD measurement results indicating that the SEALDD data transmission has good performance according to policy guarantee threshold, if the measurement was started by the SEALDD client, the SEALDD client may release one transmission path and return back to single SEALDD connection mode, otherwise the SEALDD server may send a request to the SEALDD client requesting to use single transmission, then the SEALDD client releases one transmission path and returns to single SEALDD connection mode.
9.9.3
Information flows


The SEALDD service policy may be configured in SEALDD server, or may be received from VAL server as describe in Table 9.7.3.1-1.
9.9.3.1
Transmission quality guarantee request

Table 9.9.3.1-1 describes the information flow from the SEALDD server to the SEALDD client for requesting data transmission quality guarantee.

Table 9.9.3.1-1: Transmission quality guarantee request
	Information element
	Status
	Description

	SEALDD flow ID
	M
	Identifier of the SEALDD flow.

	Transmission quality guarantee action
	M
	Indicates the data transmission quality guarantee action (e.g. redundant transmission path, re-establish transmission path, switch to backup transmission path) that triggering by event (e.g. measurement threshold).


NOTE: The triggering event (e.g. measurement threshold) is changeable with the transmission quality guarantee event.
Editor's Note:
 The Transmission quality guarantee action is to be changed to the quality guarantee policy in Table 9.7.3.6. The SEALDD policy configuration request in table 9.x.3.1-1 is to be aligned by adding the Transmission quality guarantee policy in this table.
9.9.3.2
Transmission quality guarantee response

Table 9.9.3.2-1 describes the information flow from the SEALDD client to the SEALDD server for responding to the transmission quality guarantee request.

Table 9.9.3.2-1: Transmission quality guarantee response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.


9.9.4
APIs


9.9.4.1
General

Table 9.9.4.1-1 illustrates the APIs exposed by SEALDD client for data transmission quality guarantee.

Table 9.9.4.1-1: API list for transmission quality guarantee
	API Name
	API Operations
	Operation Semantics
	Consumer(s)

	Sdd_TransmissionQualityGuarantee
	Request
	Request/Response
	SEALDD server


9.9.4.2
Sdd_ TransmissionQualityGuarantee Request operation

API operation name: Sdd_ TransmissionQualityGuarantee Request

Description: The consumer requests for one time for transmission quality guarantee.

Inputs: See clause 9.9.3.1.
Outputs: See clause 9.9.3.2

See clause 9.9.2.2 for details of usage of this operation.

* * * Next Change * * * *
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