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[bookmark: _Hlk119551644]1. Overall Description:
[bookmark: _Hlk118277894]In clause 8.23 of TS 23.222, the API invoker authorization revoking is either initiated by the AEF or the CCF. 

In Rel18, SA6 is considering the case that multiple AEFs may provide the same service API. In this case, if one AEF initiates the API invoker authorization revoking towards the CCF due to e.g., security compromised, bad service API invocation, the CCF may determines to revoke the API invoker authorization at other AEFs which belong to the API provider of the requesting AEFs to invalidate the API invoker authorization corresponding to the service API.

SA6 have different opinions on whether the CCF determines to revoke the API invoker authorization at other corresponding AEFs is the service policy belong to SA6 scope, or the security solution in SA3 scope.

SA6 would like to ask SA3 to confirm: whether the CCF, based on the revoking API invoker authorization request from one AEF, determines to request other related AEF to invalidate the API invoker authorization corresponding to the service API is a security solution in SA3 scope.


2. Actions:
To SA2 group.
ACTION: 	SA WG6 asks SA WG3 to take the above information into account.

3. Date of Next SA6 Meetings:
SA6#56	August 21 – 25, 2023	Goteborg, Sweden
SA6#57	October 09 – 13, 2023	Xiamen, China


