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1. Introduction
In general ETSI MEC can be seen as an AF which may interact with 5GS to influence traffic routing decisions, access network capabilities (monitoring, provisioning, policy handling, charging, etc.), either directly (if the MEC is considered a trusted AF) or indirectly through the NEF (if the MEC is considered an untrusted AF). NEF may support CAPIF functionality for network exposure (specifically API provider domain functions). On the EDGEAPP side, the Edge Enabler Layer exposes Service APIs towards the EASs that include capabilities provided by EES as well as capabilities provided by the 3GPP core network: the EES may re-expose the network capabilities of the 3GPP core network to the EAS(s) as per the CAPIF architecture. Therefore, an integration/coexistance of ETSI MEC and EDGEAPP through CAPIF is pertinent. Such an integration/coexistance allows also EASs to invoke MEC App services and vice versa. 
2. Reason for Change
Supply some informative content regarding a deployment option of EDGEAPP and ETSI MEC using CAPIF for exposing and invoking Service APIs (exposed from both platforms). Otherwise, EAS/MEC APP access to services offered by ETSI MEC from EDGEAPP (and vice versa) is not clear, neither the access to northbound APIs exposed by SCEF/NEF.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.958.


* * * First Change * * * *
[bookmark: _Toc131778659]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.558: "Architecture for enabling Edge Applications".
[3]		GSMA PRD OPG.02 - “Operator Platform Telco Edge Requirements Version 3.0”, https://www.gsma.com/futurenetworks/wp-content/uploads/2022/10/Operator-Platform-Telco-Edge-Requirements.-v.3-October22.pdf.
[4]	ETSI GS MEC 003 (V3.1.1), "Multi-access Edge Computing (MEC); Framework and Reference Architecture".
[5]	ETSI GS MEC 011 (V3.1.1), “Multi-access Edge Computing (MEC); Edge Platform Application Enablement”.
[6]	ETSI GS MEC 040 (V3.1.1), “Multi-access Edge Computing (MEC); Federation enablement APIs”.
[7]	3GPP TS 23.222: “Common API Framework for 3GPP Northbound APIs”.
[8]	ETSI GR MEC 031 (V3.1.1), “Multi-access Edge Computing (MEC); MEC 5G Integration”.

* * * Next Change * * * *
[bookmark: _Toc129351684]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AC	Application Client
AEF	API Exposing Function
AF	Application Function
AMF	API Management Function
API	Application Program Interface
APF	API Publishing Function
AS	Application Server
CAPIF	Common API Framework
CCF	CAPIF Core Function
EAS	Edge Application Server
ECS	Edge Configuration Server
ECSP	Edge Computing Service Provider
EDN	Edge Data Network
EEC	Edge Enabler Client
EEL	Edge Enabler layer
EES	Edge Enabler Server
ETSI	European Telecommunications Standards Institute
MEC	Multi-access Edge Computing
MEP	MEC Platform

* * * Next Change * * * *
7.x.1	Deployment option of EDGEAPP and ETSI MEC using CAPIF
3GPP provides a framework for supporting common capabilities for northbound APIs (e.g., onboarding, authentication, authorization, discovery, auditing, etc.) through the so-called common API framework (CAPIF) [7]. The functional model of CAPIF enables an API invoker to access (and invoke) service APIs and supports API exposing functions in publishing the API towards the API invokers. To enable the common supporting capabilities among API invokers and API providers, the CCF is introduced as the functional entity in charge of, among other tasks, authenticating an API invoker, providing authorization for the API invoker prior to accessing the service API, publishing, storing, and supporting the discovery of service APIs information, etc. 
As from Annex A in TS 23.558 [2], an EAS may assume the role of:
· API invoker: for accessing northbound APIs exposed by SCEF/NEF or consuming service APIs offered by other EASs or EES, or
· API provider: exposing its service APIs for consumption by other API invokers,
whereas the EES may act like AEF and CCF (the latter being dispensable if, e.g., a centralized instance of CCF is available, see Clause A.5.3 in TS 23.558 [2]). 
Additionally, as from Annex B in ETSI GR MEC 031 [8], a MEC App may assume the role of:
· API invoker: for accessing northbound APIs exposed by SCEF/NEF or consuming MEC services advertised by the MEP, or
· API provider: registering (publishing) its service APIs and exposing them for consumption by other API invokers,
whereas the MEP may assume the role of API provider, CCF, and API invoker. A MEC service produced by a MEC App or MEP can be mapped into the API provider domain in CAPIF.
Since the different functional entities of both EDGEAPP and ETSI MEC may assume several roles, the number of scenario combinations is high, which becomes worse if several trust domains are considered. Therefore, rather than providing an exhaustive study of possible CAPIF-based deployments, a generic scenario is presented in Figure 7.x.1-1, in which it is assumed that:
· MEC platform and EDGEAPP co-exist in the network within the same PLMN trust domain, 
· API invokers want to access MEC services provided by MEP or MEC Apps, or API invokers want to consume EDGEAPP services provided by EASs or EES,
· REST-HTTP transport is used
NOTE 1:	Enhancements of the functional entities might be needed to fully support the functionalities of the CAPIF functional entities, namely CCF, API provider domain functions and API invoker
NOTE 2:	Extension of the reference point in both platforms might be needed to support the functionalities of the CAPIF-related reference points (see reference points in Figure 7.x.1-1)


Figure 7.x.1-1: Deployment option of EDGEAPP and ETSI MEC using CAPIF
On the left-hand side of Figure 7.x.1-1, EES implements CCF 1 to manage the Service APIs exposed by EAS and EES, EAS implements the API Provider domain functions to expose EAS Service APIs to EDGEAPP EASs (and possibly ETSI MEC Applications acting as API invokers). EES implements API Provider domain functions to expose EES Service APIs (e.g., UE location API, AC information exposure API, etc.) to API invokers (e.g., EASs, ETSI MEC Applications).
On the right-hand side of Figure 7.x.1-1, MEP implements an instance of CCF (i.e., CCF 2) to manage the MEC Services exposed by MEP and MEC App. Both MEP and MEC App implement API Provider domain functions to expose MEC Services via CAPIF-2.
CCF 1 and CCF 2 interact via CAPIF-6 reference point, which supports publishing the service APIs information and discovering the service APIs information on both platforms. The CCF 1 and the CCF 2 publish the service API provided by its connected API exposing function(s) and obtains the service API information provided by other CCF.
An API invoker (e.g., EAS or MEC App) connected to the any of the CCF can discover and invoke service APIs provided by the API exposing function connected to the othe CCF.
Editor’s note:	Deployment options including both trusted and untrusted domains is FFS
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