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1	Impacts
	Affects:
	UICC apps
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2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is 
	
	Study 

	
	Normative – Stage 1

	X
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	FS_MCShAC
	SA6
	940020
	Study on sharing of administrative configuration between interconnected MC service systems

	SACI_MCS
	SA1
	930026
	Sharing administrative configuration between interconnected MCX Service systems



2.3	Other related Work Items and dependencies
	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	 



Dependency on non-3GPP (draft) specification: None
3	Justification
Current mission critical architecture addresses information flows between interconnected MC systems, but it does not consider the public safety needs in having a solution for sharing administrative configuration between interconnected MC systems. These are required for a number of use cases identified in the field. 
SA1 identified the requirements on the administrative configuration and information exchange between interconnected MC systems in 3GPP TS 22.280 clause 5.16.4. SA6 studied these requirements as part of FS_MCShAC for Rel-18 and developed solutions in 3GPP TR 23.700-38. Therefore, a normative work is required in SA6 to support the exchange of administrative configuration for all mission critical services (MCPTT, MCData and MCVideo).
4	Objective
Develop Stage 2 normative technical procedures and information flows for supporting the exchange of administrative configuration and information between interconnected MC systems for all mission critical services (MCPTT, MCData and MCVideo) based on the key issues, solutions, and conclusions captured in 3GPP TR 23.700-38. The Stage 2 normative technical specification will include the following aspects:
a. The functional architectural enhancements to support this mechanism that ensures secure exchange between MC systems.
b. the exchange of administrative group configuration data between interconnected MC systems 
c. the exchange of administrative service configuration data between interconnected MC systems 
d. the exchange of relevant information for specific MC users to migrate in partner MC system
e. the required configurations to enable using this mechanism.

5	Expected Output and Time scale


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	23.280
	Common functional architecture to support mission critical services; Stage 2	
	SA#106, December 2024
	

	23.379
	Functional architecture and information flows to support Mission Critical Push To Talk (MCPTT); Stage 2
	SA#106, December 2024
	

	23.281
	Functional architecture and information flows to support Mission Critical Video (MCVideo); Stage 2
	SA#106, December 2024
	

	23.282
	Functional architecture and information flows to support Mission Critical Data (MCData); Stage 2
	SA#106, December 2024
	

	
	
	
	



6	Work item Rapporteur(s)
andreas.flander@bdbos.bund.de
7	Work item leadership
SA6
8	Aspects that involve other WGs
SA3 for security aspects 
9	Supporting Individual Members
	Supporting IM name

	BDBOS

	FirstNet

	AT&T

	Ericsson

	Netherlands Police 

	Home Office

	Motorola Solutions

	BMWK

	Nkom

	Nokia

	Samsung




