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	* * * First Change * * * *	
8.8.2A.3	Enabling ACR with CAS - EEC executed ACR via S-EES	Comment by Samsung-Berlin: Baselined from S6-231632 and updated
In this scenario, the EEC is triggered as a result of the UE's movement as described in clause 8.8.1.1. Figure 8.8.2A.3-1 illustrates the EEC executing ACR via the S-EES.
This scenario description is same as described for figure 8.8.2.3-1 except for the following clarifications:
Pre-conditions: Same pre-conditions apply described for figure 8.8.2.3-1.


Figure 8.8.2A.3-1: Enabling ACR with CAS - EEC executed ACR via S-EES
Phase I: ACR Detection
1.	Same as step 1 described for figure 8.8.2.3-1.
Phase II: ACR Decision
2.	 Same as step 2 described for figure 8.8.2.3-1. 
Phase III:	ACR Execution
3.	The EEC performs Service Provisioning (as specified in clause 8.3) for all active applications that require ACR. Since the location of the UE has changed, this procedure results in unavailability of T-EESs that are relevant to the supplied applications and the new location of the UE. Service provisioning or discovery of relevant T-EAS may not result in EES configuration or T-EAS is not discovered respectively. If no T-EES is available based on service provisioning response, the AC triggers the UE to perform DNS resolution for the cloud application server relevant for the AC as described in clause 8.14.2.5.3, 8.14.3.12 and 8.14.3.15. The UE may need to establish a new PDU connection to the CAS.
Editor’s note: Details of the EDGE-5 interactions due to AC performing DNS resolution are FFS
4.	The EEC performs ACR launching procedure (as described in clause 8.8.3.4) to the S-EES with the ACR action indicating ACR initiation and the corresponding ACR initiation data (along with the details of the CAS and with the need to notify the EAS). The S-EES authorises the request from the EEC. The S-EES decides to execute ACR based on the information received from the EEC and/or EAS profile. The S-EES may apply the AF traffic influence with the N6 routing information of the CAS in the 3GPP Core Network (if applicable) and sends the ACR management notification for the "ACT start" event to the S-EAS, as described in clause 8.6.3, to initiate ACT between the S-EAS and the CAS. If the EEC has not subscribed to receive ACR information notifications for ACR complete events from the S-EES, the EEC subscribes for the notifications as described in clause 8.8.3.5.2.
5.	The S-EAS transfers the application context to the CAS at implementation specific time. This process is out of scope of the present specification.
NOTE 1:	The S-EAS or CAS can further decide to terminate the ACR, and the CAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and CAS whether and how to make such a decision.
Phase IV:	Post-ACR Clean up
6.	Same as step 7 described for figure 8.8.2.3-1.
7.	Same as step 9 described for figure 8.8.2.3-1.
NOTE 2:	The CAS can perform capability exposure subscription with 3GPP CN directly, upon receiving the application context, which may be helpful for handling future ACR scenarios e.g. ACR from cloud to edge.
	* * * Next Change * * * *	
[bookmark: _Toc108431773][bookmark: _Toc131201063]8.14.2.5.3	EEC services notification
Pre-conditions:
1.	The AC has subscribed to the EEC.


Figure 8.14.2.5.3-1: EEC services notification procedure
1.	An event occurs at the EEC that satisfies the trigger conditions for notifying a AC e.g., EEC detects a need for Application Context Relocation, EEC triggers AC to perform DNS query due to unavailability of suitable T-EES and/or unavailability of suitable T-EAS.
2.	The EEC sends an EEC services notification to the AC with relevant information related to the event triggered in step 1.
	* * * Next Change * * * *	
[bookmark: _Toc131201079]8.14.3.12	EEC services subscription request
Table 8.14.3.12-1 describes information elements for the EEC services subscription request sent by the AC to the EEC. 
Table 8.14.3.12-1: EEC services subscription request
	Information element
	Status
	Description

	AC profile
	M
	AC profile of the AC requesting subscription

	Security credentials
	M
	Security credentials of the AC.

	Notification details
	M
	Details on how the EEC can notify the AC.

	Required EEC services
	M
	EEC handled services required by the AC 

	> EAS discovery 
	O
	Indicates that AC requires EEC to handle EAS discovery. 

	>> List of EAS characteristics
	O
	List of EAS characteristics as described in EAS discovery filters (see Table 8.5.3.2-2).

	> EAS dynamic information
	O
	Indicates that the AC requires EAS dynamic information subscription

	[bookmark: _Hlk118744650]>> List of EAS dynamic information filters
	M
	List of EAS dynamic information filters as described in Table 8.5.3.4-2.

	> ACR 
	O
	Indicates that the AC requires ACR related services for the following EASs

	>> List of S-EAS information
	M
	S-EAS information corresponding to the ACR operation

	>>> ACR operation
	O
	Indicates if AC requires ACR monitoring or EEC managed ACR corresponding to each S-EAS

	>>> CAS information
	O
	AC provided target CAS information received from DNS query result.



	* * * Next Change * * * *	
[bookmark: _Toc131201082][bookmark: _Toc131200965]8.14.3.15	EEC services subscription update request
Table 8.14.3.15-1 describes information elements for the EEC services subscription update request sent by the AC to the EEC.
Table 8.14.3.15-1: EEC services subscription update request
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the update request.

	Security credentials
	M
	Security credentials of the AC.

	Notification details
	O
	Details on how the EEC can notify the AC.

	Required EEC services
	O
	EEC handled services required by the AC 

	> EAS discovery 
	O
	Indicates that AC requires EEC to handle EAS discovery. 

	>> List of EAS discovery filters
	M
	List of EAS discovery filters as described in Table 8.5.3.2-2.

	>>> Preferred ECSP list
	O
	Preferred ECSP list corresponding to each set of EAS discovery filters.

	> EAS dynamic information
	O
	Indicates that the AC requires EAS dynamic information subscription

	>> List of EAS dynamic information filters
	M
	List of EAS dynamic information filters as described in Table 8.5.3.4-2.

	> ACR
	O
	Indicates that the AC requires ACR related services for the following EASs

	>> List of S-EAS information
	M
	S-EAS information corresponding to the ACR operation

	>>> ACR operation
	O
	Indicates if AC requires ACR monitoring or EEC managed ACR corresponding to each S-EAS

	>>> CAS information
	O
	AC provided target CAS information received from DNS query result.



	* * * Next Change * * * *	
[bookmark: _Toc131201077][bookmark: _Toc131201096]8.15.3.2	EAS information provisioning request
Table 8.15.3.2-1 describes the information elements for EAS information provisioning request from the EEC to the EES.
Table 8.15.3.2-1: EAS information provisioning request
	Information element
	Status
	Description

	EECID
	M
	The identifier of the EEC.

	ACID
	M
	The identifier of the AC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Selected EAS ID(s)
	O
	The identifier(s) of the selected EAS or the selected EAS(s) for EAS bundles, which is either instantiated or instantiable.

	Selected EAS Endpoint(s)
	O
	The endpoint(s) of the selected EAS or the selected EAS(s) for EAS bundles

	Request type
	O
	Request types:
- ACR scenario selection announcement
[bookmark: _Hlk119580322]- ACR scenario selection request

	Selected ACR scenario list (see NOTE 1)
	O
	The list of ACR scenarios (or the list of ACR scenarios for EAS bundles) selected by the EEC

	AC Profile (see NOTE 2, NOTE 3)
	O
	AC Profile as described in Table 8.2.2-1

	EEC Service Continuity Support (NOTE 2)
	O
	Indicates if the EEC supports service continuity or not. The IE indicates which ACR scenarios are supported by the EEC, also indicates the EEC ability of handling bundled EAS ACR.

	CAS information
	O
	Target CAS information received from AC performed DNS query.

	NOTE 1:	The IE may be present only if Selected EASID(s) and Selected EAS Endpoint(s) are present and Request type is "ACR scenario selection announcement"
NOTE 2:	The IEs are present only if request type is “ACR scenario selection request”
NOTE 3:	The IE is present if AC Profile is not shared to EES previously



	* * * Next Change * * * *	
8.8.4.4	ACR request
Table 8.8.4.4-1 describes information elements for the ACR request sent either from the EEC to the S-EES or T-EES, or by the S-EAS to the S-EES. 
Table 8.8.4.4-1: ACR request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. EECID or EASID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	O
	Identifier of the EAS

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	Predicted/Expected UE location or Expected AC Geographical Service Area (NOTE 8)
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected Expected AC Geographical Service Area as described in clause 7.3.3.3

	ACID (NOTE 10)
	O
	The identifier of the AC.

	ACR action (NOTE 3)
	M
	Indicates the ACR action (ACR initiation, ACR determination or ACR modification)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS. In case of ACR to cloud, Endpoint information is of CAS.

	> Previous T-EAS Endpoint (NOTE 7)
	O
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS of the previous ACR.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> Simultaneous  EAS connectivity information
	O
	Indicates if simultaneous EAS connectivity is needed and the inactive time guidance for keeping connectivity towards the S-EAS.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> Previous EAS notification indication (NOTE 7)
	O
	Indicates whether to notify the EAS about the cancellation of a previous ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	> ACR parameters (NOTE 9)
	O
	Parameters of the ACR

	>> Prediction expiration time 
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	> EEC context relocation details
	O
	Information required for EEC context relocation using the EEC context push or EEC context pull mechanisms.

	>> EEC Context ID (NOTE 5)
	O
	Identifier of the EEC Context 

	>> S-EES ID (NOTE 5)
	O
	Identifier of the EES that provided EEC context ID.

	>> S-EES endpoint (NOTE 5)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	>> T-EES ID (NOTE 6)
	O
	Identifier of the T-EES. 

	>> T-EES endpoint (NOTE 6)
	O
	The endpoint address (e.g. URI, IP address) of the T-EES. 

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	ACR modification data
(NOTE 2)
	O
	ACR modification IEs to be included in an ACR request message when ACR action indicates it is ACR modification request.

	> S-EAS Endpoint 
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the S-EAS.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> ACR parameters
	M
	ACR parameters

	>> Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	NOTE 1:	This IE shall be present if the EAS notification indication or previous EAS notification indication indicates that the EAS needs to be informed.
NOTE 2:	One of the ACR initiation, ACR determination or ACR modification shall be included corresponding to the ACR action.
NOTE 3:	This IE shall indicate ACR determination if the request originates from the S‑EAS.
NOTE 4:	Void.
NOTE 5:	This IE may be present only if the request originates from the EEC towards the T-EES.
NOTE 6:	This IE may be present only if the request originates from the EEC towards the S-EES.
NOTE 7:	These IEs shall be present when the EEC re-sends the ACR request as described in clause 8.8.1.3 to indicate a previous ACR is to be cancelled.
NOTE 8:	This IE may be present if the ACR procedure is for service continuity planning.
NOTE 9: 	This IE may be included when the ACR is decided and executed for service continuity planning for a predicted/expected UE location.
NOTE 10: The IE shall be present when the action is ACR modification to identiy the ACR to be modified.
NOTE 11: 



Editor's note: Additional ACR parameters, if required, are FFS.
	* * * Next Change * * * *	
[bookmark: _Toc131200971]8.8.4.10	ACR information notification
Table 8.8.4.10-1 describes the information elements for ACR information notification from the EES to the EEC.
Table 8.8.4.10-1: ACR information notification
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the EES for the request

	EASID
	M
	The identifier of the EAS 

	ACID
	O
	The identifier of the AC corresponding to the Selected target EAS

	Event ID
	M
	Either Target information notification or ACR complete

	Target information (NOTE 1)
	O
	Details of the selected T-EAS and the T-EES.

	> T-EAS information 
	M
	Details of the selected T-EAS as described in 'Discovered EAS' IE of Table 8.5.3.3-1 or CAS information in case of ACR to cloud.

	> T-EES information (NOTE 4)
	O
	Details of the selected T-EES as described in 'EDN configuration information' IE of Table 8.3.3.3.3-1. 

	ACR complete event information (NOTE 2)
	O
	Details of a completed ACR and its result.

	Result of ACR (NOTE 2)
	M
	Indicates whether the ACR is successful or failure

	> T-EAS endpoint
	M
	Endpoint address of the T-EAS to which an ACR has been performed.

	EEC Context Relocation status (NOTE 5)
	O
	Indicates whether the EEC context relocation was successful or not.

	> Registration Id (see NOTE 6)
	O
	Identifier of the registration for the EEC. 

	> Expiration Time (see NOTE 6)
	O
	Indicates the expiration time of the registration. 

	Cause information (see NOTE 3)
	O
	Indicates the cause information for the failure

	Selected ACR scenario list (see NOTE 6)
	O
	List of selected ACR scenarios.

	NOTE 1:	This IE shall be included when Event ID indicates 'Target information notification' event
NOTE 2:	This IE shall be included when Event ID indicates 'ACR complete' event
NOTE 3:	This IE shall be included when the Result of ACR indicates failure.
NOTE 4:	This IE shall be included if the selected T-EES is different from the S-EES. Otherwise, it may be skipped.
NOTE 5:	This IE shall be included when Event ID indicates 'ACR complete' event and EEC context relocation was attempted.
NOTE 6:	This IE shall be included if S-EES has received it in EEC Context Push response.



	* * * End of Changes * * * *	
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