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* * * * First Change * * * *
[bookmark: _Toc131085286]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
API: The means by which an API invoker can access the service.
API invoker: The entity which invokes the CAPIF or service APIs.
API invoker profile: The set of information associated to an API invoker that allows that API invoker to utilize CAPIF APIs and service APIs.
API exposing function:  The entity which provides the service communication entry point for the service APIs. 
API exposing function location: The location information (e.g. civic address, GPS coordinates, data center ID) where the API exposing function providing the service API is located.
CAPIF administrator: An authorized user with special permissions for CAPIF operations.
Common API framework: A framework comprising common API aspects that are required to support service APIs.
Designated CAPIF core function: The CAPIF core function which is configured as the serving CAPIF core function for interconnection.
Northbound API: A service API exposed to higher-layer API invokers.
Onboarding: One time registration process that enables the API invoker to subsequently access the CAPIF and the service APIs.
Resource: The object or component of the API on which the operations are acted upon.
Resource owner: An entity (either a UE user or an MNO subscriber) capable of granting access to a protected resource related to the invoked API.
Resource owner-aware northbound API access: An API invocation scenario where the API invoker needs an authorization from the resource owner.
Service API: The interface through which a component of the system exposes its services to API invokers by abstracting the services from the underlying mechanisms. 
Serving Area Information: The location information for which the service APIs are being offered to.
CAPIF provider domain: A domain that contains a local instance of CAPIF core function and may contain API provider domains and API invokers.
PLMN trust domain: The entities protected by adequate security and controlled by the PLMN operator or a trusted 3rd party of the PLMN. 
NOTE:	When implementing CAPIF, it becomes an instance of a CAPIF provider domain.
SNPN trust domain: The entities protected by adequate security and controlled by the SNPN operator or a trusted 3rd party of the SNPN. 
NOTE:	When implementing CAPIF, it becomes an instance of a CAPIF provider domain.
3rd party trust domain: The entities protected by adequate security and controlled by the 3rd party. 
NOTE:	When implementing CAPIF, it becomes an instance of a CAPIF provider domain.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 32.240 [6] apply: 
Offline charging
Online charging

* * * * Next Change * * * *
6.2.2a Funtional model description for CAPIF deployed by SNPN providers
Figure 6.2.2a-1 shows the functional model when CAPIF is deployed by a SNPN provider and a possible interconnection with a CAPIF core function deployed in the PLMN trust domain. 


Figure 6.2.2a-1: Functional model for CAPIF deployed within a SNPN
The CCF 1 (in the SNPN) enables service APIs from the SNPN trust domain, PLMN trust domain, and the 3rd party trust domain. A business relationship between the CAPIF providers (i.e. SNPN and PLMN) exists: from each CAPIF provider's perspective the other CAPIF provider is a 3rd party. 
All interactions among entities within the CAPIF provider domains (i.e. SNPN and PLMN) are ruled by functional model specified in subclause 6.2.0,  the support of 3rd party API providers is as in  subclause 6.2.1, whereas the interconnection between CCFs is according to the functional model specified in subclause 6.2.2.
The CCF 2 provides information about service APIs deployed in the PLMN trust domain to the CCF 1 (and vice versa) over the CAPIF-6e reference point. Over this reference point, the CCF 1 can publish service APIs to the CCF2 (for the sake of simplicity no API invoker within the PLMN is shown), and also discover service APIs from the CCF 2 (and vice versa).
The API invoker 2 interacts with the CCF 1 via CAPIF-1 and discovers the service APIs of both CAPIF providers, and invokes the service APIs in the SNPN trust domain via CAPIF-2 and invokes the service APIs in the PLMN trust domain via CAPIF-2e. The API invoker 1 (from outside the trust domain of both CAPIF providers), interacts with both CCFs via CAPIF-1e reference point and invokes the service APIs in the trust domain of the CAPIF providers via CAPIF-2e reference point. 
In Figure 6.2.2a-1, the API provider domain 3 offers service APIs from the 3rd party. When the 3rd party API provider is a trusted 3rd party of the SNPN, the API provider domain 1 also offers the service APIs from the 3rd party provider. The API exposing function, the API publishing function, and the API management function of the API provider domain 3 within the 3rd party trust domain interact with the CCF 1 in the SNPN trust domain via CAPIF-3e, CAPIF-4e and CAPIF-5e respectively. The API exposing function within the SNPN trust domain interacts with the API exposing function in the 3rd party trust domain via CAPIF-7e.
The deployment in Figure 6.2.2a-1 for the SNPN would also work without having the PLMN trust domain on the left-hand side, i.e., having an interconnection to a PLMN trust domain while deploying CAPIF in a SNPN is not mandatory.
[bookmark: _Toc424654365][bookmark: _Toc428364951][bookmark: _Toc433209551][bookmark: _Toc449038182][bookmark: _Toc460615917][bookmark: _Toc460616778][bookmark: _Toc477419227][bookmark: _Toc122605777]* * * * End of Change * * * *
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