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	Reason for change:
	In previous meeting (SA2#53), solution related to Edge Node Sharing was agreed in clause 8.18. 
However, the IE table enhancements of the existing procedures are missing. It is required to provide enhancements of the IE tables.

· As per clause 4.1.5.2 of East-Westbound Interface APIs (v2.0) from GSMA, 
· “federationContextId” is required to identify the existing federation relationship between Lead ECSP and partner ECSP.

· Further clause 2.1.3 of East-Westbound Interface APIs (v2.0) from GSMA, has following requirement.
“2.1.3 Federation Identifier
A federation identifier is a dynamically generated identifier created by the OP which receives the federation creation request from its partner OPs. Based on the prior information if the OP accepts the federation creation request, then the federation identifier is generated and returned to the requesting OP to represent the successful creation of the federation.
This federation identifier shall be included in all the subsequent E/WBI APIs invocations having operations associated to this federation.”

· Clause 8.5.3.2	EAS discovery request of TS 23.558, contains only “Serving MNO information” which does not identify federation relation between ECSPs.
· 3GPP is already working to align the 3GPP defined solution with GSMA requirements. 
· Based on requirement from GSMA, It is required for SA6 to add federation identifier in the request towards 
· Creattion of fedration identifier is out of scope of SA6 (e.g. it can be created by SA5).
· Editor’s note is already presnet in the TS 23.558 regarding security aspects to consider between ECSPs as follows.
Editor's note: The security aspect between ECS-ER (OP-B) and ECS-ER (OP-A) is FFS and needs to be studied by SA3.
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4) Updated IE table for service provisioning response (used for Retrieve EES response).
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* * * First Change * * * *
[bookmark: _Toc131200660][bookmark: _Toc37790994][bookmark: _Toc42003945][bookmark: _Toc50584266][bookmark: _Toc50584610][bookmark: _Toc57673457][bookmark: _Toc122439273]8.2.4	EAS Profile
Table 8.2.4-1: EAS Profile
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs and related bundling requirements.

	> Bundle ID
	M
	Bundle ID as described in clause 7.2.10.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	Allowed MNO information
	O
	Information of the allowed operator (e.g. MNO name, PLMN ID) from which its subscriber can consume the EAS services

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE indicates which ACR scenarios are supported by the EAS, also indicates the EAS ability of handling bundled EAS ACR.

	EAS Transport layer service continuity support
	O
	This IE indicates the EAS service continuity support for seamless transport layer (e.g. TCP/TLS/QUIC) relocation

	General context holding time duration (NOTE)
	O
	The time duration that the EAS holds the context before the AC connects to the EAS in case of ACR for service continuity planning. It is an indication of the time the EAS holds the application context for a UE to move to its service area after receiving an ACR notification from the EES following an ACR request from the EEC.  


	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 

	Federation information
	O
	Information about a federation

	> Federation identifier
	O
	Identifies the federation relation for which EAS is deployed by lead ECSP on shared resources of partner ECSP

	> List of ECSPs
	O
	List of ECSP identifiers (i.e. PLMN IDs) whose subscribers are allowed to access the EAS. If this IE is not present, it indicates that the access to EAS is not restricted.

	NOTE:	Since the EASID of the EAS identifies the type of the application (e.g. SA6Video, SA6Game etc) as described in clause 7.2.4, "General context holding time duration" determined by EAS can depend on the EASID (type of the application).



Editor's Note:	Whether EAS bundle requirement is needed in EAS profile or EAS discovery filters is FFS.
NOTE:	The EAS Transport layer service continuity support can be used in EAS discovery, e.g. as described in 3GPP TS 23.433 [26] for SEALDD server acting as EAS, which can further support the EAS IP replacement function.

* * * Next Change * * * *
[bookmark: _Toc131200781]8.5.3.2	EAS discovery request
Table 8.5.3.2-1 describes information elements for the EAS discovery request. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.
Table 8.5.3.2-1: EAS discovery request
	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Serving MNO information (NOTE 2)
	O
	The serving MNO information (e.g. MNO name, PLMN ID) which is serving the subscriber.

	Federation identifier (NOTE 2, NOTE 3)
	O
	Identifies the federation relation for which EAS is deployed by lead ECSP on shared resources of partner ECSP

	Target DNAI (NOTE 1)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	EAS Instantiation Triggering Suppress
	O
	Indicates to the EES that EAS instantiation triggering should not be performed for the current request.

	EAS selection request indicator 
	O
	Indicates the request for EAS selection support from the EES (e.g., for constrained device).  

	NOTE 1:	This IE shall not be included when the request originates from the EEC.
NOTE 2:	This IE shall be included if edge node sharing is used.
NOTE 3: 	This IE shall only be included by EES of home ECSP for the request towards partner EES.



Table 8.5.3.2-2: EAS discovery filters
	Information element
	Status
	Description

	List of AC characteristics (NOTE 1)
	O
	Describes the ACs for which a matching EAS is needed.

	> AC profile (NOTE 2)
	M
	AC profile containing parameters used to determine matching EAS. AC profiles are further described in Table 8.2.2-1.

	List of EAS characteristics (NOTE 1, NOTE 3)
	O
	Describes the characteristic of required EASs.

	> EASID
	O
	Identifier of the required EAS.

	> Bundle ID or list of EASID
	O
	A list of EASIDs or a bundle ID as described in clause 7.2.10. 

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS Geographical Service Area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> EAS Topological Service Area 
	O
	Topological area (e.g. cell ID, TAI) for which the EAS service should be available. See possible formats in Table 8.2.7-1.

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	NOTE 1:	Either "List of AC characteristics" or "List of EAS characteristics" shall be present.
NOTE 2:	"Preferred ECSP list" IE shall not be present.
NOTE 3:	The "List of EAS characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.



[bookmark: _Toc37791030][bookmark: _Toc42003995][bookmark: _Toc50584338][bookmark: _Toc50584682][bookmark: _Toc57673568][bookmark: _Toc131200782]8.5.3.3	EAS discovery response
Table 8.5.3.3-1 describes information elements for the EAS discovery response from the EES to the EEC.
Table 8.5.3.3-1: EAS discovery response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS discovery request was successful.

	> Discovered EAS list (see NOTE 1, NOTE 3)
	O
	List of discovered EAS(s). Each element includes the information described below.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>> Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the EEC (e.g. time-to-live value for an EAS Endpoint)

	> Instantiable EAS Information
(see NOTE 1)
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not instantiated yet)

	>> Instantiation criteria (see NOTE 2)
	O
	The criteria upon which EAS can be instantiated (e.g. based on specific date and time).

	Failure response
	O
	Indicates that the EAS discovery request failed.

	> Cause
	O
	Indicates the cause of EAS discovery request failure.

	NOTE 1:	At least one of the IEs must be included in the Successful response.
NOTE 2:	"Instantiation criteria" IE shall be present only when the value of "Instantiable EAS information" IE is "instantiable but not be instantiated yet".
NOTE 3: 	If EAS discovery is used for ENS scenario, discovered EAS list contains only those EASs which are allowed to be used by the subscribers of the serving MNO.



* * * Next Change * * * *
[bookmark: _Toc131200691]8.3.3.3.3	Service provisioning response	Comment by Samsung_rev1: This response is used for retrieve T-EES response too.
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.

	Redirect
	O
	Indicates redirection to (an)other ECS(s). 

	> ECS(s) information
	M
	Endpoint address of ECS(s) to which the UE is redirected for service provisioning.

	> DNN
	O
	DNN required for establishing PDU Session to the redirected ECS 

	> S-NSSAI
	O
	S-NSSAI required for establishing PDU Session to the redirected ECS



Table 8.3.3.3.3-2: EDN configuration information
	Information element
	Status
	Description

	EDN connection information (see NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	> DNN/APN
	M
	Data Network Name/Access Point Name

	> S-NSSAI
	O
	Network Slice information

	> EDN Topological Service Area
	O 
	The EDN serves UEs that are connected to the Core Network from one of the cells included in this service area. See possible formats in Table 8.2.7-1.

	List of EESs
	M
	List of EESs of the EDN.

	> EESID 
	M
	The identifier of the EES

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EASIDs (see NOTE 2)
	O
	List of EASID registered or expected to be registered with the EES.

	>> List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs and related bundling requirements.

	>>> Bundle ID or list of EASID
	M
	A list of EASIDs or a bundle ID as described in clause 7.2.10. 

	> Instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)

	>> Instantiation criteria (see NOTE 3)
	O
	The criteria upon which EAS can be instantiated (e.g. based on specific date and time).

	> ECSP ID
	O
	The identifier of the ECSP that provides the EES. 

	> EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1. 

	> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	> EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	> EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	> Security Credential
	O
	Indicates the security credential sent by the ECS. The security credential is used by EEC to communicate with the EES as specified in 3GPP TS 33.558 [23], clause 6.2.

	Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	Federation information (NOTE 4)
	O
	Information about a federation

	> Federation identifier 
	O
	Identifies the federation for which the EAS is deployed by lead ECSP on shared resources of partner ECSP

	> List of ECSPs
	O
	List of ECSP identifiers (i.e. PLMN IDs) whose subscribers are allowed to access the EAS

	NOTE 1:	If the UE is provisioned or pre-configured with URSP rules by the HPLMN or serving SNPN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:	EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).
NOTE 3:	"Instantiation criteria" IE shall be present only when the value of "Instantiable EAS information" IE is "instantiable but not be instantiated yet".
NOTE 4:	This IE shall be included in retrieve T-EES response if edge node sharing is used. This IE shall not be included when the response is sent towards EEC.



* * * End of Change * * * *
