	
[bookmark: _GoBack]3GPP TSG-SA WG6 Meeting #55	S6-231887
Berlin, Germany 22nd – 26th May 2023	(revision of S6-23xxxx)


[bookmark: _Hlk110267509]Source:	Huawei, Hisilicon
Title:	Add the pull operation for SEALDD context transfer
Spec:	3GPP TS 23.433 v1.3.0
Agenda item:	8.14
Document for:	Approval
[bookmark: OLE_LINK63][bookmark: OLE_LINK64]Contact:	Jian Zhang (zhangjian369@huawei.com)

1. Introduction
This paper is proposed to add the pull operation for SEALDD context transfer.
2. Reason for Change
For using the pull operation to transfer SEALDD context during ACR, there is an EN as follows:
Editor's note:	Use of pull operation in a DD server relocation scenario is FFS.
Response: After discovering the target SEALDD server (i.e. SEALDD #2) information as specified in clause 9.4.3.2, the target SEALDD server may receive the ACR event including the source SEALDD server endpoint, and use the pull operation to obatin the SEALDD context from the source SEALDD server.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 23.433 v1.3.0.


* * * First Change * * * *
[bookmark: _Toc120157583][bookmark: _Toc133484143][bookmark: _Toc133524340]9.6.2.2	SEALDD relocation in EDN
Pre-conditions:
1.	VAL Server 1 and 2 are adapted to the EDGEAPP as EAS.
2.	VAL Server 1 and 2 register its associated SEALDD server in EES as described in clause 9.4.3.2.


Figure 9.6.2.2-1: SEALDD support of UE's service continuity
1.	An application client on a UE, acting as a VAL client, establishes a SEALDD flow over SEALDD-UU to send application data to VAL Server 1. SEALDD client and SEALD server 1 maintain SEALDD flow information (e.g., SEALDD flow ID, VAL IDs/addresses, VAL requirements). 
2.	Application data is sent via the SEALDD flow between the VAL Client and VAL Server 1.
3.	The UE moves and generates a mobility event in the 5GC.
4.	The UE's mobility event triggers the execution of an Application Context Relocation (ACR) procedure as described in 3GPP TS 23.558 [10]; or VAL server 1 triggers ACR due to load re-balancing reason. Any of the ACR scenarios detailed in 3GPP TS 23.558 [10] clauses 8.8.2.2-8.8.2.6 may occur. In this step, the first three phases of the ACR procedure are performed, up to ACT. In this step VAL Server 1 acts as EAS 1 and VAL Server 2 as EAS 2, therefore participating in corresponding signaling. VAL server 2 has been selected as SEALDD-enabled server meeting the ACR criteria to be the target EAS. The associated SEALDD server 2 has also been selected and may support transportation layer (e.g. UDP/TCP/QUIC) service continuity.
5.	Before triggering ACT, VAL Server 1 sends a SEALDD notification of ACR event to SEALDD Server 1.
6.	SEALDD server 1 transfers the SEALDD context to the SEALDD server 2 which serves VAL Server 2 as described in clause 9.6.2.1, with push operation. The SEALDD server 1 can obtain the SEALDD server 2 endpoint for SEALDD-Uu user plane to the SEALDD client, as specified in clause 9.6.2.1.
Editor's note:	Use of pull operation in a DD server relocation scenario is FFS.
NOTE: Upon receiving the SEALDD server #2 as described in clause 9.4.3.2, the SEALDD server #2 may receive the ACR event including the SEALDD server #1 endpoint information from the client in VAL UE, and use the pull operation to obtain the SEALDD context from the SEALDD server #1. 
7.	SEALDD server 1 applies the functionality specified in 3GPP TS 23.502 [6] clause 5.2.6.7 for AF traffic influence, providing the N6 routing information for the SEALDD client and SEALDD server 2. The SEALDD server 1 may:
-	If the SEALDD server 2 supports transportation layer service continuity, additionally includes SEALDD IP replacement information (i.e. SEALDD server 1 endpoint and SEALDD server 2 endpoint for SEALDD-Uu user plane) in the AF traffic influence. Since the UE is not aware of SEALDD server change, the new SEALDD traffic (due to new VAL traffic sent by VAL client) is sent by UPF towards the new SEALDD server, this handling in UPF is agnostic to the SEALDD server 2. Or,
-	send AF traffic influence with target DNAI of SEALDD server 2, and simultaneous connectivity indicator, to request 5GC to maintain the simultaneous connectivity over source PSA and target PSA with source SEALDD server and target SEALDD server, as described in clause 6.3.4 of 3GPP TS 23.548 [8].
8.	If the SEALDD server 2 has no transportation layer service continuity support, a SEALDD Connection info update notification is sent to SEALDD client, e.g. to update the allocated IP address and port for SEALDD-Uu user plane communication. Then the SEALDD client acknowledges the received SEALDD Connection info update notification. After SEALDD client is aware of the new SEALDD-Uu IP address and port, it starts to send new SEALDD traffic (received from the VAL client) over the new connection. The new SEALDD server maps the received SEALDD traffic to the application traffic according to the SEALDD traffic descriptor and VAL service ID. The new SEALDD server sends the recovered application traffic to new VAL server. The downlink application traffic sent from the new VAL server to VAL client is processed similarly.
9.	SEALDD Server 1 notifies VAL Server 1 of the completion of the SEALDD flow transfer.
10.	VAL Server 1 (acting as EAS1) and VAL Server 2 (acting as EAS 2) execute the Application Context Transfer (ACT) procedure step corresponding to the pending ACR scenario (3GPP TS 23.558 [10] clauses 8.8.2.2‑8.8.2.6), which is out the 3GPP scope. 
11.	The post-ACR clean-up phase is executed, as described in the corresponding ACR scenario (3GPP TS 23.558 [10] clauses 8.8.2.2-8.8.2.6).
12.	The application data from the VAL Client is sent via the SEALDD flow (with SEALDD server 2) to VAL Server 2.
NOTE:	The SEALDD-UU client endpoint of the SEALDD flow in this step is maintained the same as in step 1
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