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[bookmark: _Toc131200642][bookmark: _Toc108431763][bookmark: _Toc131201049][bookmark: _Hlk111043291]	* * * First Change * * * *	
[bookmark: _Toc132027494]7.2.9	Edge UE ID
The Edge UE ID is an identifier that is associated with the UE ID (GPSI as per clause 7.2.6) and managed by EES. The EES can generate Edge UE ID as needed (e.g. as per ECSP policy). Edge UE ID can be shared with the EAS directly (using UE Identifier API as per clause 8.6.5) and/or indirectly via AC (using UE ID request as per clause 8.14.2.56) in order for it to be used by the EAS over EDGE-3 interactions when it is not desired to share the UE ID (GPSI as per clause 7.2.6) with the EAS. The Edge UE ID can be temporary to limit the access of the EAS when needed.
NOTE:	The Edge UE ID is not applicable for EDGE-7 interactions.
	* * * Next Change * * * *	
[bookmark: _Toc19034229][bookmark: _Toc19036419][bookmark: _Toc19037417][bookmark: _Toc25612677][bookmark: _Toc25613380][bookmark: _Toc25613644][bookmark: _Toc27647601][bookmark: _Toc42004047][bookmark: _Toc50584399][bookmark: _Toc50584743][bookmark: _Toc57673651][bookmark: _Toc131200875][bookmark: _Toc132027495]8.6.5.1	General
EES exposes UE Identifier API to the EAS and EEC in order to provide an identifier uniquely identifying a UE. This API is used by an EAS or EEC to obtain the identifier of the UE if the EAS or EEC does not have it (e.g. hasn't already cached). This identifier, called UE ID and defined in clause 7.2.6, is used by the EAS to invoke capability APIs specific to UEs over EDGE-3 and/or EDGE-7 depending on the UE ID type.
The EAS's direct invocation of the UE Identifier API of the EES may result in UE ID not found response (e.g. if the NATed UE's public IPv4 address which can’t be resolved by the core network). Under such circumstances, the EAS may choose to signal its AC to trigger the UE ID query onto the EEC over EDGE-5 (see clause 8.14.2.56). In turn, the EEC would invoke the EES's UE Identifier API using the UE's CN assigned IP addresses (i.e. IPv4 and/or IPv6) which should result in return of the UE ID to the EEC and from thereon to the AC and the EAS.
[bookmark: _Hlk126720466]NOTE 1:	To overcome CN UE's assigned private IP address reuse issue (e.g UE's IPv4 reuse by 5GC), the EES would either need to be perconfigured with the public IP address range (used by the NAT function over N6) and its associated IP domain or the UPF would need to support NAT function.
NOTE 2:	EEC retrieval of the UE's IP address from the device is out of scope.
	* * * Next Change * * * *	
[bookmark: _Toc131200930][bookmark: _Toc132027496]8.8.2.2	Initiation by EEC using regular EAS Discovery
In this scenario, ACR is a result of the UE moving to, or the UE expecting to move to, a new location which is outside the service area of the serving EAS. The EEC is triggered as a result of the UE's movement as described in 8.8.1.1 or by an AC as described in clause 8.14.2.34.
This scenario is based on Service Provisioning (as specified in clause 8.3) and EAS Discovery (as specified in clause 8.5) procedures to discover the T-EES and EAS that shall serve the AC as a result of the UE's new location, and that shall receive the Application Context from the serving EAS.
This scenario relies on the EDGE-5 interface between the EEC and AC.
Pre-conditions:
1.	The AC in the UE already has a connection to a corresponding S-EAS;
2.	The preconditions listed in clause 8.3.3.2.2 with regards to the EEC are fulfilled; and
3.	The EEC is triggered when it obtains the UE's new location or is triggered by another entity such as an ECS notification or AC trigger.
NOTE 1:	This scenario is applicable only for an Edge-aware AC and EAS.



Figure 8.8.2.2-1: ACR initiated by the EEC and AC
Phase I: ACR Detection
1.	The EEC detects the UE location update as a result of a UE mobility event and is provided with the UE's new location as described in clause 8.8.1.1. The EEC can also detect an expected or predicted UE location in the future as described in clause 8.8.1.1.
[bookmark: _Hlk49192456]NOTE 2:	If the EEC is triggered by an external entity such as by a notification from the ECS, a list of new EESs (to be used as T-EESs) is provided by that notification and step 3 below is skipped.
Phase II: ACR Decision
2.	Either the AC or the EEC makes the decision to perform the ACR. If the EEC has received information of on-going ACR, then it should not initiate an ACR with the same ACR identity uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint again per clause 8.8.3.5.3.
NOTE 3:	Which applications require ACR can be decided based on the application profile, e.g. requirement of service continuity of the application. 
If the change in UE's location does not trigger a need to change the serving EAS, steps 3. onwards are skipped. The EEC remains connected to the serving EES(s) and the AC remains connected to its corresponding serving EAS. 
Phase III:	ACR Execution
3.	The EEC performs Service Provisioning (as specified in clause 8.3) for all active applications that require ACR. Since the location of the UE has changed, the Service Provisioning procedure results in a list of T-EESs that are relevant to the supplied applications and the new location of the UE. When in step 1 the ACR for service continuity planning is triggered, then the Connectivity information and UE Location in the Service Provisioning procedure (as specified in clause 8.3) contains the expected Connectivity information and expected UE Location.
4.	The EEC performs EAS discovery (as specified in clause 8.5) for the desired T-EASs by querying the T-EESs that were established in step 3 (or provided in the notification from the ECS – if it was the trigger). If EEC registration configuration for the EESs established in step 2 indicates that EEC registration is required, the EEC performs EEC registration with the EESs (as specified in clause 8.4.2.2.2) before sending the EAS discovery request. Step 5 is skipped if EAS discovery procedure results in only one discovered T-EAS. 
When in step 1 the ACR for service continuity planning is triggered, and the "General context holding time duration" is included in the replied EAS discovery response, the EEC can make ACR request before it reaches respective T-EAS service area within the time period indicated by the IE.
5.	The AC and EEC select the T-EAS to be used for the application traffic.
NOTE 4:	Several EEC registrations with different EESs may result from T-EAS discovery process during a single ACR operation. 
6.	The EEC performs ACR launching procedure (as described in clause 8.8.3.4) to the S-EES with predicted/expected UE location or Expected AC Geographical Service Area, the ACR action indicating ACR initiation and the corresponding ACR initiation data (without the need to notify the EAS). When the S-EES recives the predicted/expected UE location or Expected AC Geographical Service Area from the EEC, then the S-EES will determine to monitor the UE mobility. The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in clause 8.8.3.4. If the EEC has not subscribed to receive ACR information notifications for ACR complete events from the S-EES, the EEC subscribes for the notifications as described in clause 8.8.3.5.2.
NOTE 5:	It is expected that the AC will inform EAS about UE location monitoring is not needed7.	If the T-EES is different than the S-EES and the EEC Context at the S-EES is not stale, the S-EES initiates EEC Context Push relocation with the T-EES as described in clause 8.9.2.3. Otherwise, if the T-EES is the same as the S-EES, EEC Context Push relocation is skipped. 
8.	The AC is triggered by the EEC to start ACT. The AC decides to initiate the transfer of application context from the S-EAS to the T-EAS. There may be different ways of transferring context and they are all outside the scope of this specification. 
	When in step 1 the ACR for service continuity planning has been triggered, the AC connects to the T-EAS when the UE moves to the predicted location. Otherwise, the rest of this step is skipped.
	After the ACT is completed, the AC remains connected to the T-EAS and disconnects from the S-EAS; the EEC is informed of the completion.
NOTE 6:	Whether and how the AC initiates the ACT is out of scope of the present document
When in step 1 the ACR has been triggered for service continuity planning, if the UE does not move to the expected/predicted location the EEC does not connect to T-EES, the AC does not connect to the T-EAS. Post-ACR Clean-up is skipped. 
NOTE 7:	The S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and T-EAS whether and how to make such a decision.
NOTE 8:	It is out of scope of this specification how the AC informs the S-EAS and T-EAS that ACT was part of service continuity planning. When in step 1 the ACR for service continuity planning is triggered, Post-ACR Clean up is performed after the UE moves to the predicted location if it is the EAS monitoring whether the UE moves to the predicted/expected location.
Phase IV:	Post-ACR Clean up
9.	The S-EAS sends the ACR status update message to the S-EES as specified in clause 8.8.3.8.
10.	The T-EAS sends the ACR status update message to the T-EES as specified in clause 8.8.3.8. If the status indicates a successful ACT, and that the EEC Context relocation procedure was attempted but failed, then the T-EES indicates the failure to the T-EAS with the ACR status update response.
NOTE 9:	If the EDGE-3 subscription initialization result indicates failure, then the EAS can perform the required EDGE-3 subscriptions at the T-EES.
NOTE 10:	Steps 9 and 10 can occur in any order.
11.	If the status in step 9 indicates a successful ACT, for non planning case the S-EES sends the ACR information notification (ACR complete) message immediately to the EEC to confirm that the ACR has completed as specified in clause 8.8.3.5.3. For the service continuity planning case, if it is EES monitors the UE mobility, then only when S-EES detects the UE has moved to the predicted/expected UE location or Expected AC Geographical Service Area and the status in step 12 indicates a successful ACT, then the S-EES sends ACR information notification (ACR complete) message to the EEC indicating that UE has moved to the predicted location when the ACR type is service continuity planning. If the EEC Context relocation procedure was attempted, then the notification includes EEC context relocation status IE, indicating the result of the EEC context relocation procedure. If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC may perform the required EDGE-1 operations such as create subscriptions at the T-EES.
[bookmark: _Toc50584438][bookmark: _Toc50584782][bookmark: _Toc57673690][bookmark: _Toc131200931][bookmark: _Toc132027497][bookmark: _Hlk49342085]8.8.2.3	EEC executed ACR via S-EES
In this scenario, the EEC is triggered as a result of the UE's movement as described in 8.8.1.1 or by an AC as described in clause 8.14.2.34. Figure 8.8.2.3-1 illustrates the EEC executing ACR via the S-EES.
Pre-condition:
1.	The AC at the UE already has a connection to the S-EAS; and
2.	The EEC is able to communicate with the S-EES.


Figure 8.8.2.3-1: EEC executed ACR
Phase I: ACR Detection
1.	The EEC detects that ACR may be required as described in clause 8.8.1.1. The EEC may detect that ACR may be required for an expected or predicted UE location in the future as described in clause 8.8.1.1.
Phase II: ACR Decision
2.	The EEC decides to proceed required procedures for triggering ACR. If the EEC has received information of on-going ACR, then it should not initiate an ACR with the same ACR identity uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint again per clause 8.8.3.5.3.
Phase III:	ACR Execution
3.	The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3 of the present document. When in step 1 the ACR for service continuity planning is triggered, then the Connectivity information and UE Location in the Service Provisioning (as specified in clause 8.3) procedure contains the expected Connectivity information and expected UE Location. If the UE is within the service area of the T-EES, upon selecting T-EES the UE may need to establish a new PDU connection to the target EDN. If EEC registration configuration for the T-EES indicates that EEC registration is required, the EEC performs EEC registration with the selected T-EES as specified in clause 8.4.2.2.2. The EEC can then discover and select T-EAS by performing EAS Discovery with the T-EES per clause 8.5.2 of the present document.
When in step 1 the ACR for service continuity planning is triggered, and the "General context holding time duration" is included in the replied EAS discovery response, the EEC can make ACR request before it reaches respective T-EAS service area within the time period indicated by the IE.
NOTE 1:	Several EEC registrations with different EESs may result from T-EAS discovery process during a single ACR operation. 
4a.	The EEC performs ACR launching procedure (as described in clause 8.8.3.4) to the S-EES with predicted/expected UE location or Expected AC Geographical Service Area, the ACR action indicating ACR initiation and the corresponding ACR initiation data (with the need to notify the EAS). The S-EES authorises the request from the EEC. The S-EES decides to execute ACR based on the information received from the EEC, EEC context and/or EAS profile. The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and sends the ACR management notification for the "ACT start" event to the S-EAS, as described in clause 8.6.3, to initiate ACT between the S-EAS and the T-EAS. In ACT start, the S-EES includes indication of service continuity planning if the S-EES determine to monitor UE mobility. If the EEC has not subscribed to receive ACR information notifications for ACR complete events from the S-EES, the EEC subscribes for the notifications as described in clause 8.8.3.5.2.
4b.	If the ACR request in step 6 includes ACR parameters, e.g. Prediction expiration time, the S-EES performs ACR parameter information procedure by sending the ACR parameter information request to the T-EES as described in clause 8.8.3.9.
5.	If the T-EES is different than the S-EES and the EEC Context at the S-EES is not stale, the S-EES initiates EEC Context Push relocation with the T-EES as described in clause 8.9.2.3. Otherwise, if the T-EES is the same as the S-EES, EEC Context Push relocation is skipped.
6.	The S-EAS transfers the application context to the T-EAS at implementation specific time. This process is out of scope of the present specification.
[bookmark: _Hlk49343464]When in step 1 the ACR has been triggered for service continuity planning, if the UE does not move to the predicted location, the EEC does not connect to T-EES, the AC does not connect to the T-EAS. Post-ACR Clean up is skipped. 
NOTE 2:	The S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and T-EAS whether and how to make such a decision.
NOTE 3:	When in step 1 the ACR for service continuity planning is triggered, Post-ACR Clean up is performed after the UE moves to the predicted location if it is the EAS monitoring whether the UE moves to the predicted/expected location.
Phase IV:	Post-ACR Clean up
7.	The S-EAS sends the ACR status update message to the S-EES as specified in clause 8.8.3.8.
8.	The T-EAS sends the ACR status update message to the T-EES as specified in clause 8.8.3.8. If the status indicates a successful ACT, and that the EEC Context relocation procedure was attempted but failed, then the T-EES indicates the failure to the T-EAS with the ACR status update response. 
NOTE 4:	If the EDGE-3 subscription initialization result indicates failure, then the EAS can perform the required EDGE-3 subscriptions at the T-EES.
NOTE 5:	Steps 7 and 8 can occur in any order.
9.	If the status in step 7 indicates a successful ACT, for non planning case the S-EES sends the ACR information notification (ACR complete) message immediately to the EEC to confirm that the ACR has completed as specified in clause 8.8.3.5.3. For the service continuity planning case, if it is EES monitors the UE mobility, then only when S-EES detects the UE has moved to the predicted/expected UE location or Expected AC Geographical Service Area and the status in step 12 indicates a successful ACT, then the S-EES sends ACR information notification (ACR complete) message to the EEC indicating that UE has moved to the predicted location when the ACR type is service continuity planning. If the EEC Context relocation procedure was attempted, then the notification includes EEC context relocation status IE, indicating the result of the EEC context relocation procedure. If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC may perform the required EDGE-1 operations such as create subscriptions at the T-EES.
	* * * Next Change * * * *	
[bookmark: _Toc57673693][bookmark: _Toc131200934][bookmark: _Toc132027498]8.8.2.6	EEC executed ACR via T-EES
In this scenario, the EEC is triggered as a result of the UE's movement as described in 8.8.1.1 or by an AC as described in clause 8.14.2.34. Figure 8.8.2.6-1 illustrates the EEC executing ACR via the T-EES.
Pre-condition:
1.	The EEC has the S-EAS information that serves the AC.


Figure 8.8.2.6-1: EEC executed ACR via T-EES
Phase I: ACR Detection
1.	The EEC detects that ACR may be required as described in clause 8.8.1.1. The EEC may detect that ACR may be required for an expected or predicted UE location in the future as described in clause 8.8.1.1.
Phase II: ACR Decision
2.	The EEC decides to proceed with required procedures for ACR. If the EEC has received information of on-going ACR, then it should not initiate an ACR with the same ACR identity uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint again per clause 8.8.3.5.3.
NOTE 1:	If supported, the AC can be involved in the decision. It is out of scope of the present document how the AC is involved.
Phase III:	ACR Execution
3.	The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3. When in step 1 the ACR for service continuity planning is triggered, then the Connectivity information and UE Location used in the service provisioning procedure contain the expected Connectivity information and expected UE Location. If the UE is within the service area of the T-EES, upon selecting the T-EES the UE may need to establish a new PDU connection to the target EDN. If EEC registration configuration for the T-EES indicates that EEC registration is required, the EEC performs registration with the selected T-EES as specified in clause 8.4.2.2.2. The EEC performs EAS Discovery with the T-EES per clause 8.5.2.
When in step 1 the ACR for service continuity planning is triggered, and the "General context holding time duration" is included in the replied EAS discovery response, the EEC can make ACR request before it reaches respective T-EAS service area within the time period indicated by the IE.
NOTE 2:	Several EEC registrations with different EESs may result from T-EAS discovery process during a single ACR operation. 
4.	The EEC performs ACR launching procedure (as described in clause 8.8.3.4) to the T-EES with predicted/expected UE location or Expected AC Geographical Service Area, the ACR action indicating ACR initiation and the corresponding ACR initiation data (with the need to notify the EAS). When the T-EES recives the predicted/expected UE location or Expected AC Geographical Service Area from the EEC, then the T-EES will determine to monitor the UE mobility. If the received ACR initiation request contains an EEC context ID and the S-EES Endpoint, the T-EES performs an EEC Context Pull relocation (clause 8.9.2.2). The T-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable). Then the T-EES sends the ACR management notification with "ACT start" event message to the T-EAS, the T-EES includes indication of service continuity planning if the T-EES determines to monitor UE mobility during post-ACR phase. If the ACR request in ACR launching procedure includes ACR parameters, e.g. Prediction expiration time, the T-EES includes the ACR parameters in the notification to T-EAS. The EEC also subscribes to receive ACR information notifications for ACR complete events from the T-EES, as described in clause 8.8.3.5.2.
5.	The T-EAS initiates ACT between the S-EAS and the T-EAS. This process is out of scope of the present specification.
When in step 1 the ACR has been triggered for service continuity planning, if the UE does not move to the predicted location the EEC does not connect to T-EES, the AC does not connect to the T-EAS. Post-ACR Clean up is skipped.
NOTE 3:	The S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and T-EAS whether and how to make such a decision.
NOTE 4:	When in step 1 the ACR has been triggered for service continuity planning, Post-ACR Clean up is performed after the UE moves to the expected location if it is the EAS monitoring whether the UE moves to the predicted/expected location.
Phase IV:	Post-ACR clean up
6.	The T-EAS sends the ACR status update message to the T-EES as specified in clause 8.8.3.8. If the status indicates a successful ACT, and that the EEC Context relocation procedure was attempted but failed, then the T-EES indicates the failure to the T-EAS with the ACR status update response. 
NOTE5:	If the EDGE-3 subscription initialization result indicates failure, then the EAS can perform the required EDGE-3 subscriptions at the T-EES.
7.	The T-EES immediately sends the ACR information notification (ACR complete) message to the EEC as described in clause 8.8.3.5.3 for non planning case. For the service continuity planning case, if it is EES monitors the UE mobility, then only when T-EES detects the UE has moved to the predicted/expected UE location or Expected AC Geographical Service Area and the status in step 12 indicates a successful ACT, then the S-EES sends ACR information notification (ACR complete) message to the EEC indicating that UE has moved to the predicted location when the ACR type is service continuity planning. If the EEC Context relocation procedure was attempted, then the notification includes EEC context relocation status IE, indicating the result of the EEC context relocation procedure. If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC may perform the required EDGE-1 operations such as create subscriptions at the T-EES.

If the procedure fails after step 4, it will be terminated with an appropriate cause in the ACR information notification to the EEC in step 7. The EEC may then proceed attempting to obtain services from the T-EAS discovered in step 3 without service continuity support. Alternatively, the EEC may resume the present procedure starting with step 4 and selecting a different T-EES discovered in step 3 with EAS service continuity support.
NOTE 6:	The support of ACR between EDNs operated by different ECSPs is dependent on business agreement between the ECSPs.
	* * * Next Change * * * *	
[bookmark: _Toc132027499]8.14	EDGE-5 APIs
[bookmark: _Toc85650745][bookmark: _Toc108431764][bookmark: _Toc131201050][bookmark: _Toc132027500][bookmark: _Toc108431766]8.14.1	General
[bookmark: _Toc85650747]EEC exposes EDGE-5 APIs corresponding to EEC's capabilities, for the AC to request EEC's services for edge enablement. Using these APIs, ACs request the EEC for EEL services. EDGE-5 APIs include one-time request/response operations for EAS discovery, retrieval of UE ID and ACR operations. Additionally, the AC can request for an AC subscription. The EEC creates the subscription and when required, performs necessary operations such as EAS discovery, ACR etc., delivering notifications to the AC as required.
NOTE 1:	Details on how the AC and EEC communicate with each other is out of scope.
NOTE 2:	EEC can initiate any EDGE-1 or EDGE-4 operation without receiving a request or without receiving AC related information from the AC.
NOTE 3:	The ASP providing the AC and the ECSP providing the ECS can have edge computing service provider service agreement as described in Annex B. The ECS configuration information configured in the AC is based on the service agreement.  
NOTE 4:	The mechanisms used for authentication and authorization between AC and EEC is out of scope of this specification. EEC can use local policies, user preferences, ASP services agreement(s) (see Annex B) to authorize the request from the AC.
NOTE 5:	When the ECS configuration information is provided from an AC, the EEC can use the ECS configuration for initial service provisioning for the AC that provided the ECS configuration information if there is no ECS configuration information is provided from the 5GC.
Editor's note:	[SA3] How to ensure of user's authorization/consent as well as AC’s authorization in invoking functions exposed by EEC (to AC) which in turn relies on functions exposed by the network (e.g. Location) via EES/NEF is SA3’s responsibility.
[bookmark: _Toc108431767][bookmark: _Toc131201051][bookmark: _Toc132027501]8.14.2	Procedures
[bookmark: _Toc108431768][bookmark: _Toc131201052][bookmark: _Toc132027502]8.14.2.1	General
Following procedures are specified for EDGE-5:
-	Registration; 
-	EAS discovery;
-	ACR trigger request;
-	EEC services subscription; and
[bookmark: _Hlk124713679][bookmark: _Hlk124046579]-	UE ID request.
[bookmark: _Toc131201053][bookmark: _Toc108431769]8.14.2.2	Registration
[bookmark: _Toc131201054]8.14.2.2.1	General
Following are supported for AC registration:
-	AC registration procedure;
-	AC registration update procedure; and
-	AC de-registration procedure. 
Editor's Note: Whether the AC registration is mandatory or optional is FFS. Based on the conclusion, the related procedures between AC and EEC may require updates.
[bookmark: _Toc131201055]8.14.2.2.2	AC registration 
Figure 8.14.2.2.2-1 illustrates AC registration procedure.
Pre-conditions:
1.	AC can communicate with the EEC.


Figure 8.14.2.2.2-1: AC registration procedure
1.	The AC sends an AC registration request to the EEC. The request includes the AC profile, AC's security credentials and optionally the EAS characteristics. The request may also include a list of EEC's services that AC requires the EEC to handle. The request additionally includes ECS configuration information if the AC is edge-aware and configured with the ECS configuration information.
NOTE 1:	The ASP providing the AC and the ECSP providing the ECS can have edge computing service provider service agreement as described in Annex B. The ECS configuration information configured in the AC is based on the service agreement.  	Comment by QC-54-e: Moved to 8.14.1
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC registers the information provided in the request and responds back to the AC with AC registration response. The AC registration response includes the list of EEC's services that AC is authorized for.
[bookmark: _Hlk96271983]NOTE 2:	The mechanisms used for authentication and authorization between AC and EEC is out of scope of this specification. EEC can use local policies, user preferences, ASP services agreement(s) (see Annex B) to authorize the request from the AC.	Comment by QC-54-e: Moved to 8.14.1
NOTE 3:	When the ECS configuration information is provided from an AC, the EEC can use the ECS configuration for initial service provisioning for the AC that provided the ECS configuration information if there is no ECS configuration information is provided from the 5GC.	Comment by QC-54-e: Moved to 8.14.1
[bookmark: _Toc131201056][bookmark: _Toc108431770]8.14.2.2.3	AC registration update
Figure 8.14.2.2.3-1 illustrates AC registration update procedure.
Pre-conditions:
1.	AC is registered with the EEC.


Figure 8.14.2.2.3-1: AC registration update procedure
1.	The AC sends an AC registration update request to the EEC. The request includes the registration ID, AC's security credentials, and may include the updated AC profile, EAS discovery filters, list of requested EEC services and list of ECS information.
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC sends a successful registration update response, which includes an updated list of EEC services that AC is authorized for.
[bookmark: _Toc131201057]8.14.2.2.4	AC deregistration
Figure 8.14.2.2.4-1 illustrates AC deregistration procedure.
Pre-conditions:
1.	AC is registered with the EEC.


Figure 8.14.2.2.4-1: AC deregistration procedure
1.	The AC sends an AC deregistration request to the EEC. The request includes the registration ID and AC's security credentials.
2.	The EEC checks AC's security credentials and validates the request. 
3.	Upon successful authorization, the EEC deregisters the AC and sends a successful de-registration response.
[bookmark: _Toc131201058][bookmark: _Toc132027503]8.14.2.38.14.2.2	EAS discovery
Pre-conditions:
1.	The AC can communicate with the EEC.


Figure 8.14.2.38.14.2.2-1: EAS discovery request procedure
1.	The AC sends an EAS discovery request to the EEC. The request includes AC profile and AC's security credentials and may include EAS discovery filters.
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC determines if the required EAS is available or not. The EEC may use information cached or preconfigured at the EEC or may use the EAS discovery procedures to query the EES. If step 1 includes the AC profile or EAS discovery filters, then the EEC may utilize the provided AC profile and filters, to form the EAS discovery request towards EES. If step 1 does not include any of the optional IEs of the AC profile and EAS discovery filters, and AC registration was performed, the EEC may utilize the AC profile provided by the AC during AC registration. The EEC also needs to take user privacy requirements, e.g., regarding the disclosure of location information towards the network into account. If required, e.g., when EAS discovery procedures returns a list of EASs, the EEC performs EAS selection based on the information received in step 1 and the AC profile. The EEC can perform EAS discovery with different EESs before selecting an EAS.
Editor's Note:	SA3 recommendations, if any, on how the user or the AC can consent, e.g., to the disclosure of location information and the use of the AC ID in the signalling towards the network are FFS. 
[bookmark: _Hlk96301705]NOTE 1:	If required, the EEC can perform service provisioning procedure, or EEC registration procedure or both, before performing the EAS discovery procedures. EEC may already have captured EESs and EASs availability for present location; so that the AC's request (step #1) can be replied to quickly and efficiently.
NOTE 2:	The EEC can include AC profiles of more than one AC in the EAS discovery request sent to the EES. 
4.	The EEC responds back to the AC with the EAS discovery response. The response includes the EAS profile(s) of the available EAS(s).
[bookmark: _Toc108431771][bookmark: _Toc131201059][bookmark: _Toc132027504]8.14.2.48.14.2.3	ACR trigger request
Pre-conditions:
1.	AC has subscribed for "ACR notifications" as specified in clause 8.14.2.58.14.2.4.2.


Figure 8.14.2.48.14.2.3-1: ACR trigger request procedure
1.	The AC sends an ACR trigger request to the EEC. The request includes AC profile, AC's security credentials, type of requested operation (i.e., ACR detection, ACR initiation) and S-EAS information as described in clause 8.14.3.108.14.3.4. If the request is to initiate the ACR, the request may also include the target EAS information.
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC sends an ACR trigger response to the AC indicating if the request was successful as described in 8.14.3.118.14.3.5. The EEC process the request from the AC. If the type of requested operation in the request received in step 1 is:
-	ACR detection, then the EEC determines if ACR is required or not. If it is required, the EEC uses one of the EEC initiated ACR scenarios or launches ACR with action "determination", leading to S-EES executed ACR;
-	ACR initiation, then the EEC uses one of the EEC initiated ACR scenarios and initiate ACR. If the request in step 1 also includes target information, the EEC uses it to select the ACR targets;
[bookmark: _Toc108431772]NOTE:	EEC notifies the AC to trigger ACT as required, or EEC notifies ACR execution result as specified in clause 8.14.2.58.14.2.4.3. 
Editor's Note:	It is FFS how to avoid duplication of AC profile in case previous registration exists.
[bookmark: _Toc131201060][bookmark: _Toc132027505]8.14.2.58.14.2.4	EEC services subscription
[bookmark: _Toc131201061][bookmark: _Toc132027506]8.14.2.58.14.2.4.1	General
Following are supported for EEC services subscription:
-	Subscribe;
-	Notify;
-	Subscription update; and 
-	Unsubscribe. 
Editor's Note:	In the information flows the details of EAS information is FFS.
[bookmark: _Toc131201062][bookmark: _Toc132027507]8.14.2.58.14.2.4.2	Subscribe
Pre-conditions:
1.	The AC can communicate with the EEC.


Figure 8.14.2.58.14.2.4.2-1: EEC services subscription procedure
1.	The AC sends an EEC services subscription request to the EEC. The request includes AC profile, AC's security credentials, a list of EEC's services that AC requires the EEC to handle, and related parameters as described in 8.14.3.128.14.3.6. If the subscription request includes: 
-	EAS discovery or EAS dynamic information subscription, then the request may include a list of EAS characteristics and a list of EAS dynamic information filters respectively;
-	ACR, then the request includes a list of S-EAS information and corrosponding type of ACR operations: 
[bookmark: _Hlk123835118]-	ACR notifications, where the EEC notifies the AC with respect to the "ACR detection" and "ACR initiation" requests as specified in clause 8.14.2.58.14.2.4.3;
-	ACR monitoring, where the EEC monitors the need for ACR and notifies the AC as and when required e.g., on receiving ACR related notifications on EDGE-1 interface; and
-	EEC managed ACR, where the EEC monitors the need for ACR. If need for ACR is detected, then the EEC decides and initiates ACR using one of the EEC initiated ACR scenarios. The EEC notifies the AC about the imminent ACR and may include the target information.
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC creates the subscription and sends an EEC services subscription response message to the AC. The response includes the list of services that the EEC will handle and related details.
4.	The EEC executes the services e.g., EAS discovery, ACR, and notifies the AC with information as necessary. The EEC may use locally cached information or configurations while providing services to the AC. 
[bookmark: _Toc108431773][bookmark: _Toc131201063][bookmark: _Toc132027508]8.14.2.58.14.2.4.3	EEC services notification
Pre-conditions:
1.	The AC has subscribed to the EEC.


Figure 8.14.2.58.14.2.4.3-1: EEC services notification procedure
1.	An event occurs at the EEC that satisfies the trigger conditions for notifying a AC e.g., EEC detects a need for Application Context Relocation.
2.	The EEC sends an EEC services notification to the AC with relevant information related to the event triggered in step 1.
[bookmark: _Toc131201064][bookmark: _Toc132027509]8.14.2.58.14.2.4.4	EEC services subscription update
Figure 8.14.2.58.14.2.4.4-1 illustrates EEC services subscription update procedure.
Pre-conditions:
1.	The AC has subscribed to the EEC.


Figure 8.14.2.58.14.2.4.4-1: EEC services subscription update procedure
1.	The AC sends an EEC services subscription update request to the EEC. The request includes the subscription ID, AC's security credentials, and may include updated notification related details or updated list of required EEC services.
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC updates the subscription and sends a successful subscription update response.
4.	The EEC executes the services e.g., EAS discovery, ACR, and notifies the AC with information as necessary. The EEC may use locally cached information or configurations while providing services to the AC. 
[bookmark: _Toc131201065][bookmark: _Toc132027510]8.14.2.58.14.2.4.5	Unsubscribe
Figure 8.14.2.58.14.2.4.5-1 illustrates the unsubscribe procedure.
Pre-conditions:
1.	The AC has subscribed to the EEC.


Figure 8.14.2.58.14.2.4.5-1: EEC services unsubscribe procedure
1.	The AC sends EEC services unsubscribe request to the EEC. The request includes the subscription ID and AC's security credentials.
2.	The EEC checks AC's security credentials and validates the request.
3.	Upon successful authorization, the EEC sends a successful de-registration response.
[bookmark: _Toc131201066][bookmark: _Toc132027511]8.14.2.68.14.2.5	UE ID request
Pre-conditions:
1.	The AC can communicate with the EEC.


Figure 8.14.2.68.14.2.5-1: UE ID request procedure
1.	The AC sends an UE ID request to the EEC. The request includes AC's security credentials and the EAS ID list for which the AC needs to know the associated Edge UE ID or AF-specific UE ID(s).
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC process the request from the AC. The EEC uses the UE Identifier API procedure (see clause 8.6.5) to query the EES.
NOTE 1:	This procedure may be used to support the retrieval of the UE ID for AC’s (and EAS's) dealing with IPv4 NATed IP address issue (i.e. EAS's direct invocation of UE Identifier API procedure due to NATed IP address fails to identify the UE). Under such a scenario then it is understood that, the AC through application signalling which is outside the scope of this document, would pass on the UE ID (received in step 3) to the EAS so that it can be used to invoke capability APIs over EDGE-3 or EDGE-7.
Editor's note:	The use of this procedure for other use cases such as preserving the privacy of the UE is FFS. 
[bookmark: _Toc131201067][bookmark: _Toc132027512]8.14.3	Information flows
[bookmark: _Toc131201068][bookmark: _Toc132027513]8.14.3.1	General
[bookmark: _Toc131201069]8.14.3.2	AC registration request
Table 8.14.3.2-1 describes information elements of the AC registration request sent by the AC to the EEC . 
Table 8.14.3.2-1: AC registration request
	Information element
	Status
	Description

	AC profile
	M
	AC profile of the AC sending the registration request.

	Security credentials
	M
	Security credentials of the AC sending the registration request.

	List of EAS characteristics
	O
	List of EAS characteristics as described in EAS discovery filters (see Table 8.5.3.2-2).

	List of requested EEC services
	O
	One or more EEC services requested by the AC e.g., EAS discovery, ACR.

	List of ECS information	Comment by QC-54-e: Moved to EAS discovery and EEC services subscription requests.
	O
	One or more ECS configuration information 



[bookmark: _Toc131201070]8.14.3.3	AC registration response
Table 8.14.3.3-1 describes information elements of the AC registration response sent by the EEC to the AC. 
Table 8.14.3.3-1: AC registration response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.


	> Registration ID
	M
	Identifier of the AC registration.

	> List of allowed EEC services
	M
	List of all the EEC services AC is authorized to use.

	> Expiration time
	O
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	Failure response
	O
	Indicates that the registration request failed.


	> Cause
	M
	Provides the cause for registration request failure.



[bookmark: _Toc131201071]8.14.3.4	AC registration update request
Table 8.14.3.4-1 describes information elements in the AC registration update request sent by the AC to the EEC. 
Table 8.14.3.4-1: AC registration update request
	Information element
	Status
	Description

	Registration ID
	M
	AC registration identifier provided by the EEC during AC registration.

	Security credentials
	M
	Security credentials of the AC sending the registration update request.

	[bookmark: _Hlk118725055]AC profile
	O
	AC profile of the AC sending the registration update request.

	List of EAS characteristics
	O
	List of EAS characteristics as described in EAS discovery filters (see Table 8.5.3.2-2).

	List of requested EEC services
	O
	One or more EEC services requested by the AC e.g., EAS discovery, ACR.

	List of ECS information
	O
	One or more ECS configuration information 



[bookmark: _Toc131201072]8.14.3.5	AC registration update response
Table 8.14.3.5-1 describes information elements in the AC registration update response sent by the EEC to the AC. 
Table 8.14.3.5-1: AC registration update response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.


	> List of allowed EEC services
	M
	List of all the EEC services AC is authorized to use.

	> Expiration time
	O
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	Failure response
	O
	Indicates that the registration request failed.


	> Cause
	M
	Provides the cause for registration request failure.



[bookmark: _Toc131201073]8.14.3.6	AC deregistration request
Table 8.14.3.6-1 describes information elements in the AC deregistration request sent by the AC to the EEC. 
Table 8.14.3.6-1: AC deregistration request
	Information element
	Status
	Description

	Registration ID
	M
	AC registration identifier provided by the EEC during AC registration.

	Security credentials
	M
	Security credentials of the AC sending the deregistration request.



[bookmark: _Toc131201074]8.14.3.7	AC deregistration response
Table 8.14.3.7-1 describes information elements in the AC deregistration response sent by the EEC to the AC. 
Table 8.14.3.7-1: AC deregistration response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the deregistration request was successful.


	Failure response
	O
	Indicates that the deregistration request failed.


	> Cause
	M
	Provides the cause for deregistration request failure.



[bookmark: _Toc131201075][bookmark: _Toc132027514]8.14.3.88.14.3.2	EAS discovery request
Table 8.14.3.88.14.3.2-1 describes information elements for the EAS discovery request sent by the AC to the EEC.
Table 8.14.3.88.14.3.2-1: EAS discovery request
	Information element
	Status
	Description

	AC profile
	M
	AC profile of the AC sending the registration request.

	Security credentials
	M
	Security credentials of the AC.

	List of EAS characteristics
	O
	List of EAS characteristics as described in EAS discovery filters (see Table 8.5.3.2-2).

	List of ECS information
	O
	Information of one or more ECS(s) that EEC can use for service provisioning.



[bookmark: _Toc131201076][bookmark: _Toc132027515]8.14.3.98.14.3.3	EAS discovery response
Table 8.14.3.98.14.3.3-1 describes information elements for the EAS discovery response sent by the EEC to the AC.
Table 8.14.3.98.14.3.3-1: EAS discovery response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS discovery request was successful.

	> Discovered EAS list
	O
	List of discovered EAS(s). Each element includes the information described below.

	>> EAS profile
	M
	Profile of the EAS. Each element is described in clause 8.2.4

	>> Lifetime
	O
	Time interval or duration during which the information elements in the EAS profile is valid and supposed to be cached in the AC (e.g. time-to-live value for an EAS Endpoint)

	Failure response
	O
	Indicates that the EAS discovery request failed.

	> Cause
	O
	Indicates the cause of EAS discovery request failure.



[bookmark: _Toc131201077][bookmark: _Toc132027516][bookmark: _Toc114874086]8.14.3.108.14.3.4	ACR trigger request
Table 8.14.3.108.14.3.4-1 describes information elements of the ACR trigger request sent by the AC to the EEC. 
Table 8.14.3.108.14.3.4-1: ACR trigger request
	Information element
	Status
	Description

	AC profile
	M
	AC profile for EEC to determine the target EAS.

	Security credentials
	M
	Security credentials of the AC

	Requested ACR action
	M
	One of ACR detection or ACR initiation request actions

	S-EAS information
	M
	ID of the EAS to which the ACR request relates.

	T-EAS information (NOTE)
	O
	AC provided target EAS information.

	NOTE:	This IE may be included if the request is to initiate the ACR.



[bookmark: _Toc131201078][bookmark: _Toc132027517]8.14.3.118.14.3.5	ACR trigger response
Table 8.14.3.118.14.3.5-1 describes information elements of the ACR trigger response sent by the EEC to the AC.
Table 8.14.3.118.14.3.5-1: ACR trigger response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the ACR request was successful and EEC is processing the requested ACR opertaion.

	Failure response
	O
	Indicates that the ACR request failed.

	> Cause
	O
	Indicates the cause of ACR request failure.



[bookmark: _Toc131201079][bookmark: _Toc132027518]8.14.3.128.14.3.6	EEC services subscription request
Table 8.14.3.128.14.3.6-1 describes information elements for the EEC services subscription request sent by the AC to the EEC. 
Table 8.14.3.128.14.3.6-1: EEC services subscription request
	Information element
	Status
	Description

	AC profile
	M
	AC profile of the AC requesting subscription

	Security credentials
	M
	Security credentials of the AC.

	Notification details
	M
	Details on how the EEC can notify the AC.

	List of ECS information
	O
	Information of one or more ECS(s) that EEC can use for service provisioning.

	Required EEC services
	M
	EEC handled services required by the AC 

	> EAS discovery 
	O
	Indicates that AC requires EEC to handle EAS discovery. 

	>> List of EAS characteristics
	O
	List of EAS characteristics as described in EAS discovery filters (see Table 8.5.3.2-2).

	> EAS dynamic information
	O
	Indicates that the AC requires EAS dynamic information subscription

	[bookmark: _Hlk118744650]>> List of EAS dynamic information filters
	M
	List of EAS dynamic information filters as described in Table 8.5.3.4-2.

	> ACR 
	O
	Indicates that the AC requires ACR related services for the following EASs

	>> List of S-EAS information
	M
	S-EAS information corresponding to the ACR operation

	>>> ACR operation
	O
	Indicates if AC requires ACR monitoring or EEC managed ACR corresponding to each S-EAS



[bookmark: _Toc131201080][bookmark: _Toc132027519]8.14.3.138.14.3.7	EEC services subscription response
Table 8.14.3.138.14.3.7-1 describes information elements for the EEC services subscription response sent by the EEC to the AC.
Table 8.14.3.138.14.3.7-1: EEC services subscription response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EEC services subscription request was successful.

	> Subscription ID
	M 
	Subscription identifier corresponding to the subscription.

	> Expiration time
	O
	Indicates the expiration time of the subscription. To maintain an active subscription, a subscription update is required before the expiration time.

	> Confirmed EEC services
	M
	List of services EEC confirms to handle

	>> EAS discovery
	O
	Indicates that the EEC will handle EAS discovery

	>> EAS dynamic information
	O
	Indicates that the EEC will handle EAS dynamic information subscription

	>> ACR
	O
	Indicates that the EEC will handle ACR.

	>>> List of S-EAS information
	M
	Information of the S-EASs EEC will handle. 

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of subscription request failure



[bookmark: _Toc131201081][bookmark: _Toc132027520]8.14.3.148.14.3.8	EEC services notification
Table 8.14.3.148.14.3.8-1 describes information elements for the EEC services notification sent by the EEC to the AC.
Table 8.14.3.148.14.3.8-1: EEC services notification
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the notification.

	Notification details
	M
	Information related to the notification

	> EAS discovery
	O
	Indicates that the notification relates to EAS discovery

	>> List of EAS profiles
	M
	EAS profiles associated with the notification. Each element is described in clause 8.2.4

	>>> Lifetime
	O
	Time interval or duration during which the information in the EAS profile is valid and supposed to be cached in the AC (e.g. time-to-live value for an EAS Endpoint)

	> EAS dynamic information
	O
	Indicates that the notification relates to EAS dynamic information subscription

	>> List of EAS profile
	M
	EAS profiles associated with the notification. Each element is described in clause 8.2.4

	>>> Lifetime
	O
	Time interval or duration during which the information in the EAS profile is valid and supposed to be cached in the AC (e.g. time-to-live value for an EAS Endpoint)

	> ACR
	O
	Indicates that the notification relates to ACR



Editor's note:	Details of ACR related notification are FFS.
[bookmark: _Toc131201082][bookmark: _Toc132027521]8.14.3.158.14.3.9	EEC services subscription update request
Table 8.14.3.158.14.3.9-1 describes information elements for the EEC services subscription update request sent by the AC to the EEC.
Table 8.14.3.158.14.3.9-1: EEC services subscription update request
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the update request.

	Security credentials
	M
	Security credentials of the AC.

	Notification details
	O
	Details on how the EEC can notify the AC.

	List of ECS information
	O
	Information of one or more ECS(s) that EEC can use for service provisioning.

	Required EEC services
	O
	EEC handled services required by the AC 

	> EAS discovery 
	O
	Indicates that AC requires EEC to handle EAS discovery. 

	>> List of EAS discovery filters
	M
	List of EAS discovery filters as described in Table 8.5.3.2-2.

	>>> Preferred ECSP list
	O
	Preferred ECSP list corresponding to each set of EAS discovery filters.

	> EAS dynamic information
	O
	Indicates that the AC requires EAS dynamic information subscription

	>> List of EAS dynamic information filters
	M
	List of EAS dynamic information filters as described in Table 8.5.3.4-2.

	> ACR
	O
	Indicates that the AC requires ACR related services for the following EASs

	>> List of S-EAS information
	M
	S-EAS information corresponding to the ACR operation

	>>> ACR operation
	O
	Indicates if AC requires ACR monitoring or EEC managed ACR corresponding to each S-EAS



[bookmark: _Toc131201083][bookmark: _Toc132027522]8.14.3.168.14.3.10	EEC services subscription update response
Table 8.14.3.168.14.3.10-1 describes information elements for the EEC services subscription update response sent by the EEC to the AC.
Table 8.14.3.168.14.3.10-1: EEC services subscription update response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EEC services subscription update request was successful.

	> Expiration time
	O
	Indicates the expiration time of the subscription. To maintain an active subscription, a subscription update is required before the expiration time.

	> Confirmed EEC services
	M
	List of services EEC confirms to handle

	>> EAS discovery
	O
	Indicates that the EEC will handle EAS discovery

	>> EAS dynamic information
	O
	Indicates that the EEC will handle EAS dynamic information subscription

	>> ACR 
	O
	Indicates that the EEC will handle ACR 

	>>> List of S-EAS information
	M
	Information of the S-EASs EEC will handle. 

	Failure response
	O
	Indicates that the subscription update request failed.

	> Cause
	O
	Indicates the cause of subscription update request failure



[bookmark: _Toc131201084][bookmark: _Toc132027523]8.14.3.178.14.3.11	EEC services unsubscribe request
Table 8.14.3.178.14.3.11-1 describes information elements for the EEC services unsubscribe request sent by the AC to the EEC.
Table 8.14.3.178.14.3.11-1: EEC services unsubscribe request
	Information element
	Status
	Description

	Subscription ID
	M
	EEC services subscription identifier provided by the EEC during subscription.

	Security credentials
	M
	Security credentials of the AC sending the EEC services unsubscribe request.



[bookmark: _Toc131201085][bookmark: _Toc132027524]8.14.3.188.14.3.12	EEC services unsubscribe response
Table 8.14.3.188.14.3.12-1 describes information elements for the EEC services unsubscribe response sent by the EEC to the AC.
Table 8.14.3.188.14.3.12-1: EEC services unsubscribe response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EEC services unsubscribe request was successful.


	Failure response
	O
	Indicates that the EEC services unsubscribe request failed.


	> Cause
	M
	Provides the cause for EEC services unsubscribe request failure.



[bookmark: _Toc131201086][bookmark: _Toc132027525]8.14.3.178.14.3.13	UE ID request
[bookmark: _Hlk124803293]Table 8.14.3.178.14.3.13-1 describes information elements of the UE ID request sent by the AC to the EEC. 
Table 8.14.3.178.14.3.13-1: UE ID request

	Information element
	Status
	Description

	EAS ID list
	M
	List of EAS ID(s) the AC requires to know the associated AF-specific UEID(s) for. 


	Security credentials
	M
	Security credentials of the AC sending the UE ID request.



Editor's note:	[SA3] How to ensure EAS ID list IE only contains the EAS IDs that are indeed associated with the AC requesting the UE ID(s), and hence preventing UE ID (i.e. AF-specific UE ID) harvesting by a rogue AC is FFS. 

[bookmark: _Toc131201087][bookmark: _Toc132027526]8.14.3.188.14.3.14	UE ID response
Table 8.14.3.188.14.3.14-1 describes information elements of the UE ID response sent by the EEC to the AC. 
Table 8.14.3.188.14.3.14-1: UE ID response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the UE ID request was successful.


	> UE ID list
	M
	List of all the Edge UE IDs or AF-specific UE IDs the AC asked for in the request and is authorized to use as per EAS ID(s). 

	>> UE ID
	M
	Edge UE ID or AF-specific UE ID

	>> UE ID type
	M
	Indication whether the UE ID is CN assigned AF-specific UE ID or Edge UE ID. 

	>> EAS ID
	M
	Associated EAS ID

	Failure response
	O
	Indicates that the UE ID request failed.


	> Cause
	M
	Provides the cause for UE ID request failure.
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