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1. Introduction
This pCR corrects various figures.
2. Reason for Change
Clause 8.5.3.2.1, Clause 8.7.2.1.2
- The figure number is incorrect
- The figure actor names needs to be harmonized.
Clause 8.5.3.2.2, Clause 8.5.3.2.3, Clause 8.9.2.1.3, Clause 8.4.2.2.1
	- The figures actor names need to be harmonized.
Clause 8.5.4.2.1, Clause 8.5.8.2.1, Clause 8.5.9.2.2, Clause 8.5.12.2.1
- The figure number is incorrect.
Clause 8.5.8.2.2
	- The figures actor names need to be harmonized.
	- The figure text boxes are behind activation bars.
Clause 8.5.9.2.3
	- Clause 8.5.9.2.3 appears twice.
- The figure numbers are incorrect in both clauses.
Clause 8.5.10.2.2
	- Figure needs to be harmonized
	- 5GC is not used, PEMC2 is not used 
3. Conclusions
NA
4. Proposal
It is proposed to agree the following changes to 3GPP TS 23.542 v0.3.0.


* * * First Change * * * *
[bookmark: _Toc134648968][bookmark: _Toc134648985]8.4.2.2.1	PINE registration directly to PIN server
Figure 8.4.2.2.1-1 illustrates PIN creation procedure based on request/response model.
Pre-conditions:
1.	The PINE has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server;
2.	The UE Identifier is available;
3.	The PINE has been authorized to communicate with the PIN server;




Figure 8.4.2.2.2-1: PINE registration directly to PIN server
1.	The PINE (including PINE/PEMC/PEGC) sends a PINE Registration Request to the PIN server. The request includes the security credentials of the PINE received during authorization procedure and also the request may include the GPSI, MAC address, vendor name, device description, PINE Address. 
If the PEMC trigger the request, this registration request carries the PIN ID of the PIN for which it is intending to register as PEMC and the PIN element may indicate whether it is to be assigned with primary or secondary PEMC role.
2.	The PIN server checks whether the UE identified by the GPSI has subscribed to be a PEMC. Also, the PIN server can check the whether the UE identified by the GPSI has subscribed to be a PEMC itself. If subscribed, it checks the PIN profile whether the requesting PIN element can be assigned with primary or secondary role and authorize the PIN element accordingly. In case if the PIN has already been created, the requesting PIN element is assigned with the secondary PEMC role irrespective of the role requested by the PIN element. 
3.	The PIN server responds to the PINE with PINE Registration Response with allocated PIN client ID in successful response. 
If the registration procedure fails, the PIN server should give the failure response to indicates that indicates the cause of registration request failure.
* * * Next Change * * * *
8.5.3.2.1	PIN delete procedure involving PIN server
Figure 8.5.3.2.1-1 illustrates PIN delete procedure triggered by PEMC based on request/response model.
Pre-conditions:
1.	PIN is successfully created and in use;
2.	PEMC of the PIN decides to delete the PIN which could be based on the request from the authorized user or for any other reason which are implementation specific.





Figure 8.5.3.2.2-18.5.3.2.1-1: PIN delete procedure involving PIN server
1.	The PEMC sends a PIN delete request to the PIN server to request to delete the PIN. The PIN delete request includes the security credentials of the PIN client received during PIN client authorization procedure and PIN ID. The PIN ID identifies the PIN to be deleted. 
NOTE:	The security credentials delivery and the authorization procedure happen at application layer.
2.	Upon receiving the request, the PIN server validates the PIN delete request and verifies the security credentials. 
3.	Upon successful authorization, the PIN server sends a successful PIN delete response to PEMC.
After the PIN is deleted which is indicated by PIN ID, the access control information in PEGC is also disabled and the PIN elements in this PIN cannot access to 5GS via PEGC anymore.
4.	When the PIN is deleted, the PEMC sends the PIN delete notification request to the PEGC containing the PIN ID of the deleted PIN. 
5.   PEMC sends the PIN delete notification request to the PIN elements containing the PIN ID of the deleted PIN. 
6.	The PEGC sends the PIN delete notification response to acknowledge the receipt of the notification and disables the 5GS connection permission and access control information for the PIN elements in this PIN.
7.   The PIN elements in this PIN sends the PIN delete notification response to acknowledge the receipt of the notification. The PIN elements in this PIN can delete the information about this PIN, for example, the PIN profile.
* * * Next Change * * * *
[bookmark: _Toc134648986]8.5.3.2.2	PEMC decided PIN deletion
The PEMC can directly trigger the PIN delete procedure, for example, when the duration associated with the PIN expires, without having to be authorized from PIN server. After the PIN is deleted successfully, the PEMC updates the PIN status to PIN server.
Figure 8.5.3.2.2-1 illustrates PIN delete locally procedure triggered by PEMC based on request/response model.
Pre-conditions:
1.	PIN is successfully created and in use;
2.	PEMC of the PIN decides to delete the PIN.




Figure 8.5.3.2.2-1: PIN delete locally by PEMC
0.	The duration associated with the PIN expires and PEMC decides to delete the PIN. 
1.	The PEMC deletes the PIN which indicated by PIN ID locally. The PEGC information and the information related to this PIN such as PIN profile, PIN dynamic profileare also deleted.  
2-5.	The same procedures as step 4-7 defined in Figure 8.5.2.2.1-1.
6.   The PEMC sends the PIN delete notification request to the PIN server that the PIN is deleted locally and this notification request contains the PIN ID of the deleted PIN. 
7.	The PIN server sends the PIN delete notification response to acknowledge the receipt of the notification. 

* * * Next Change * * * *
[bookmark: _Toc134648987]8.5.3.2.3	PIN delete procedure triggered by PIN server
Figure 8.5.3.2.3-1 illustrates PIN delete procedure triggered by PIN server based on request/response model.
Pre-conditions:
1.	PIN is successfully created and in use;
2.	The PIN server decides to delete a PIN.
[image: ]


Figure 8.5.3.2.3-1: PIN delete procedure triggered by PEMC
1.	An event occurs at the PIN server that satisfies the trigger conditions for deleting the PIN. This event could the PIN continues to exist post the expiry of duration associated with it or the PIN server decides to not provide any PIN service in this PIN.  
2.	If the PIN server decides to delete the PIN, the PIN server sends a PIN delete notification request to PEMC.
3.	The PEMC sends the PIN delete notification response to the PIN server to acknowledge the receipt of the notification. 
4-7.   The same as step 4 – 7 in Figure 8.5.3.2.2-1

* * * Next Change * * * *
[bookmark: _Toc134648997]8.5.4.2.1	PIN configuration with default and backup PEGCs
Figure 8.5.4.2.1-1 illustrates a procedure for configuring a new PIN Element, when requesting to join, with a default PEGC and one or more backup PEGCs. 
Pre-conditions:
1.	The PEMC is pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server.
2.	The PEMC is authorized to access the PIN server.
3.	The PEMC has registered to the PIN server.
4.	The PEMC has requested and has been authorized by the PIN server to create a PIN.
5.	The required KPIs of the PIN have been configured.
6.	PINE-1, PINE-2, PEGC-A and PEGC-B have registered to the PEMC and PIN server. 
7. 	PINE-1, PINE-2, PEGC-A and PEGC-B have subscribed with the PEMC for the PIN status as specified in clause 8.5.X.2.1.



Figure 8.5.4.2.1-1: Multiple PEGC configuration for a PIN
1.	PEGCs (e.g., PEGC-A and PEGC-B) shall join the PIN by sending PIN management PINE join into PIN requests to the PEMC. The PIN Client Profile information (supported PIN roles, supported PEGC KPIs, Supported PEGC schedule, UE location) shall be included in the requests. The PEMC shall use this information to determine whether multiple PEGCs are needed to meet the required KPIs of the PIN and which PIN elements (e.g., PEGC-A and PEGC-B) are able to serve as PEGCs. The PEMC shall configure multiple PEGCs (e.g., PEGC-A and PEGC-B) with a role of PEGC if needed. The PEMC shall then send a PIN profile update to the PIN server informing the PIN server that of the multiple PEGCs. 
2.	When PINEs (e.g., PINE-1) send a PIN management PINE join into PIN request to the PEMC, PIN Client Profile information (application client KPIs, application client schedule, UE location) shall be included in the request. The PEMC shall use this information and the PEGC information the PEMC receives in step 1 to determine the optimal default and backup PEGCs for the PINE. For example, PEMC assigns PEGC-A as the default PEGC for PINE-1 and PEGC-B as the backup PEGC for PINE-1. 
3.	The PEMC shall send a default PEGC (e.g., PEGC-A) PIN status notification to update its local PIN Profile information to reflect that a PINE (e.g., PINE-1) is authorized to relay PIN communications via the PEGC.   
4.	The PEMC shall send any backup PEGCs (e.g., PEGC-B) PIN status notification to update their local PIN Profile information to reflect that a PINE (e.g., PINE-1) is authorized to relay PIN communications via the PEGC.  
5.	The PEMC shall return a PIN management PINE join into PIN response to PINE-1. The response shall include updated PIN client profile information informing the PINE that it shall use a specified PEGC (e.g., PEGC-A) as its default PEGC and a specified PEGC (e.g., PEGC-B) as its backup PEGC. 
6.	The PEMC shall send a PIN profile update to the PIN server informing the PIN server of a PEGC (e.g., PEGC-A) serving as the default PEGC for a PINE (e.g., PINE-1) and any PEGCs (e.g., PEGC-B) serving as backup PEGCs for a PINE.
7.	Steps 2 to 6 may be repeated for any additional PINEs joining the PIN. For example, based on PIN client profile information provided by PINE-2, the PEMC configures PEGC-B to serve as the default PEGC for PINE-2 and PEGC-A to serve as the backup PEGC for PINE-2.

* * * Next Change * * * *
[bookmark: _Toc134649021]8.5.8.2.1	PIN client requests to join into a PIN
Figure 8.5.8.2.1-1 illustrates procedure of PIN client requests to join into a PIN, based on request/response model.
Pre-conditions:
1.	The UE (PIN client) has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PEMC;
2.	The UE Identifier or PIN client Identifier is available;
3.	The PIN client has been authorized to communicate with the PEMC;
4.	The PIN client has already received the list of PIN ID, corresponding PEMC IP address;



Figure 8.5.8.2.2-18.5.8.2.1-1: PIN client requests to join into a PIN
1.	he PIN element already has an application layer connection with a PEMC which manages the PIN. 
NOTE:	If the PIN client communicates with PEMC via WiFi or Bluetooth provided by PEMC, the PEMC can identify the PIN elements by the account number and password that PEMC distributed and the PIN client ID, UE GPSI if available.
[bookmark: _Hlk103070425]And the PEMC has already send the PIN profile to PIN elements. The configuration includes PIN ID, PIN description (Human-readable description of the PIN, for example, the company name, location or the type of service) and the PEMC IP address.
2.	The PIN client sends the PIN Management PINE join into PIN request to PEMC to join the PIN. The request includes the security credentials of the PIN client received during authorization procedure and may include the UE identifier such as GPSI, PIN client ID, UE location, PIN ID and PIN client profile(s) information as shown in Table xxx. 
The request also includes service that PINE can provide. In the request, both the service that PIN client in PINE can provide and the service that application client on PINE can provide.
Editor's note: The authorization procedure between PIN client and PEMC should be captured in SA3 scope. 
3.	Upon receiving the request, the PEMC performs an authorization check to verify whether the PIN client has authorization to join the PIN. 
4.	The PEMC sends a successful PIN Management PINE join into PIN response to PIN client. Also, the access control information for the PIN client is also included, for example, user name, account, SSID, BSSID. All the information is used by PIN elements in PIN to access 5G or access the network provided by PEGC. The PEMC also provides lifetime of the PIN, identity, address of PEGC and may also provide unique PIN client ID to identify the PIN element within a PIN.
5.	The PEMC sends PIN status notify to the PIN server containing the details of the new PIN client that joined the PIN, including PIN client ID, GPSI and etc. 
6.	The PEMC sends PIN status notify to the PEGC and other PIN elements containing the details of the new PIN client that joined the PIN. And the PEGC decides to enables the PINE to access 5GS. 
7-9.	The PEMC/PEGC/PINE updates PIN profile with the details of the new PIN client that joined the PIN and the service that the PINE can provide.

* * * Next Change * * * *
[bookmark: _Toc134649022]8.5.8.2.2	Procedure of PIN elements decides to leave the PIN
The following procedure defines the PIN elements decides to leave the PIN. 
Pre-conditions:
1.	The PIN client has already been added into a PIN;
2.	The UE Identifier or PIN client Identifier is available;
3.	The PIN client has been authorized to communicate with the PEMC;




Figure 8.5.8.2.2-1: PIN client decides to leave a PIN
1.	The PIN element already has an application layer connection with a PEMC which manages the PIN. 
2.	The PINE decides to leave a PIN, and sends the PIN Management PINE leave from PIN request to PEMC to leave the PIN. The request includes the security credentials of the UE or PIN client received during authorization procedure and may include the UE identifier such as GPSI, PIN client ID, UE location and PIN ID.
Editor's note: The authorization procedure between PIN client and PEMC should be captured in SA3 scope. 
3.	The PEMC authorizes the request, and decides to remove a PIN client from a PIN which indicated by PIN client ID or UE GPSI. 
4.	The PEMC sends the PIN Management PINE leave from PIN response to PINE to notify that the PIN client may not be included in the PIN anymore.
5-6.	The PEMC sends the PIN status notification Request to the PEGC/PIN server containing the details of the PIN client that requested to leave the PIN. The details of the PINE include PIN client ID, GPSI and etc.
7-9.	The PEMC/PEGC/PIN server updates the PIN profile and remove the details of the PIN client that requested to leave the PIN. The PEGC disables the access control information for this PINE.

* * * Next Change * * * *
[bookmark: _Toc134649036]8.5.9.2.2	PIN status notify
Figure 8.5.9.2.2-1 illustrates the PIN status notify procedure.
Pre-conditions:
1.	The PINE/PEGC/PIN has subscribed with the PEMC for the PIN status as specified in clause 8.5.X.2.1.

 
Figure 8.5.9.2.2-1: PIN status notify procedure
1.	When an event occurs at the PEMC that satisfies trigger conditions for notifying (e.g. to provide updated PIN status, for example when a PINE joins into the PIN) a PINE/PEGC/PIN server.
The status information of PIN is updated including the following cases: 
-	PIN modification: The PIN modification includes the PEMC/PEGC relocation and the PINE joins into PIN or leaves the PIN;
-	PIN profile updates: The PIN profiles is referred to the section 8.2.2, and the updated PIN profile may be coordinated to other PINEs;
2.	The PEMC sends an PIN status notify to the PINE/PEGC/PIN server with the updated PIN status information. 
The PIN status information notification includes the following parameters: 
-	PIN modification: If the PEMC decides the PEMC/PEGC relocation, the PEMC includes the parameters about the newly assigned PEMCs and PEGCs in the PIN status update request, for example, the PEMC/PEGC ID or address, the PEGC information in Table 8.5.2.3.3-1 about access control information and etc;
-	PINE joins or leave the PIN: If the PEMC decides the PINE to join or leave the PIN, the PEMC includes the parameters about the newly added/removed PINE in the PIN status update request, for example, the PIN client ID or address, the PIN client profile and etc;
-	PIN profile update: If the PIN profile is updated, the PEMC includes the parameters about updated PIN profile in the PIN status update request;
3.	Upon receiving the notification, the PINE, PEGC or PIN server updates the PIN profile according to the information in the PIN status notify.
* * * Next Change * * * *
[bookmark: _Toc134649037]8.5.9.2.3	PIN status update
Figure 8.5.9.2.3-1 illustrates the PIN status update procedure.
Pre-conditions:
1.	The PINE/PEGC/PIN server has subscribed with the PEMC for PIN status information as specified in 8.5.9.2.1;
[image: ]
Figure 8.5.9.2.1-18.5.9.2.3-1: PIN status update
1.	The PINE/PEGC/PIN server sends a PIN status update request to the PEMC. The PIN status update request includes the security credentials and the subscription identifier. It may also include subscribed events, notification target address and proposed expiration time. 
2.	Upon receiving the request from the PINE/PEGC/PIN server, the PEMC checks if the PINE/PEGC/PIN server is authorized to update the subscription information. If the request is authorized, the PEMC updates the stored subscription for PIN status information.
3.	If the processing of the request is successful, the PEMC sends a PIN status update response to the PINE/PEGC/PIN server, which may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the PINE/PEGC/PIN server shall send an PIN status information subscription update request prior to the expiration time. If a PIN status update request is not received prior to the expiration time, the PEMC shall treat the PINE/PEGC/PIN server as implicitly unsubscribed.
[bookmark: _Toc134649038]8.5.9.2.38.5.9.2.4	PIN status unsubscribe
Figure 8.5.9.2.3-18.5.9.2.4-1 illustrates the PIN status unsubscribe procedure.
Pre-conditions:
1.	The PINE/PEGC/PIN server has subscribed with the PEMC for PIN status information as specified in 8.5.9.2.1;
[image: ]
Figure 8.5.9.2.1-18.5.9.2.4-1: PIN status update
1.	The PINE/PEGC/PIN server sends a PIN status unsubscribe request to the PEMC. The PIN status unsubscribe request includes the security credentials and the subscription identifier. 
2.	Upon receiving the request from the PINE/PEGC/PIN server, the PEMC checks if the PINE/PEGC/PIN server is authorized to unsubscribe. If the request is authorized, the PEMC cancels the subscription for PIN status information.
3.	If the processing of the request is successful, the PEMC sends a PIN status unsubscribe response to the PINE/PEGC/PIN server. 

* * * Next Change * * * *
[bookmark: _Toc134649052]8.5.10.2.2	PIN modification after local PEMC failure
Figure 8.5.10.2.2-1 describes the PIN modification procedure to perform a PEMC role change due to the failure of the PEMC. An authorised administrator is the owner of the PIN and accesses PIN configuration using an application on a UE, which is one of the PEMC for the PIN. The authorised administrator can manage the PIN locally or through the 5G network. This procedure describes a PEMC (e.g. an authorized administrator on a UE) managing the PIN remotely via the 5G network.
The procedure may used e.g. when a PEMC is available on a UE for PIN management by an authorised administrator. When there is a local PEMC failure, the authorized administrator can be enabled to manage the PIN remotely, via the 5G network, using the following steps.
Pre-conditions:
1.	The PIN server has authorised the creation of the PIN.
2.	The authorised administrator is the owner of the PIN and has created the PIN.
3.	The authorised administrator configures the active  PEMC2  to provide PIN management for the PIN. PEMC2 becomes the active PEMC and UE/PEMC1 is the inactive PEMC.
4.	The active PEMC2, PEGC, PINE-1, PINE-2, and the UE/PEMC1 are members of the PIN. PINE-1 has PEMC capability.
5.  The authorised administrator leaves the local area of the PIN (e.g. in a home) and is able to access the PIN remotely through the 5G network. As a result, the authorised administrator is able to manage the PIN through the 5G network



Figure 8.5.10.2.2-1: PIN Modification after local PEMC failure
1.	 UE/PEMC1 receives a notification from PEGC that there is a communication failure with the active PEMC2.
2.	An authorised administrator on UE/PEMC1 sends a PIN_configuration_request to the PIN server through the 5G network. The request includes the security credentials of the authorised administrator, the UE ID, the PIN ID, PIN member ID, authorization type indicating the role change, and a request that PINE-1 be assigned the new PEMC.
3.	The PIN server processes the modification request and checks if the authorised administrator is allowed to modify the PIN. The PIN server verifies PINE-1 has the capability to serve as a PEMC using information in the PIN profile.
4. 	If the authorised administrator is allowed to perform PIN modification, the PIN server sends a PIN_management_request to PINE-1 to assign PINE-1 as the new PEMC and provides PIN profile and dynamic profile information to PINE-1.
Editor's Note: Usage of PIN profile information and PIN dynamic profile information in the information flows, and the procedures where each of these IEs are applicable are FFS.
5.	PINE-1 returns an accept response in the PIN_management_response to the PIN server.
6.	The PIN server notifies the other members of the PIN that PINE-1 will be the new PEMC for the PIN and updates the PIN profile and dynamic profile information.
7.	The PIN server sends a PIN_configuration_response to the PIN_configuration_request with updated information for the PIN profile and the dynamic profile information to the UE/PEMC1.
8.	PIN communications resume with PINE-1 serving as the new PEMC.

* * * Next Change * * * *
[bookmark: _Toc134649080]8.5.12.2.1	PIN heartbeat 
Figure 8.5.12.2.1-1 illustrates the PIN heartbeat procedure.
Pre-conditions:
1.	The PIN is successfully created and in use.
2.	The PIN Server/PEMC and each PINE/PEGC/PEMC have set periodic timers corresponding to the heartbeat timer values respectively sent or received.
[image: ]
Figure 8.5.12.1.28.5.12.2.1-1: PIN heartbeat procedure
1.	Before the periodic heartbeat timer at the PINE/PEGC/PEMC expires, the PINE/PEGC/PEMC triggers the sending of a PIN heartbeat.
2.	The PINE/PEGC/PEMC sends a PIN heartbeat to either the PEMC (in the case of a PINE/PEGC) or PIN server (in the case of a PEMC). The PIN heartbeat includes the identifier of the PINE/PEGC/PEMC.
3.	Upon receiving the PIN heartbeat, the PIN Server/PEMC updates the availability of the PINE/PEGC/PEMC. 
If the periodic heartbeat timer expires at the PIN server/PEMC without receiving a PIN heartbeat message from the PINE/PEGC/PEMC, the PIN server/PEMC determines that PINE/PEGC/PEMC is not available.

* * * Next Change * * * *
[bookmark: _Toc134649102]8.7.2.1.2	PIN Service Switch procedure
Pre-conditions:
1.	The PIN Client established an application session with an Application Server;
2.	The PIN Client joined a PIN.




[bookmark: _Hlk124165643]Figure 8.7.2.1.1-18.7.2.1.2-1: PIN Service Switch procedure
1.	The PIN Client sends a PIN Service Switch request to the PIN Server. The PIN Service Switch request includes the requestor identifier [PIN Client ID], security credential, a PIN identifier [PIN ID], an Application Client identifier [ACID], an Application Server identifier, an application session identifier, can include an IP 4 tuple that describes the traffic of the application session and can include a target PIN Client [PIN Client ID] if a target is known.
2.	Upon receiving the request from the PIN Client, the PIN Server checks if the PIN Client is authorized to request service switching for the given Application Server and validates the request. If the request is authorized and valid, the PIN server can determine a target PIN Client if the target PIN Client was not included in the request. The PIN Server sends a PIN Configure Service Switch request to the PIN Management Client and the Application Server as in clause  8.7.2.1.2. The PIN Server can use the PIN ID to identify the PIN Management Client instance and the Application Server identifier, or IP 4 tuple, to identify the Application Server instance.
3.	If the processing of the request was successful, the PIN Server sends a PIN Service Switch response to the PIN Client that indicates the Service Swich request was successfully processed and can include the target PIN Client information if it was decided by the PIN Server. Otherwise, the PIN Server sends a PIN Service Switch response to the PIN Client indicating that the request processing failed and can include appropriate reasons.
Upon reciving the PIN Service Switch response, the PIN Client validates if the request was succesful and can indicate the result to the Application Client; the PIN Client can transfer the application context to the target PIN Client. If the PIN Service Switch response indicated a failure, the PIN Client can attempt perform service switch again for the same or a different target PIN Client considering the failure reason.

* * * Next Change * * * *
[bookmark: _Toc134649103]8.7.2.1.3	PIN Service Switch Configure procedure
Pre-conditions:
1.	The PIN Client successfully requested a service switch with the PIN Server





Figure 8.7.2.1.2-18.7.2.1.3-1: PIN Configure Service Switch procedure
1.	The PIN Server sends the PIN Configuration Service Switch Configure request to the PIN Management Client or Application Server. The PIN Configuration Service Switch Configure request includes the requestor identifier, security credential, Application Client identifier, Application Server identifier, target PIN Client, application session identifier and can include IP 4 tuple that descibes the traffic of the application session.
Editor's note: Whether subscription/notification mechanisms are used for informing the AS over PIN-9 reference point is FFS.
NOTE 1:	The PIN Server first performs PIN Configure Service Switch procedure with the PIN Management Client, then if successful, with the Application Server.
2.	Upon receiving the request from the PIN Server, the PIN Management Client or the Application Server checks if the PIN Server is authorized to request service switch configuration and validates the request.
If the request was recevied at the Application Server, if the request is authorized and valid, the Application Server uses the information provided in the request to switch the application session to the target PIN client and proceeds to step 6 of the procedure.
If the request was recevied at the the PIN Management Client, if the request is authorized and valid, the PIN Management Client prepares for sending PIN Configure Service Switch request to the PIN Gateway Client or the target PIN Client. The PIN Management Client can use the PIN ID to identify the PIN Gateway Client instance and the target PIN Client identifier to identify the target PIN Client.
3.	The PIN Management Client sends the PIN Management Service Switch Configure request to the PIN Gateway Client or the target PIN Client including the information defined in step 1.
NOTE 2:	The PIN Management Client first performs PIN Configure Service Switch procedure with the PIN Gateway Client, then if successful, with the target PIN Client.
4.	Upon receiving the request from the PIN Management Client, the PIN Gateway Client or the target PIN Client checks if the PIN Managment Client is authorized to request service switch configuration and validates the request. If the PIN Management Client is authorized and the request is valid, the PIN Gateway Client or the target PIN Client use the information provided in the request to switch the application session to the target PIN Client.
NOTE 3:	The target Application Client needs to receive the application context prior to re-establishing a switched application session with the Application Server.
NOTE 4:	How the target Application Client recovers the switched application session is out of scope of this specification.
5.	If the processing of the request was successful, the PIN Gateway Client or the target PIN Client send a PIN management Service Switch Configure response to the PIN Management Client indicating the processing was successful. Otherwise, the PIN Gateway Client or target PIN Client send a PIN Management Service Switch Configure response to the PIN Management Client indicating that processing the request failed and can include appropriate reasons.
6.	If the processing of the request was successful, the PIN Management Client or Application Server send a PIN Configuration Service Switch Configure response to the PIN Server that indicates the request was successfully processed. Otherwise, the PIN Management Client or Application Server send a PIN Configuration Service Switch Configure response to the PIN Server indicating the processing the request failed and can include appropriate reasons
* * * Next Change * * * *
[bookmark: _Toc134649135]8.9.2.1.3	PIN Management PEGC Configuration procedure
Pre-conditions:
1.	The PIN Management Client has received a PIN Management PEGC Service Continuity request; and
2.	The PIN Management client has identified a target PIN Gateway Client.




Figure 8.9.2.1.3-1: PIN Management PEGC Configuration procedure
1.	The PIN Management Client sends a PIN Management PEGC Configuration request to the target PIN Gateway Client. The PIN Management PEGC Configuration request includes security credentials, PIN Client identifier(s), PIN Gateway identifier, and Service identifier.
2.	Upon receiving the request, the PIN Gateway Client validates the request and checks if the PIN Management Client is authorized to request PEGC Configuration. If the request is authorized and the request is valid, the PIN Gateway Client creates a new configuration for the PIN Client(s) and service that are indicated in the request. 
3.	If the processing of the request was successful, the target PIN Gateway Client sends a PIN Management PEGC Configuration response to the PIN Management Client to indicate that the request was successful and can include connectivity information to be used by the PIN Client(s). Otherwise, the target PIN Gateway sends a PIN Management PEGC Configuration response indicating that the request failed and can include appropriate reasons.
Upon receiving the PIN Management PEGC Configuration response, the PIN Management Client uses the information provided in the response to inform the PIN Client(s) or the PIN Gateway Client from which the service continuity request originated as in clause 8.9.2.1.2.

* * * End of Changes * * * *
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