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1. Introduction
This pCR corrects various figures.
2. Reason for Change
Clause 8.2.2.2: IEs missing availability on PEMC/PEGC/PIN Server
Clause 8.5.3.3.3: Incorrect table number
Clause 8.5.7.3.3: Incorrect table number
Clause 8.5.8.2.1: Incorrect table reference
Clause 8.5.9.3.2: Incorrect table number
Clause 8.5.9.3.3: Incorrect table number
Clause 8.5.11.3.3: Appears twice
Clause 8.5.12.3.2: Incorrect table number
3. Conclusions
NA
4. Proposal
It is proposed to agree the following changes to 3GPP TS 23.542 v0.3.0.


* * * First Change * * * *
[bookmark: _Toc134648951][bookmark: _Toc134648985]8.2.2.2	Dynamic profile information of a PIN
Dynamic profile information of a PIN contains the PIN dynamic data needed for management of the Personal IoT networks.
Table 8.2.2.2-1 describes the list of parameters that are classified as dynamic profile information and which are maintained at the PIN server, PEMC and PEGC. PIN dynamic profile information maintained at these entities are updated based on the events occurring in the PIN. Below are some of the events (not exhaustive):
-	PINE joins or leaves the PIN;
-	Role of PEMC or PEGC changes;
-	When the services offered by the PIN changes;
-	When a PINE updates the services it offers;
-	When a PINE joins or leaves the PIN; 
Table 8.2.2.2-1: Dynamic profile information of a PIN
	Parameter Name
	Parameter Description
	PIN Server
	PEMC
	PEGC

	PIN ID 
	The identifier of the PIN
	Y
	Y
	Y

	PIN Description
	Human-readable description of the PIN, for example, the company name, location or the type of service.
	Y
	Y
	Y

	Services offered
	List of services currently offered by the PIN
	Y
	Y
	N

	PEMC list
	The list of identifiers of the PIN elements which are currently serving as PEMC (e.g.: PIN client ID, UE GPSI etc.,) and whether the PEMC is authorized as primary PEMC or secondary PEMC.
	Y
	Y
	Y

	
	> PIN Element ID

	Y
	Y
	Y

	
	> PEMC role
	Y
	Y
	Y

	
	> Endpoint information of each PEMC (e.g. URI, FQDN, IP address) used to communicate with the PEMC.
	Y
	Y
	Y

	
	> Duration or time period this PIN element allowed to being PEMC
	Y
	Y
	Y

	
	> Heartbeat timer value defining the periodicity of heartbeat requests this PEMC sends to the PIN server to indicate this PEMC is still available and serving as a PEMC.
	Y
	Y
	Y

	PEGC list
	The list of identifiers of the PIN elements which are currently serving as PEGC (e.g.: PIN client ID, UE GPSI etc.,)
	Y
	Y
	Y

	
	> PIN Element ID
	Y
	Y
	Y

	
	> Endpoint information of each PEGC (e.g. URI, FQDN, IP address) used to communicate with the PEGC. 
	Y
	Y
	Y

	
	> Duration or time period this PIN element allowed to being PEGC
	Y
	Y
	Y

	
	> KPIs supported by this PEGC (e.g., maximum number of assigned PIN elements) 
	Y
	Y
	Y

	
	> List of PIN elements being served by PEGC and their connectivity information
	Y
	Y
	Y

	
	> Heartbeat timer value defining the periodicity of heartbeat requests this PEGC sends to the PEMC to indicate this PEGC is still available and serving as a PEGC.
	Y
	Y
	Y

	PIN Server Details
	The details of the PIN server that serves the PIN
	
	
	

	
	> Identifier of the PIN server
	N
	Y
	Y

	
	> Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN server.
	N
	Y
	Y

	PIN Elements List
	List of PIN elements currently registered/joined the PIN and their details
	
	
	

	
	> PIN Element ID
	Y
	Y
	Y

	
	> Services offered by the PIN element
	Y
	Y
	N

	
	> Reachability information of the PIN element
	Y
	Y
	Y

	
	> List of application clients for this PIN element:
	Y
	Y
	Y

	
	>> Minimum KPIs required by each application client to operate effectively within the PIN (e.g., PIN bandwidth, PIN request rate, PIN response time)

	Y
	Y
	Y

	
	>> Operational schedules of each application client (e.g., time windows)
	Y
	Y
	Y

	
	> Identifier of the default PEGC authorized to service this PIN element. The PIN element will use this PEGC as the primary PEGC to relay PIN communications. Location and/or schedule information for the default PEGC may also be included such that the default PEGC may be selected by the PIN element based on its current location and proximity to the default PEGC and/or the availability schedule of the default PEGC.
	Y
	Y
	Y

	
	> Identifiers of backup PEGCs authorized to service this PIN element. The list is in prioritized order (the first PEGC listed will serve as the first backup PEGC). If the default PEGC is not available, the PIN element will use this prioritized list of PEGCs to relay PIN communications. Location and/or schedule information for each of the backup PEGCs may also be included such that a backup PEGC may be selected by the PIN element based on its current location and proximity to a backup PEGC and/or the availability schedule of the PEGC. 
	Y
	Y
	Y

	
	> Heartbeat timer value defining the periodicity of heartbeat requests this PIN element sends to the PEMC to indicate this PIN element is still available within the PIN.
	Y
	Y
	Y



Editor's Note: Other PIN Profile IEs for the purpose of enabling multi PEMC/PEGC scenarios, e.g. procedure for role change, are FFS.

* * * Next Change * * * *
[bookmark: _Toc134648991]8.5.3.3.3	PIN delete response
Table 8.5.2.3.3-18.5.3.3.3-1: PIN delete response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the PIN delete request was successful.

	Failure response
	O
	Indicates that the PIN delete request failed.

	> Cause
	M
	Provides the cause for PIN delete request failure.



* * * Next Change * * * *
[bookmark: _Toc134649017]8.5.7.3.3	PIN discovery response
Table 8.5.7.3.3-1 describes information elements in the PIN discovery response from the PEMC/PIN server to PINE. 
Table 8.5.3.3.3-18.5.7.3.3-1: PIN discovery response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the PIN discovery request was successful.

	> PIN IDs
	M
	Identifier of the candidate PIN.

	>> PIN Description
	O
	Human-readable description of the PIN, for example, the company name, location or the type of service.

	>> PIN service
	O
	List of service that a PIN can provide, including the PINE service or the service that can provided by application client on PINE: 
        > PIN service Provider Identifier
        > PIN service type
        > PIN service Feature

	>> PEMC information
	O
	Including the address or identifier of PEMC

	Failure response
	O
	Indicates that the PIN discovery request failed.

	> Cause
	M
	Provides the cause for PIN discovery request failure.



* * * Next Change * * * *
[bookmark: _Toc134649021]8.5.8.2.1	PIN client requests to join into a PIN
Figure 8.5.8.2.1-1 illustrates procedure of PIN client requests to join into a PIN, based on request/response model.
Pre-conditions:
1.	The UE (PIN client) has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PEMC;
2.	The UE Identifier or PIN client Identifier is available;
3.	The PIN client has been authorized to communicate with the PEMC;
4.	The PIN client has already received the list of PIN ID, corresponding PEMC IP address;



Figure 8.5.8.2.2-1: PIN client requests to join into a PIN
1.	he PIN element already has an application layer connection with a PEMC which manages the PIN. 
NOTE:	If the PIN client communicates with PEMC via WiFi or Bluetooth provided by PEMC, the PEMC can identify the PIN elements by the account number and password that PEMC distributed and the PIN client ID, UE GPSI if available.
[bookmark: _Hlk103070425]And the PEMC has already send the PIN profile to PIN elements. The configuration includes PIN ID, PIN description (Human-readable description of the PIN, for example, the company name, location or the type of service) and the PEMC IP address.
2.	The PIN client sends the PIN Management PINE join into PIN request to PEMC to join the PIN. The request includes the security credentials of the PIN client received during authorization procedure and may include the UE identifier such as GPSI, PIN client ID, UE location, PIN ID and PIN client profile(s) information as shown in Table xxxdefined in clause 8.5.8.3.2. 
The request also includes service that PINE can provide. In the request, both the service that PIN client in PINE can provide and the service that application client on PINE can provide.
Editor's note: The authorization procedure between PIN client and PEMC should be captured in SA3 scope. 
3.	Upon receiving the request, the PEMC performs an authorization check to verify whether the PIN client has authorization to join the PIN. 
4.	The PEMC sends a successful PIN Management PINE join into PIN response to PIN client. Also, the access control information for the PIN client is also included, for example, user name, account, SSID, BSSID. All the information is used by PIN elements in PIN to access 5G or access the network provided by PEGC. The PEMC also provides lifetime of the PIN, identity, address of PEGC and may also provide unique PIN client ID to identify the PIN element within a PIN.
5.	The PEMC sends PIN status notify to the PIN server containing the details of the new PIN client that joined the PIN, including PIN client ID, GPSI and etc. 
6.	The PEMC sends PIN status notify to the PEGC and other PIN elements containing the details of the new PIN client that joined the PIN. And the PEGC decides to enables the PINE to access 5GS. 
7-9.	The PEMC/PEGC/PINE updates PIN profile with the details of the new PIN client that joined the PIN and the service that the PINE can provide.

* * * Next Change * * * *
[bookmark: _Toc134649041]8.5.9.3.2	PIN status subscribe request
Table 8.5.9.3.2-1: PIN status subscribe request
	Information element
	Status
	Description

	PIN client ID
	M
	Unique identifier of the PINE/PEGC/PIN server.

	Subscribed Events
	M
	Identifies PIN status event types for which the subscriber is notified, more than one PIN status event type can be provided.

PIN status event types
- PIN modification
- PINE management (PINE join/leave)
- PIN profile update

	Security credentials
	M
	Security credentials resulting from a successful authorization for the PIN service. 

	PIN ID
	M
	The identifier of PIN.

	Notification Target Address
	O
	The Notification target address (e.g. URL) where the notifications destined for the PINE/PEGC/PIN server should be sent to.

	Proposed expiration time
	O
	Proposed expiration time for the subscription



[bookmark: _Toc134649042]8.5.9.3.3	PIN status subscribe response
Table 8.5.9.3.3-1: PIN status subscribe response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the subscription request was successful.

	> Subscription ID
	M 
	Subscription identifier corresponding to the subscription.

	> Expiration time
	O
	Indicates the expiration time of the subscription. To maintain an active subscription, a subscription update is required before the expiration time.

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of subscription request failure



* * * Next Change * * * *
[bookmark: _Toc134649061]8.5.10.3.5	PIN_management_response
Table 8.5.3.3.5-18.5.10.3.5-1 shows the informational elements of the PIN management response received from the PIN element to the PIN modification request.
Table 8.5.10.3.5-1: PIN management response
	Information element
	Status
	Description

	Response
	M
	The response (accept or deny) from the PIN Element to the PIN management request.



* * * Next Change * * * *
[bookmark: _Toc134649075]8.5.11.3.38.5.11.3.4	PIN services de-registration request
Table 8.5.11.3.3-18.5.11.3.4-1 shows the informational elements of the PIN services de-registration request sent by a PIN Element to the PEMC.
Table 8.5.11.3.3-18.5.11.3.4-1: PIN services de-registration request
	Information element
	Status
	Description

	PIN ID
	M
	The identifier of the PIN

	Requester PINE ID
	M 
	The identifier of the PIN Element making the request 

	List of services
	M
	List of services that a PINE wants to de-register

	> Service type
	M
	Indication of service type

	> Service identifier
	M
	Identifier of the service



[bookmark: _Toc134649076]8.5.11.3.48.5.11.3.5	PIN services de-registration response
Table 8.5.11.3.4-18.5.11.3.5-1 shows the informational elements of the PIN services de-registration response sent by PEMC to the PIN element.
Table 8.5.11.3.4-18.5.11.3.5-1: PIN services de-registration response
	Information element
	Status
	Description

	PIN ID
	M
	The identifier of the PIN

	Requester PINE ID
	M 
	The identifier of the PIN Element making the request 

	Result
	M
	Indication of whether the service de-registration is success of failure.



* * * Next Change * * * *
[bookmark: _Toc134649083]8.5.12.3.2	PIN heartbeat
Table 8.5.12.3.28.5.12.3.2-1: PIN heartbeat
	Information element
	Status
	Description

	PIN client ID
	M
	Unique identifier of the PINE/PEGC/PEMC.



* * * End of Changes * * * *
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