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1. Introduction
The PEGC supports to route application layer packet to other PINE. 
Some of the PINE can be routable via PEGC directly, and other IP address that can be routable via 5GS. So if the PEGC stores such information, that whether this PINE or IP address is internally routable or 5GS routable can be labled. 
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Table 1-1: Different routing modes
Secondly, the PEGC also stores the Access control information for each PINE to verify that each PINE to access the network that provided by PEGC
2. Reason for Change
Add routing management and Access control in PIN profile for PEGC
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 V0.3.0
* * * Start of Change 1 * * *
8.2.2.1
PIN Profile in a PIN
PIN profile includes information about the static data needed for configuration for the Personal IoT networks.
Table 8.2.2.1-1: PIN Profile
	Parameter Name
	Parameter Description
	PIN Server
	PEMC
	PEGC

	PIN ID 
	The identifier of the PIN
	Y
	Y
	Y

	PIN Description
	Human-readable description of the PIN, for example, the company name, location or the type of service.
	Y
	Y
	Y

	Duration
	Specifies the time period of how long the PIN can be active
	Y
	Y
	Y

	Maximum number of PIN elements
	Maximum number of PIN elements allowed to join the PIN
	Y
	Y
	N

	PIN service
	List of service that a PIN can provide, including the PINE service or the service that can provided by application client on PINE: 
        > PIN service Provider Identifier

        > PIN service type

        > PIN service Feature
	Y
	Y
	N

	PEMC list
	The list of identifiers of the PIN elements which can be allowed to take the role as PEMC (e.g.: PIN client ID, UE GPSI etc.,) and also it contains whether the role is primary or secondary
        > PIN Element ID

        > Role
	Y
	Y
	Y

	PEGC ID list
	The list of identifiers of the PIN elements which can be allowed to take the role as PEGC (e.g.: PIN client ID, UE GPSI etc.,)

        > PIN Element ID
	Y
	Y
	Y

	PIN Server ID
	The identifier of the PIN server that serves the PIN
	N
	Y
	Y

	PIN server Endpoint
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN server. 
	N
	Y
	Y

	PIN Elements List 
	List of PIN elements which can be allowed to join the PIN

       
	
	
	

	
	        > PIN element ID
	Y
	Y
	Y

	
	        > Access control information for each PINE
	Y
	N
	Y

	
	        > Routable of IP address for each PIN element ID
NOTE: Routable of IP address includes this IP address is internally Routable via PEGC (like LAN or Layer 2 gateway) or routable via 5GS. 
	N
	N
	Y


Editor's Note: Other IEs for the purpose of enabling multiple PEMC/PEGC scenarios, e.g. procedure for role change, are FFS.
* * * End of Change * * *
