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1. Introduction
During PIN create procedure, the access control information will be sent to PINE or PEGC to allow the PINE to access the network provided by PEGC. 
Except the user name or password, the authorization information (e.g.: token or verification code) also should be included to verify whether the this PINE is authorized to access the network. Also, for some of the network provided by PEGC, that only has the user name or password can not access the network, it only provides the open access. So, the extra authorization information is needed to further authorize by PEMC.
2. Reason for Change
Provide the authorization to PINE to further authorize the access of PINE into network that provided by PEGC.
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.542 V0.3.0
* * * Start of Change 1 * * *
8.5.2.3.3
PIN creation response
Table 8.5.2.3.3-1: PIN creation response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the PIN creation request was successful.

	> PIN ID
	M
	Identifier of the newly created PIN.

	> Expiration time
	M
	Indicates the expiration time of the PIN. 

	> Heartbeat Timer
	M
	Assigned PEMC/PEGC/PINE heartbeat timer.

	> Lists of PINEs
	O
	List of PIN elements and their identifier which are authorized and made as member of the newly created PIN if the PIN creation request contains the list of PIN elements to be included in the PIN.

	> PEGC information
	O
	Includes the PEGC information for example, 

	>> Identifier of PEGCs
	M
	Indicates the PINE identifier authorized to be the PEGCs of this PIN. 

	>> PEGC address
	O
	Assigned IP address or port number of PEGC

	>> Access control information
	O
	Includes: user name, account, SSID, BSSID. All the information is used by PIN elements in PIN to access 5G or access other application outside of PIN

	>> Authorization information
	O
	Optional, when the PEGC provides the open access or in order to provide further authorization, the authorization information is used to authorize the PINE by PEMC when PINE accesses the network provided by PEGC. 

NOTE: the form of authorization information for example, random number, a token or a verification code is of out scope. 

	Failure response
	O
	Indicates that the PIN creation request failed.

	> Cause
	M
	Provides the cause for PIN creation request failure.


* * * End of Change * * *
