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	* * * First Change * * * *
Proposed changes on top of those provided in accepted CR 0308 rev2 (S6-231648).	
8.2.X	Application Group profile
An Application gGroup profile includes information about the Application Group used to determine common EAS.
Table 8.2.X-1: Application Group profile
	Information element
	Status
	Description

	Application Group ID
	M
	Identity of a group of UEs using the same application.

	EAS ID
	M
	Identifier of EAS

	Expected Group Geographical Service Area.
	O
	The expected location(s) (e.g. route) of the group of UEs during the AC's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.



Editor's Note: It is FFS which additional IEs are required in the Application Group Profile.
Editor's Note: It is FFS whether the Application Group profile should be in AC profile or not.
Editor’s Note: It is FFS how the EES can determine common EAS requirements if different values than the ones provided by the “AC Service KPIs” of the corresponding AC Profile are required for optimal group performance




	* * * Second Change * * * *
Proposed changes on top of those provided in accepted CR 0308 rev2 (S6-231648).	
[bookmark: _Toc131200690]8.3.3.3.2	Service provisioning request
Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 
Table 8.3.3.3.2-1: Service provisioning request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s) (NOTE)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	Application gGroup profile
	O
	Application gGroup profile associated with the AC Profile, as defined in Table 8.2.X-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.
When requesting service provisiojing for T-EES discovery, if the EEC requires that T-EES must support "EEC excuted ACR via T-EES" scenario, then EEC includes only "EEC excuted ACR via T-EES" in this IE

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	ECSP identifiers
	O
	The list of desired EES provider IDs, by the EEC.

	NOTE: 	If the Application group profile IE is present, only a single AC Profile shall be provided.



Editor's Note: it is FFS how EEC context pull request will work if S-EES does not support "EEC executed ACR via T-EES" scenario.
Editor's Note: [SA3] Whether the EECID and the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.
	* * * End of Changes * * * *	

