

	
3GPP TSG-SA WG6 Meeting #55	S6-231703
Berlin, Germany 22nd – 26th May 2023	(revision of S6-23xxxx)

	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.558
	CR
	0355
	rev
	-
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	EEC Triggering execution for Service Provisioning

	
	

	Source to WG:
	SA6

	Source to TSG:
	Samsung

	
	

	Work item code:
	EDGEAPP_Ph2
	
	Date:
	2023-05-15

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	The following EN can be resolved by including the EEC Triggering setup operation within the existing procedures. 
“Editor's Note:	It is FFS how to describe the EEC triggering procedure according to the decision on either having it as a separate procedure or updating the existing procedure.”
In this contribution, it is proposed to update the service provisioning procedure in order to support EEC Triggering.

	
	

	Summary of change:
	Add EEC Triggering setup operation in the procedures for Service Provisioning

	
	

	Consequences if not approved:
	The specification remains uncomplete.

	
	

	Clauses affected:
	8.16.1, 8.3.3.2.2, 8.3.3.2.3.2, 8.3.3.3.2, 8.3.3.3.3, 8.3.3.3.4, 8.3.3.3.5

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR is related to KI#1/Sol#3 in TR 23.700-98

	
	

	This CR's revision history:
	



Page 1


* * * First Change * * * *

[bookmark: _Toc114874427][bookmark: _Toc131201099]8.16.1	General
The functional entities of the Edge Enabler Layer can utilize the Application Triggering services (or Device Triggering) provided by the 3GPP core network via NEF or SCEF (see clause 4.4.5 in 3GPP TS 23.501 [2], clause 4.13.2, 5.2.6.5.2 in TS 23.502 [3], and clause 4.5.1 TS 23.682 [17]) to enable for ECS or EES to perform EEC Triggering, i.e., to trigger EEC to perform the procedures over EDGE-1 or EDGE-4 (e.g., service provisioning or EAS discovery). 
Editor's Note:	It is FFS whether and how to describe the detailed EEC operation checking if EEC triggering service via Application Triggering or Device Triggering mechanism is available.
The EEC may indicate to the ECS or EES that the EEC triggering service is needed. 
The triggering mechanism is used by the ECS and EES for messaging to EEC by invoking application triggering service as specified for Nnef_Trigger_Delivery service in clause 4.13.2 of TS 23.502 [3] or the device triggering procedure via T8 in clause 5.17 of TS 23.682 [17]. The ECS can use it to trigger the EEC to initiate service provisioning request (as per clause 8.3.3.2.2) when the EDN configuration information in the ECS is updated. The EES can use it to trigger the EEC to initiate EAS discovery request (as per clause 8.5.2.2) when the EAS profile in the EES is updated.
Editor's Note:	It is FFS how to describe the EEC triggering procedure according to the decision on either having it as a separate procedure or updating the existing procedure.
Editor's Note:	It is FFS whether and how the ECS and EES determine the parameters (e.g., port ID) necessary for EEC triggering service or if configuration is sufficient.
When ECS or EES performs EEC triggering service by invoking the application triggering service, the ECS or EES includes, in the Trigger Payload, Triggering Entity Information (identifier and endpoint address of the triggering EES or ECS) and optionally Trigger Description, which indicates the procedure (e.g., service provisioning or EAS discovery) to be initiated by the EEC. Upon receiving the Trigger Payload, the EEC selects which procedure needs to be performed according to the received Trigger Description and initiates the selected procedure towards either EES or ECS indicated by the Triggering Entity Information in the Trigger Payload.
Editor's Note:	Optionality of Trigger Description is FFS.


* * * Next Change * * * *

[bookmark: _Toc131200681]8.3.3.2.2	Request-response model
Figure 8.3.3.2.2-1 illustrates service provisioning procedure based on request/response model.
Pre-conditions:
1.	The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;
2.	The EEC has been authorized to communicate with the ECS;
3.	The UE Identifier is either preconfigured or resulted from a successful authorization; and
4.	The ECS is configured with ECSP's policy for service provisioning.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.3.3.2.2-1: Service provisioning – Request/Response
1.	The EEC sends a service provisioning request to the ECS. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location, EEC service continuity support and AC profile(s) information. EEC may provide its desired ECSP identifier(s) in the service provisioning request based on EEC preference.
If application triggering is supported and required by the EEC, the EEC may indicate to ECS that the EEC triggering service is needed by including the EEC Triggering Service Indication, EEC Triggering Service Description, Triggering Service Area, and Triggering Service Period information in the request message.
2.	Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.10.2. If the UE serving PLMN identifier is not provided by the EEC in the connectivity information of the service provisioning request, the ECS may invoke the NEF monitoring event API as described in 3GPP TS 23.502 [43] and 3GPP TS 23.682 [17] to obtain the UE roaming status and serving PLMN identifier. If the UE is roaming, the ECS may use the serving PLMN identifier to determine the roaming partner ECS (i.e. V-ECS) information to be provided to the EEC in the service provisioning response. If AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. When AC profiles(s) are not provided, then:
-	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;
-	ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the ECS is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
If desired ECSP identifier(s) is received, the ECS identifies the EES(s) based on registered ECSP identifier in EES profile.
NOTE 4:	For EEC desired ECSP identifier usage, it is assumed that the ECSP providing the EES and PLMN operator are the same organization and an ECSP providing the EES (desired by the EEC) registers its EES in ECS provided by another ECSP based on service agreement to provide services to EEC.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.
If ECS does not identify any suitable EES(s) based on EDN configuration available at the ECS and UE's location, the ECS determines a partner ECS that may satisfy the requirements. Based on ECSP policy, the ECS may use preconfigured or OAM configured information about the partner ECSs or ECS discovery via ECS-ER as specified in clause 8.17.2.3 or both. 
If required by the ECSP policies, the ECS may use service provisioning information retrieval procedure as specified in clause 8.17.2.4 to obtain seivice service provisioning information from the partner ECS.
When the bundle EAS information is provided, then;
-	If bundle EAS information includes EAS bundle identifier, the ECS identifies all the EES(s) providing the same EAS bundle identifier.
-	If bundle EAS information includes a list of EASIDs, the ECS identifies the one or more EES which support all of the EASs within the same DNAI based on the EES DNAI information obtained in the EES profile.
	If the EES receives the EEC Triggering Service Indication in the request message, the ECS verifies whether the EEC Triggering Service is supported for the UE hosting the EEC. 
3.	If the processing of the request was successful, the ECS responds to the EEC's request with a service provisioning response. If the ECS has identified the relevant EES(s) information, the service provisioning response includes a list of EDN configuration information, e.g. identification of the EDN, EDN service area, and the required information (e.g. URI, IP address) for establishing a connection to the EES.
The ECS may provide associated EES(s) information (one ore more EES information) in the service provisioning response along with the bundle EAS information.
If the alternative ECS(s) has been identified in step 2, the ECS sends a successful response including the Redirect information element containing the list of ECS(s) configuration information indicating that alternative ECS(s) is available for service provisioning request. The response may include information such as DNN and S-NSSAI for roaming UEs to establish a PDU session with the ECS as specified in 3GPP TS 23.548 [20].
If the ECS is not provisioned with any EDN configuration information or is unable to determine either the EES information or the partner ECS information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
	If the EEC Triggering Service Indication is provided in the request, the ECS includes in the response message the EEC Triggering setup result indicating that the EEC Triggering Service is supported. If successfully supported, the ECS includes also Triggering Service ID in the response. Otherwise, the result with failure cause is included without the Triggering Service ID.
If the service provisioning response contains a list of ECS configuration information, the EEC may initiate service provisioning procedure with one or more ECS(s) provided in the response. If the UE is roaming to a V-PLMN and the ECS configuration information includes V-PLMN ID in the list of Supported PLMN ID(s), the EEC establishes a connection with the V-ECS as specified in 3GPP TS 23.548 [20]. The connection with the V-ECS can be a HR-SBO PDU session or an LBO PDU session based on the information received from the ECS. 
If the EDN configuration information includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area which can be discovered using the UE Registration Procedure. 
The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the EEC may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.
If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively.
If for multiple EES(s), the instantiable EAS information IE for an EAS is not available or the instantiable EAS information IE is set to instantiated or instantiable, the EEC can select one or more such EES to perform EAS discovery. For EAS discovery to mitigate the waste of EDN resources EEC considers the instantiable EAS information and the associated instantiation criteria, the EEC selects one EES, if the EAS instantiation status corresponding to the EASID requested by AC/EEC is instantiable but not yet instantiated (i.e., no instantiated EAS).
NOTE 5:	If the service provisioning request fails, the EEC can resend the service provisioning request again, taking into account the received failure cause.
NOTE 6:	Even after the EEC establishes a connection to the EES using information received in step 3, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.501 [2] clause 5.6.7.
NOTE 7:	If the EAS instantiation fails based on the selected EES, the EEC may retry the EAS discovery request to another EES (e.g. selecting another one EES based on the instantiable EAS information).
Upon receiving the EAS discovery response including the EEC Triggering Service ID, the EEC initiates the service provisioning request procedure when the EEC receives the Trigger Payload. 

* * * Next Change * * * *

[bookmark: _Toc50584277][bookmark: _Toc50584621][bookmark: _Toc57673469][bookmark: _Toc131200684]8.3.3.2.3.2	Subscribe
Figure 8.3.3.2.3.2-1 illustrates the service provisioning subscription procedure between the EEC and the ECS.
Pre-conditions:
1.	The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;
2.	The EEC has been authorized to communicate with the ECS as specified in clause 8.11; 
3.	The UE Identifier is either preconfigured or resulted from a successful authorization;
4.	The ECS is configured with ECSP's policy for service provisioning; and
[bookmark: _Hlk66139905]5.	The EEC has optionally acquired a Notification Target Address to be used in its subscriptions to notifications.
NOTE 1:	Details of ECSP's policy are out of scope.
NOTE 2:	How the EEC acquires the notification target address or a notification channel URI to receive the notifications is out of scope of this release. The notification target address can terminate at the EEC (e.g. in an IoT device) if the deployment supports EEC reachability, or it can terminate at a push notification service. Details of the push notification service are out of scope of this release.


Figure 8.3.3.2.3.2-1: Service provisioning subscription
1.	The EEC sends a service provisioning subscription request to the ECS. The service provisioning subscription request includes the security credentials of the EEC received during EEC authorization procedure and Notification Target Address (e.g. URL) and may include the UE identifier such as GPSI, connectivity information, proposed expiration time and AC Profile information. EEC may provide its desired ECSP identifier(s) in the service provisioning request based on EEC preference.
If application triggering is supported and required by the EEC, the EEC may indicate to ECS that the EEC triggering service is needed by including the EEC Triggering Service Indication, EEC Triggering Service Description, Triggering Service Area, and Triggering Service Period information in the request message.
2.	Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. If required, the ECS may utilize the capabilities (e.g. UE location or user plane management event notification service if available) of the 3GPP core network as specified in clause 8.10.2. If the request is authorized, the ECS creates and stores the subscription for provisioning.
NOTE 3:	The ECS can monitor the user plane path change for EDGE-1 traffic toward EES(s) by utilizing the user plane management event notification service specified in 3GPP TS 23.501 [2]. Based on target DNAI reported from 5GC the ECS can notify more suitable EES(s) to the EEC.
	If the EES receives the EEC Triggering Service Indication in the request message, the ECS verifies whether the EEC Triggering Service is supported for the UE hosting the EEC. 
3.	If the processing of the request was successful, the ECS responds with a service provisioning subscription response, which includes the subscription identifier and may include the expiration time, indicating when the subscription will automatically expire. To maintain the subscription, the EEC shall send a Service provisioning subscription update request prior to the expiration time. If a Service provisioning subscription update request is not received prior to the expiration time, the ECS shall treat the EEC as implicitly unsubscribed.
If the ECS is unable to determine the EES information using the inputs in service provisioning subscription request, UE-specific service information at the ECS or the ECSP policy, the ECS shall reject the service provisioning subscription request and respond with an appropriate failure cause.
NOTE 4:	If the service provisioning subscription request fails, the EEC can resend the service provisioning subscription request again, taking into account the received failure cause.
	If the EEC Triggering Service Indication is provided in the request, the ECS includes in the response message the EEC Triggering setup result indicating that the EEC Triggering Service is supported. If successfully supported, the ECS includes also Triggering Service ID in the response. Otherwise, the result with failure cause is included without the Triggering Service ID.

* * * Next Change * * * *

[bookmark: _Toc131200690]8.3.3.3.2	Service provisioning request
Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 
Table 8.3.3.3.2-1: Service provisioning request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.
When requesting service provisiojing for T-EES discovery, if the EEC requires that T-EES must support "EEC excuted ACR via T-EES" scenario, then EEC includes only "EEC excuted ACR via T-EES" in this IE

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	ECSP identifiers
	O
	The list of desired EES provider IDs, by the EEC.

	EEC Triggering Service Request Information
	O
	Information required to request the EEC Triggering Service

	> EEC Triggering Service Indication
	M
	Indicated to request the EEC Triggering Service

	> EEC Triggering Service Description
	O
	Indicates the procedure to be triggered

	> Triggering Service Area, 
	O
	Service Area that the EEC Triggering shall be supported

	> Triggering Service Period 
	O
	Time period that the EEC Triggering shall be supported



[bookmark: _Toc37791002][bookmark: _Toc42003953][bookmark: _Toc50584283][bookmark: _Toc50584627][bookmark: _Toc57673475]Editor's Note: it is FFS how EEC context pull request will work if S-EES does not support "EEC executed ACR via T-EES" scenario.
Editor's Note: [SA3] Whether the EECID and the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.
[bookmark: _Toc131200691]8.3.3.3.3	Service provisioning response
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	> EEC Triggering setup result 
	O 
(see NOTE)
	Indicates whether the EEC Triggering Service is supported

	>> Triggering Service ID
	O
	Identify the EEC Triggering service that is prepared

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.

	Redirect
	O
	Indicates redirection to (an)other ECS(s). 

	> ECS(s) information
	M
	Endpoint address of ECS(s) to which the UE is redirected for service provisioning.

	> DNN
	O
	DNN required for establishing PDU Session to the redirected ECS 

	> S-NSSAI
	O
	S-NSSAI required for establishing PDU Session to the redirected ECS

	NOTE:	This IE shall be present if the EEC sends the EEC Triggering Service Request Information to the ECS.



Table 8.3.3.3.3-2: EDN configuration information
	Information element
	Status
	Description

	EDN connection information (see NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	> DNN/APN
	M
	Data Network Name/Access Point Name

	> S-NSSAI
	O
	Network Slice information

	> EDN Topological Service Area
	O 
	The EDN serves UEs that are connected to the Core Network from one of the cells included in this service area. See possible formats in Table 8.2.7-1.

	List of EESs
	M
	List of EESs of the EDN.

	> EESID 
	M
	The identifier of the EES

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EASIDs (see NOTE 2)
	O
	List of EASID registered or expected to be registered with the EES.

	>> List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs and related bundling requirements.

	>>> Bundle ID or list of EASID
	M
	A list of EASIDs or a bundle ID as described in clause 7.2.10. 

	> Instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)

	>> Instantiation criteria (see NOTE 3)
	O
	The criteria upon which EAS can be instantiated (e.g. based on specific date and time).

	> ECSP ID
	O
	The identifier of the ECSP that provides the EES. 

	> EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1. 

	> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	> EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	> EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	> Security Credential
	O
	Indicates the security credential sent by the ECS. The security credential is used by EEC to communicate with the EES as specified in 3GPP TS 33.558 [23], clause 6.2.

	Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE 1:	If the UE is provisioned or pre-configured with URSP rules by the HPLMN or serving SNPN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:	EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).
NOTE 3:	"Instantiation criteria" IE shall be present only when the value of "Instantiable EAS information" IE is "instantiable but not be instantiated yet".



[bookmark: _Toc131200692]8.3.3.3.4	Service provisioning subscription request
Table 8.3.3.3.4-1 describes the information elements for service provisioning subscription request from the EEC to the ECS. 
Table 8.3.3.3.4-1: Service provisioning subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address (see NOTE)
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the EEC should be sent to.

	AC profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	ECSP identifiers
	O
	The list of desired EES provider IDs, by the EEC.

	EEC Triggering Service Request Information
	O
	Information required to request the EEC Triggering Service

	> EEC Triggering Service Indication
	M
	Indicated to request the EEC Triggering Service

	> EEC Triggering Service Description
	O
	Indicates the procedure to be triggered

	> Triggering Service Area, 
	O
	Service Area that the EEC Triggering shall be supported

	> Triggering Service Period 
	O
	Time period that the EEC Triggering shall be supported

	NOTE:	When SEAL NMS is used this IE is same as Callback URL in SEAL notification management service.



[bookmark: _Toc50584285][bookmark: _Toc50584629][bookmark: _Toc57673477][bookmark: _Toc131200693]8.3.3.3.5	Service provisioning subscription response
Table 8.3.3.3.5-1 describes the information elements for service provisioning subscription response from the ECS to the EEC.
Table 8.3.3.3.5-1: Service provisioning subscription response
	Information element
	Status
	Description

	Successful response
	O
	[bookmark: _GoBack]Indicates that the subscription request was successful.

	> Subscription ID
	M 
	Subscription identifier corresponding to the subscription.

	> Expiration time
	O
	Indicates the expiration time of the subscription. To maintain an active subscription, a subscription update is required before the expiration time.

	> EEC Triggering setup result 
	O 
(see NOTE)
	Indicates whether the EEC Triggering Service is supported

	>> Triggering Service ID
	O
	Identify the EEC Triggering service that is prepared

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of subscription request failure

	NOTE:	This IE shall be present if the EEC sends the EEC Triggering Service Request Information to the ECS.





* * * End of Change * * * *
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