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* * * Change 1 * * * *

[bookmark: _Toc14352796][bookmark: _Toc19026825][bookmark: _Toc19034230][bookmark: _Toc19036420][bookmark: _Toc19037418][bookmark: _Toc25612678][bookmark: _Toc25613381][bookmark: _Toc25613645][bookmark: _Toc27647602][bookmark: _Toc42004048][bookmark: _Toc50584400][bookmark: _Toc50584744][bookmark: _Toc57673652][bookmark: _Toc131200876]8.6.5.2	Procedure
Figure 8.6.5.2-1 illustrates the interactions between the EES and the EAS or EEC. 
Pre-conditions:
1.	The EAS or EEC is authorized to discover and to use UE Identifier API provided by the EES.
[bookmark: _Hlk124866971]2.	When the EEC is used to invoke the UE Identifier API with the UE IPv6 address as the input parameter, the UE IPv6 address may or may not be NATed. If NATed however, the IPv6 may not be reused (i.e. assigned to more than one UE simultaneously). If the EEC already has the UE ID (GPSI as per clause 7.2.6), and it needs the Edge UE ID to share with an AC/EAS, this procedure can still be used to retrieve Edge UE ID. 
3.	EAS is considered an AF behind EES (as another AF) and EES is authorized to pass EAS ID instead of its own AF ID when it needs to interact with the NEF’s Nnef_UEId_Get (as per TS 23.502 clause 4.15.10 "AF specific UE ID retrieval").
Editor's note:	[SA3] [SA2] Check pre-condition #3 to ensure EES is Ok to pass on EAS ID in NEF’s Nnef_UEId as opposed to its own AF ID.



Figure 8.6.5.2-1: UE Identifier API
1.	The EAS or EEC invokes UE Identifier API exposed by the EES. If it is the EAS invoking the API and it recognizes that the UE’s IP address is a public IP address, i.e., the UE is behind a NAT, the Port Number and associated IP address should be included in user information.
2.	The EES uses the received user information in the step 1 (e.g. IP address) and obtains the UE identifier by interacting with NEF as specified in clause 4.15.10 of 3GPP TS 23.502 [3].
3.	The EES provides the UE identifier to the EAS or to EEC (i.e. whichever invoked the API). The UE identifier returned in the response which is referred to as UE ID may be the 3GPP Core Network assigned UE ID (aka AF-sepecific UE ID; see TS 23.502 clause 4.15.10) or the EES-generated Edge UE ID as defined in clause 7.2.x. If UE ID is included in the request received from EEC (GPSI as per clause 7.2.6), the EES can provide the Edge UE ID based on the received UE ID and step 2 can be skipped. If the request is initiated by EEC on behalf of the AC (which in turn probably could have been signaled by the EAS), the response containing the UE ID (i.e. either the CN-assigned UE ID or the EES-generated Edge UE ID) maybe notified to the associated EAS by EES directly while the synchronous response to the EEC would be just an acknowledgement of the completion of the request without the UE ID (see Figure 8.6.5.2-x below). Under such circumstances, the EAS Notification Endpoint would need to be provided in the EAS profile (see clause 8.2.4) and additionally the request from the EEC would need to include an EASrequestId as provided by EAS in its out-of-scope signaling to AC and in turn to EEC over EDGE-5. The EASrequestId shall be included in the UE Identifier notification sent by EES to the EAS so that the EAS can associate the received notification with the out-of-band request for the UE Identifer it made through the AC.



Figure 8.6.5.2-x: UE Identifier API invocation by EEC with direct notification of UEID to EAS

NOTE 1:	Whether the UE ID is provided to EEC in step 3 or via direct notification to EAS in step 2a, is based on MNO’s policy. 

Editor's note:	[SA3] Whether and how user's consent is obtained to share the UE identifier with a particular EAS or EEC is SA3's responsibility.
4.	The EAS uses the UE ID received in step 3 or 2a (see Figure 8.6.5.2.x) to invoke capability exposure API(s) provided by the EES over EDGE-3 and/or EDGE-7 depending on the UE ID type.
NOTE 2:	UE ID of type CN-assigned can be used over EDGE-3 and EDGE-7 whereas the UE ID of type EES-generated Edge UE ID can be used over EDGE-3 only. 

* * * Change 2 * * * *
[bookmark: _Toc131200879]8.6.5.3.2	UE Identifier API request
Table 8.6.5.3.2-1: UE Identifier API request
	Information element
	Status
	Description

	User information (see NOTE 1) (see NOTE 3)
	O
	Information about the User or UE available in the EAS or EEC, e.g. IP address.

	UE ID
(see NOTE 2) (see NOTE 3)
	O
	UE ID in the form of GPSI as per clause 7.2.6. 

	EAS ID list
	O
	Identifier of the EAS(s) for which the UE IDs are requested for by EAS or EEC given the User information (e.g. IP address). If EAS ID list is not provided, it shall be interpreted by EES that EEC is requesting the UE ID for its own use (hence EES shall use its own AFId towards NEF).

	[bookmark: _Hlk134336656]EAS Provider ID
	O
	Identifier of the ASP that provides the EAS.

	EAS request ID
	O
	Identifier of the UEID request EAS made to the AC (see clause 8.14.2.6).

	Security Credentials
	M
	Security credentials of the EAS or EEC.

	NOTE 1:	When EEC invokes the API, if available, this IE contains both UE’s private IPv6 address (due to the existence of NAT66) and UE’s private IPv4 address. When EAS invokes the API, it may recognize the UE IP address is a public IP address different from the actual UE IP address (private IP address), i.e., the UE is behind a NAT, and should therefore include the Port Number and associated IP address as part of the User information.
NOTE 2:	This IE is used when invoked by the EEC and if the EEC hasve the UE ID already in a form not desired to be shared with the EAS. 
NOTE 3:	At least one of them shall be present.



Editor's Note: [SA3] Whether the EAS ID and the EAS Provider ID are part of the security credential is SA3's responsibility.
Editor's Note: [SA3] It is FFS whether the IP address (i.e. User information) provided in the request can be verified that is indeed the UE’s and whether the UE provided infomation (IP Address) can be trusted. 
Editor's Note: It is FFS to determine if EASID (clause 7.2.4) definitions need to be updated in order to be consistent with its use (as per EAS ID list IE) as an AF ID in UE Identifier API.  
* * * Change 3 * * * *

[bookmark: _Toc131200880]8.6.5.3.3	UE Identifier API response
Table 8.6.5.3.3-1: UE Identifier API response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the UE identifier request was successful.

	[bookmark: _Hlk134392349]Response notified flag
	M
	If requestor is EEC and a successful UE ID response is sent directly (by EES) to EAS via notification (see clause 8.6.5.3.y), then this flag is set (e.g. to “Y”) and the response to EEC shall not carry the UE ID(s) information.

	> UE ID list
	MO
	List of all the UE IDs Identifier uniquely identifying the UE(s).

	>> UE ID
	MO
	AF-specific UE ID or Edge UE ID 

	>> UE ID type
	MO
	Indication whether the UE ID is CN assigned AF-specific UE ID or Edge UE ID.

	>> EAS ID
	MO
	Associated EAS ID

	Failure response
	O
	Indicates that the UE identifier request failed.

	> Cause
	O
	Indicates the cause of UE identifier request failure




* * * Change 4 * * * *

8.6.5.3.y	UE ID Notification
Table 8.6.5.3.3-x: UE ID Notification
	Information element
	Status
	Description

	EAS request ID
	M
	Identifier of the UEID request EAS made to the AC.

	UE ID
	M
	AF-specific UE ID or Edge UE ID 

	UE ID type
	M
	Indication whether the UE ID is CN assigned AF-specific UE ID or Edge UE ID.




* * * Change 5 * * * *

[bookmark: _Toc42004052][bookmark: _Toc50584404][bookmark: _Toc50584748][bookmark: _Toc57673656][bookmark: _Toc131200881]8.6.5.4	APIs
[bookmark: _Toc50584405][bookmark: _Toc50584749][bookmark: _Toc57673657][bookmark: _Toc131200882]8.6.5.4.1	General
Table 8.6.5.4.1-1 illustrates the APIs for UE Identifier.
Table 8.6.5.4.1-1: Eees_UE_Identifier API
	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	[bookmark: _Hlk134337760]Eees_UEIdentifier
	Get
	Request/Response
	EAS, EEC

	
	Get
	Request/Response
	EEC
EAS

	
	Notify
	
	




* * * Change 6 * * * *


[bookmark: _Toc131200794][bookmark: _Hlk65876370]8.6.5.4.k	Eees_UEIdentifier_Notify operation
API operation name: Eees_UEIdentifier_Notify
[bookmark: _Hlk65909150][bookmark: _Hlk134649088]Description: The consumer (i.e. EAS) is notified of UE ID information it requested via its out-of-scope AC signaling.
Inputs: See clause 8.6.5.3.y
Outputs: None.
See clause 8.6.5.2 for details of usage of this operation.

* * * Change 7 * * * *

[bookmark: _Toc37790994][bookmark: _Toc42003945][bookmark: _Toc50584266][bookmark: _Toc50584610][bookmark: _Toc57673457][bookmark: _Toc131200660]8.2.4	EAS Profile
Table 8.2.4-1: EAS Profile
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	[bookmark: _Hlk134334770]EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	EAS Notification Endpoint
	O
	Notification Endpoint information (e.g. URI, FQDN, IP address) used by EES to inform EAS of information (e.g. UE ID) which it requested through its AC/EEC and for reasons (e.g. security) EES prefers to provide the EAS with the requested information directly as opposed to through EEC/AC path (see clause 8.6.5.2 for additional information) 

	List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs and related bundling requirements.

	> Bundle ID
	M
	Bundle ID as described in clause 7.2.10.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	Allowed MNO information
	O
	Information of the allowed operator (e.g. MNO name, PLMN ID) from which its subscriber can consume the EAS services

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE indicates which ACR scenarios are supported by the EAS, also indicates the EAS ability of handling bundled EAS ACR.

	EAS Transport layer service continuity support
	O
	This IE indicates the EAS service continuity support for seamless transport layer (e.g. TCP/TLS/QUIC) relocation

	General context holding time duration (NOTE)
	O
	The time duration that the EAS holds the context before the AC connects to the EAS in case of ACR for service continuity planning. It is an indication of the time the EAS holds the application context for a UE to move to its service area after receiving an ACR notification from the EES following an ACR request from the EEC.  


	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 

	NOTE:	Since the EASID of the EAS identifies the type of the application (e.g. SA6Video, SA6Game etc) as described in clause 7.2.4, "General context holding time duration" determined by EAS can depend on the EASID (type of the application).



Editor's Note:	Whether EAS bundle requirement is needed in EAS profile or EAS discovery filters is FFS.
NOTE:	The EAS Transport layer service continuity support can be used in EAS discovery, e.g. as described in 3GPP TS 23.433 [26] for SEALDD server acting as EAS, which can further support the EAS IP replacement function.


* * * Change 8 * * * *


[bookmark: _Toc131201066]8.14.2.6	UE ID request
Pre-conditions:
1.	The AC can communicate with the EEC.


Figure 8.14.2.6-1: UE ID request procedure
1.	The AC sends an UE ID request to the EEC. The request includes AC's security credentials and the EAS ID list for which the AC needs to know the associated Edge UE ID or AF-specific UE ID(s). The request may also include an EAS request ID if the UE ID is to be notified directly by the EES to the EAS as opposed to having the UE ID provided back to the AC via the EEC response in step 3 (see clause 8.6.5.2).
2.	The EEC checks AC's security credentials and validates the request.
3.	If the request is successfully validated, the EEC process the request from the AC. The EEC uses the UE Identifier API procedure (see clause 8.6.5) to query the EES and respond back to the AC.
NOTE 1:	This procedure may be used to support the retrieval of the UE ID for AC’s (and EAS's) dealing with IPv4 NATed IP address issue (i.e. EAS's direct invocation of UE Identifier API procedure due to NATed IP address fails to identify the UE). Under such a scenario then it is understood that, the AC through application signalling which is outside the scope of this document, would pass on the UE ID (received in step 3) to the EAS so that it can be used to invoke capability APIs over EDGE-3 or EDGE-7.
Editor's note:	The use of this procedure for other use cases such as preserving the privacy of the UE is FFS. 


* * * Change 9 * * * *


[bookmark: _Toc131201086]8.14.3.17	UE ID request
[bookmark: _Hlk124803293]Table 8.14.3.17-1 describes information elements of the UE ID request sent by the AC to the EEC. 
Table 8.14.3.17-1: UE ID request

	Information element
	Status
	Description

	EAS ID list
	M
	List of EAS ID(s) the AC requires to know the associated AF-specific UEID(s) for. 


	[bookmark: _Hlk134392063]Security credentials
	M
	Security credentials of the AC sending the UE ID request.

	EAS request ID
	O
	A request Identifier generated by the EAS which identifies the UEID request the EAS made to the AC (for additional information see clause 8.6.5.2).



Editor's note:	[SA3] How to ensure EAS ID list IE only contains the EAS IDs that are indeed associated with the AC requesting the UE ID(s), and hence preventing UE ID (i.e. AF-specific UE ID) harvesting by a rogue AC is FFS. 


* * * Change 10 * * * *



[bookmark: _Toc131201087]8.14.3.18	UE ID response
Table 8.14.3.18-1 describes information elements of the UE ID response sent by the EEC to the AC. 
Table 8.14.3.18-1: UE ID response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the UE ID request was successful.


	Response notified flag
	M
	If a successful UE ID response is sent directly (by EES) to EAS via notification (see clause 8.6.5.3.y), then this flag is set (e.g. to “Y”) and the response to the AC shall not carry the UE ID(s) information.

	> UE ID list
	MO
	List of all the Edge UE IDs or AF-specific UE IDs the AC asked for in the request and is authorized to use as per EAS ID(s). 

	>> UE ID
	OM
	Edge UE ID or AF-specific UE ID

	>> UE ID type
	OM
	Indication whether the UE ID is CN assigned AF-specific UE ID or Edge UE ID. 

	>> EAS ID
	OM
	Associated EAS ID

	Failure response
	O
	Indicates that the UE ID request failed.


	> Cause
	OM
	Provides the cause for UE ID request failure.






* * * * End of Changes * * * *
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