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[bookmark: _Toc114825061]* * * First Change * * * *
[bookmark: _Toc131200584]6.3.9	Cloud Enabler Server (CES)
CES provides supporting functions needed for CASs. The CES does not have service area restriction.
Editor's Note:	The CES functionalities are FFS, will be completed when detailed procedures with CES are introduced.
[bookmark: _Toc131200585]6.3.109	Cloud application server (CAS)
CAS is the application server resident in the cloud, performing the server functions. The AC connects to the CAS in order to avail the services of the application.
* * * First Change * * * *
[bookmark: _Toc131200605]6.5.18	CLOUD-1
CLOUD-1 enables interaction between CAS and CES.
[bookmark: _Toc131200606]Editor's note:	What functionalities of EDGE-3 are reused for CLOUD-1 is FFS.	Comment by Yuji Suzuki: Changed from Heading 3 to EN
6.5.19	CLOUD-2
CLOUD-2 enables interaction between CES and CES.
Editor's note:	What functionalities of EDGE-9 are reused for CLOUD-2 is FFS.

* * * Next Change * * * *
[bookmark: _Toc131201084]8.14.3.17	EEC services unsubscribe request
Table 8.14.3.17-1 describes information elements for the EEC services unsubscribe request sent by the AC to the EEC.
Table 8.14.3.17-1: EEC services unsubscribe request
	[bookmark: _Toc131201125]Information element
	Status
	Description

	Subscription ID
	M
	EEC services subscription identifier provided by the EEC during subscription.

	Security credentials
	M
	Security credentials of the AC sending the EEC services unsubscribe request.



[bookmark: _Toc131201085]8.14.3.18	EEC services unsubscribe response
Table 8.14.3.18-1 describes information elements for the EEC services unsubscribe response sent by the EEC to the AC.
Table 8.14.3.18-1: EEC services unsubscribe response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EEC services unsubscribe request was successful.


	Failure response
	O
	Indicates that the EEC services unsubscribe request failed.


	> Cause
	M
	Provides the cause for EEC services unsubscribe request failure.



[bookmark: _Toc131201086]8.14.3.197	UE ID request
[bookmark: _Hlk124803293]Table 8.14.3.17-1 describes information elements of the UE ID request sent by the AC to the EEC. 
Table 8.14.3.17-1: UE ID request

	Information element
	Status
	Description

	EAS ID list
	M
	List of EAS ID(s) the AC requires to know the associated AF-specific UEID(s) for. 


	Security credentials
	M
	Security credentials of the AC sending the UE ID request.



Editor's note:	[SA3] How to ensure EAS ID list IE only contains the EAS IDs that are indeed associated with the AC requesting the UE ID(s), and hence preventing UE ID (i.e. AF-specific UE ID) harvesting by a rogue AC is FFS. 

[bookmark: _Toc131201087]8.14.3.2018	UE ID response
Table 8.14.3.18-1 describes information elements of the UE ID response sent by the EEC to the AC. 
Table 8.14.3.18-1: UE ID response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the UE ID request was successful.


	> UE ID list
	M
	List of all the Edge UE IDs or AF-specific UE IDs the AC asked for in the request and is authorized to use as per EAS ID(s). 

	>> UE ID
	M
	Edge UE ID or AF-specific UE ID

	>> UE ID type
	M
	Indication whether the UE ID is CN assigned AF-specific UE ID or Edge UE ID. 

	>> EAS ID
	M
	Associated EAS ID

	Failure response
	O
	Indicates that the UE ID request failed.


	> Cause
	M
	Provides the cause for UE ID request failure.



* * * First Change * * * *
8.18.2	Procedure
[bookmark: _Toc131201126]8.18.2.1	Application information sharing between leading OP and partner OP
Editor's note: The security aspect between ECS-ER (OP-B) and ECS-ER (OP-A) is FFS and needs to be studied by SA3.
Editor's note: whether more procedures & operations are needed between ECS-ERs is FFS.
[bookmark: _Toc131201127]8.18.2.1.1	request-response model


Figure 8.18.2.1.1-1: Fetch application information from partner
1)	The ECS-ER (ECSP-B) may fetch application information from its partner ECS-ER (ECSP-A) periodically. 
2)	In such a fetch operation, the ECS-ER (ECSP A) provides response which includes a list of EAS IDs and EES information of OP-A.
NOTE:	If the ECS (OP-B) does not receive EES information of OP-A from the published/notified application information, the ECS (OP-B) can also fetch it from the ECS (OP-A) via the fetch operation. 
[bookmark: _Toc131201128]8.18.2.1.2	Subscribe notify model
The ECS-ER (ECSP-A) subscribes for application information from its partner ECSP-B and receives notifications as shown in figure 8.18.2.1.2-1 and figure 8.18.2.1.2-2. 
Pre-conditions:
1.	The federation agreement exists between ECSP-A and ECSP-B;



Figure 8.18.2.1.2-1: Subscribe for application information
1)	Based on service level agreement between ECSP-A and ECSP-B, the ECS-ER (ECSP-B) sends subscription request to ECS-ER (ECSP-A) to receive registered EAS information and its including service area. The request includes required parameters like federation identifier, ECSP identifier, ECS identifier, required application identifiers and security parameters.
2)	Upon receiving the request from ECS-ER (ECSP-B), the ECS-ER (ECSP-A) checks whether ECS-ER (ECSP-B) is authorized to receive registered EAS list or not based on service level agreement.
3)	The ECS-ER (ECSP-A) sends subscription response – which indicates result of the subscription (success or failure) and subscription identity (if the result is success).



Figure 8.18.2.1.2-2: Notification for application information
1)	The list of registered and allowed EAS is changed on the ECS-ER (ECSP-A) – that is either new EAS is registered or EAS registration is updated or EAS is deregistered or new EAS is published or already published EAS is unpublished.
5)	The ECS-ER (ECSP-A) sends notification to the ECS-ER (ECSP-B). The notification includes the registered and allowed EAS between ECSP-A and ECSP-B, EASID and EAS Geographical Service. Upon receiving the notification, the Edge repository (of OP-A) stores the information to be used in other procedures (for EAS discovery or get registered EAS information request).
[bookmark: _Toc131201129]8.18.2.2	Retrieval of EES of partner OP from Leading OP
Pre-conditions: 
1. ECSP-A and ECSP-B have a service level agreement to share edge services.
2. EAS registers in Partner OP-A's EES.


Figure 8.18.2.2-1: Service provisioning with EES information retrieval from parnter
1.	The EEC sends service provisioning request to the ECS (OP-B).
2.	The ECS (OP-B) cannot find any desired EAS ID in the EES profile being registered so it determines to use edge service from its partner OP-A.
3.	ECS (OP-B) discovers EES from ECS (OP-A).
NOTE:	The ECS (OP-B) can have SLA with other multiple OPs and need to repeat step 3 with more than one partner OP in order to discover EES.
[bookmark: _Toc131201130]4.	The service provisioning response includes the EES (OP-A) endpoint and the ECS (OP-B) determined EES (OP-B) endpoint. The endpoint of EES (OP-B) is determined based on SLA with OP-A so that the EES (OP-B) can be authorized by the EES (OP-A). The endpoint of EES (OP-A) is sent by EES in a way that is transparent to EEC.8.18.2.3	Service provisioning with the published application information
Pre-conditions: 
1. EAS registers in Partner OP-A's EES.


Figure 8.18.2.3-1: Service provisioning with published application information
1.	The EEC sends service provisioning request to the ECS (OP-B).
2.	The ECS (OP-B) cannot find any desired EAS ID in the EES profile being registered so it determines to use edge node sharing service from its partner OP-A based on its partner's published application information. For the received EAS ID, since the ECS (OP-B) has EES information that was published by partner OP, the ECS (OP-B) discovers EES (i.e. EES(s) from partner) locally.
3.	The ECS(OP-B) returns discovered EES(s) of OP-A to the EEC.
[bookmark: _Toc131201131]8.18.2.3	Void
8.18.2.4	EAS discovery via Leading ECSP
Pre-conditions: 
1.	ECSP-1 and ECSP-2 have a service level agreement to share edge services.
2.	EES (ECSP-B) has received EAS discovery request where required EAS is not available with the EES (ECSP-B).


Figure 8.18.2.4-1: EAS discovery for edge node sharing
1.	The EEC sends EAS discovery request to EES (OP-B) and may include the endpoint of EES (OP-A) in the request.
2.	The EES (OP-B) validates the edge service SLA. If EES (OP-A) endpoint is included, the EES (OP-B) skips step 3-5; otherwise, the EES (OP-B) executes for EAS discovery but cannot find any desired EAS so it determines to use edge node sharing service based on edge service SLA.
3.	The EES (OP-B) sends Retrieve EES request to the ECS (OP-B). The request may include an edge node sharing indication indicating edge node sharing is requested so that the ECS (OP-B) can skip checking T-EES(s) registered in the ECS (OP-B).
NOTE:	If EES (OP-A) information is not carried in EAS discovery request in step 1, the EES (OP-B) can determine to retrieve EES (OP-A) information from ECS (OP-B) as in step 3-5.
4.	For the received EAS ID, the ECS (OP-B) discovers T-EES (i.e. EES(s) from partner).
5.	The ECS (OP-B) returns discovered EES(s) of OP-A in the Retrieve EES response to the ECS (OP-B).
6.	The EES (OP-B) sends EAS discovery request to the EES (OP-A). The EAS discovery request includes the serving MNO information (e.g. MNO name, PLMN ID) which is serving the UE.
7.	The EES (OP-A) validates the edge service SLA and returns EAS discovery response including the discovered candidate EAS(s) to the EES (OP-B). The candidate EAS(s) are discovered based on the serving MNO information received from the EES (OP-B) and allowed MNO information registered by the EAS.
8.	The EEC receives the EAS discovery response sent by the EES (OP-B). The EEC may select an EAS for the AC.
Editor's note:	It is FFS whether to add the interaction between EES (OP-B) and ECS (OP-B) for T-EES retrieval after step 2.
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