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* * * Change 1 * * * *
8.8.2A.x	CAS decided ACR scenario via service provisioning triggering
In this scenario, the CAS detects the need for ACR and makes the decision about whether to perform the ACR and starts the ACR at a proper time. 
During the ACR execution phase, the CAS needs to determine an EES in the service area of the EEC before continuing with T-EAS discovery. Once the CAS determines the EES, the T-EAS discovery (step 6) and the remaining steps are similar to the "S-EAS decided ACR scenario" as specified in clause 8.8.2.4, where the CAS acts like the S-EAS. 
Pre-condition: the CAS has a buisness relationshiop with the ECSP, otherwise, the EES will reject the ACR request during authorization.


Figure 8.8.2A.x-1: CAS decided ACR with EES discovery via service provisioning triggering
1.	The CAS detects the need for ACR. The CAS can detect ACR due to the UE location change.
NOTE 1:	How the CAS detects the need for ACR is outside the scope of this specification.    
2.	The CAS makes the decision to perform the ACR.
NOTE 2:	How the CAS determines when to start the ACR is outside the scope of this specification.
3.	The CAS triggers the EEC via the AC to perform service provisioning.
NOTE 3:	How the CAS triggers service provisioning is out of scope.   
4.	The EEC performs service provisioning as described in clause 8.3.3. The EEC subscribes to receive ACR information notifications for target information notification events and ACR complete events from the EES, as described in clause 8.8.3.5.2. If the service provisioning in step 4 fails, the CAS will not continue with ACR, and the rest of the steps are skipped. The EEC may perform EEC registration with the EES. If the EEC registration request contains an EEC context ID and source EES Endpoint, the receiver (i.e., target) EES performs an EEC Context Pull relocation (clause 8.9.2.2).
5.	The CAS receives EES endpoint information and the UE Identifier from the EEC via the AC. If the EEC already has the UE ID (GPSI as per clause 7.2.6), and it needs the Edge UE ID to share with an AC/CAS, the EEC retrieves the Edge UE ID using UE Identifier API in clause 8.6.5. 
NOTE 4:	Detail on how the AC provides this information to the CAS is out of scope.
6.	Same as step 3 to step 7 in clause 8.8.3.2 where the CAS acts as an S-EAS.
NOTE 5:	When the CAS performs the EAS discovery operation, the EES checks whether the requesting CAS is authorized to perform the discovery operation and may decide to reject or accept the request.
7.	Same as step 8 to 10 in clause 8.8.3.8 where the CAS acts as an S-EAS.

* * * End of Change * * * *
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