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[bookmark: _Toc131200574]	* * * First Change * * * *	
[bookmark: _Toc132040271]6.2d	Architecture for enabling cloud applications with edge applications, with CES support
Figure 6.2d-1 illustrates the architecture for enabling cloud applications along with the edge applications, when CES is used.
NOTE:	Edge and cloud servers can utilize SEAL NM service but for simplicity such an interaction is not depicted in the figure.


Figure 6.2d-1: Architecture for enabling cloud application with edge applications
Cloud Application Server (CAS) residing in the clould DN may need to interact with the Cloud Enabler Server (CES) for interworking, e.g. for service continuity. The CAS and EAS interaction is Application Data Traffic, which is out-of-scope of this specification.
Editor's Note:	The ECI and CLOUD reference points re-numbering may be needed.
* * * Next Change * * * *
[bookmark: _Toc131200605][bookmark: _Toc132040272]6.5.18	CLOUD-1
CLOUD-1 enables interaction between CAS and CES.
[bookmark: _Toc131200606]Editor's note:	What functionalities of EDGE-3 are reused for CLOUD-1 is FFS.
[bookmark: _Toc132040273]6.5.19	CLOUD-2
CLOUD-2 enables interaction between CES and CES.
Editor's note:	What functionalities of EDGE-9 are reused for CLOUD-2 is FFS.
	* * * Next Change * * * *	
[bookmark: _Toc131200643][bookmark: _Toc132040274][bookmark: _Toc131200664]7.2.10	EAS bundle information 
The EAS bundle information can be a list of EASIDs or a bundle ID, EAS bundle requirements. EAS bundle ID establishes an association between the EASs. When included in the EAS profile, EAS bundle ID denotes the bundle to which the EAS belongs. When included in the AC profile EAS bundle ID is used to perform different Edge Enabler Layer operations, such as EAS discovery. Edge Enabler Layer handles the EASs belonging to the same bundle as required by related EAS bundle requirements as described in clause 8.2.10x.
NOTE 1 :	Both, EAS bundle ID and EAS bundle requirements, are provided by the ASP.
NOTE 2:	Bundle ID is necessary when the affinity between bundled EASs is strong (e.g., co-deployment and co-migration is essential), and the related ASPs which provide the AC and bundled EASs established the bundle. List of EASIDs is required when the affinity between the bundled EASs is weak (e.g., co-deployment and co-migration is only "nice to have").
	* * * Next Change * * * *	
[bookmark: _Toc132040275]8.2.8	EEC Context
The EEC Context includes information about an EEC for receiving edge enabler services.
Table 8.2.8-1: EEC Context 
	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	EEC Context ID
	M
	Identifier assigned to the EEC Context 

	Source EES Endpoint
	M
	The endpoint address (e.g., URI, IP address) of the EES that provided EEC context ID.

	UE Identifier
	O
	The identifier of the hosting UE (i.e., GPSI or identity token) 

	List of EDGE-1 subscriptions
	O
	List of subscriptions IDs for capability exposure to the EEC ID  (NOTE).

	UE location 
	O
	Latest UE location of the UE hosting the EEC which was available at the EES.

	List of AC Profiles
	O 
	Information about the ACs as described in Table 8.2.2-1.

	UE Mobility Support Requirement
	O
	Indicates UE requires mobility support or not.
For the request over EDGE-1 interface, the EES as per ECSP policy and EAS requirements, may decide whether to subscribe to NEF or NWDAF for UE location information based on this information.

	List of Service Session Contexts
	O
	List of associated Service Session Context IEs. Each Service Session Context includes information maintained by the EES for the services (involving UE related resources) received from an EAS registered to the EES.

	> Service Session Context
	M
	Service Session Context is described in Table 8.2.8-2

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	NOTE:	The corresponding EDGE-1 subscription information may include 3GPP CN subscription information such as subscription correlation ID



Table 8.2.8-2: Service Session Context
	Information element
	Status
	Description

	EAS ID 
	M
	Identifier of the EAS providing the application services

	EAS Endpoint
	M
	Endpoint information of the EAS.

	AC ID 
	O 
	Identifier of the AC ID for which the service session is provided, if determined.

	Selected ACR scenario list
	O
	List of selected ACR scenarios.



Editor's Note:	It is FFS whether the EEC Context information captured in table 8.2.8-1 requires further updates and alignment to include EDGE-3 subscription information.
	* * * Next Change * * * *	
[bookmark: _Toc57673470][bookmark: _Toc131200685][bookmark: _Toc132040276]8.3.3.2.3.3	Notify
Figure 8.3.3.2.3.3-1 illustrates the service provisioning notification procedure between the EEC and the ECS.
Pre-conditions:
1.	The EEC has subscribed with the ECS for the provisioning information as specified in clause 8.3.3.2.3.2.


Figure 8.3.3.2.3.3-1: Service provisioning notification
[bookmark: _Hlk130854855]1.	An event occurs at the ECS that satisfies trigger conditions for updating service provisioning of a subscribed EEC. If UE's location information is not available, the ECS may obtain the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.2. If the UE serving PLMN identifier is not provided by the EEC in the connectivity information of the service provisioning request, the ECS may invoke the NEF monitoring event API as described in 3GPP TS 29.522 [4] and 3GPP TS 29.122 [5] to obtain the UE roaming status and serving PLMN identifier. If the UE is roaming, the ECS may use the serving PLMN identifier to determine the partner ECS information to be provided to the EEC in the service provisioning notification. If AC profile(s) were provided by the EEC during subscription creation, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. If AC profiles(s) were not provided, then:
-	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;
-	ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 1:	Details of the UE-specific service information and how it is available at the ECS is out of scope.
NOTE 2:	Both steps are evaluated prior to sending a response.
If desired ECSP identifier(s) is received, the ECS identifies the EES(s) based on registered ECSP identifier in EES profile.
NOTE 3:	For EEC desired ECSP identifier usage, it is assumed that the ECSP providing the EES and PLMN operator are the same organization and an ECSP providing the EES (desired by the EEC) registers its EES in ECS provided by another ECSP based on service agreement to provide services to EEC.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.
If ECS does not identify any suitable EES(s) based on EDN configuration available at the ECS and UE’s location, the ECS determines a partner ECS  that may satisfy the requirements. Based on ECSP policy, the ECS may use preconfigured or OAM configured information about the partner ECSs or ECS discovery via ECS-ER as specified in clause 8.17.2.3 or both. If required by the ECSP policies, the ECS may use service provisioning information retrieval procedure as specified in clause 8.17.2.4 to obtain serivice provisioning information from the partner ECS.
When the bundle EAS information is provided, then;
-	If bundle EAS information included EAS bundle identifier, the ECS identifies all the EES(s) providing the same EAS bundle identifier. 
-	If bundle EAS information includes a list of EASIDs, the ECS identifies the one or more EES which support all of the EASs within the same DNAI based on the EES DNAI information obtained in the EES profile.
2.	The ECS sends a provisioning notification to the EEC. If the ECS has identified the relevant EES(s) information, the service provisioning notification includes the list of EDN configuration information determined in step 1. If the ECS has determined suitable partner ECS(s), the service provisioning notification includes a list of ECS configuration information and may include information for roaming UEs to establish PDU session with the ECS as specified in 3GPP TS 23.548 [20]. The ECS may provide associated EES(s) information (one or more EES information) in the service provisioning response along with the bundle EAS information.
If the service provisioning notification contains a list of ECS configuration information, the EEC may initiate service provisioning procedure with one or more ECS(s) provided in the notification. If the UE is roaming to a V-PLMN and the ECS configuration information includes V-PLMN ID in the list of Supported PLMN ID(s), the EEC establishes a PDU session with the V-PLMN to access the ECS in the visited network as specified in 3GPP TS 23.548 [20].
If the EDN configuration information in the service provisioning notification includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area, which can be discovered using the UE Registration Procedure. 
If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively.
NOTE 4:	Even after the EEC establishes a connection to the EES using information received in step 2, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.501 [2] clause 5.6.7.

	* * * Next Change * * * *	
[bookmark: _Toc131200690][bookmark: _Toc132040277]8.3.3.3.2	Service provisioning request
Table 8.3.3.3.2-1 describes the information elements for service provisioning request from the EEC to the ECS. 
Table 8.3.3.3.2-1: Service provisioning request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Information about services the EEC wants to connect to, as described in Table 8.2.2-1.

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.
When requesting service provisionjing for T-EES discovery, if the EEC requires that T-EES must support "EEC executed ACR via T-EES" scenario, then EEC includes only "EEC executed ACR via T-EES" in this IE

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Connectivity information
	O
	List of connectivity information for the UE, e.g. PLMN ID, SSID.

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	ECSP identifiers
	O
	The list of desired EES provider IDs, by the EEC.



Editor's Note: it is FFS how EEC context pull request will work if S-EES does not support "EEC executed ACR via T-EES" scenario.
Editor's Note: [SA3] Whether the EECID and the UE ID included in request of EDGE-1 & 4 interactions is part of the security credential is SA3's responsibility.
[bookmark: _Toc131200692]	* * * Next Change * * * *	
[bookmark: _Toc57673553][bookmark: _Toc131200772][bookmark: _Toc132040278]8.5.2.2	Request-response model
Pre-conditions:
1.	The EEC has received information (e.g. URI, IP address) related to the EES;
2.	The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.11; and
3.	The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.5.2.2-1: EAS Discovery procedure
1.	The EEC sends an EAS discovery request to the EES. The EAS discovery request includes the requestor identifier [EECID] along with the security credentials and may include EAS discovery filters and may also include UE location to retrieve information about particular EAS(s) or a category of EASs, e.g. gaming applications, or Edge Applications Server(s) available in certain service areas, e.g. available on a UE's predicted or expected route. The request may include an EAS selection request indicator or UE type.
2.	Upon receiving the request from the EEC, the EES checks if the EEC is authorized to discover the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. If UE's location information is not already available, the EES obtains the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.3. If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. 
When the bundle EAS information is provided, then;
-	If bundle EAS information includes EAS bundle identifier, the EES identifies all or part of the EAS(s) associated the same EAS bundle identifier.
-	If bundle EAS information includes a list of EASIDs, the EES identifies the EASs which are all or part of the EAS bundle.
If the EEC indicates that service continuity support is required, the EES shall take the indication which ACR scenarios are supported by the AC and the EEC and which of these are preferred by the AC into consideration. The EES may select one EAS and determine whether to perform application traffic influence for this AC based on AC's service KPI or EAS’s service KPI in desired response time, when the EAS does not perform traffic influence in advance.
	When EAS discovery filters are not provided, then:
-	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;
-	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the EES is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
Upon receiving the request from the EEC, if the EEC does not indicate EAS Instantiation Triggering Suppress in the EAS Discovery request, the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.
Otherwise, upon receiving the request from the EEC, if the EEC indicates EAS Instantiation Triggering Suppress in the EAS Discovery request and the EES supports such capability, the EES may determine Instantiable EAS Information for EAS(s) that are instantiable but not yet instantiated and match the EAS discovery filter IEs. Instantiable EAS Information is provided in the EAS Discovery response and includes the EASID(s) and, for each EASID, the status indicating whether the EAS is instantiated or instantiable but not yet instantiated.
If the EEC provides in the EAS discovery request the EAS selection request indicator, the EES selects EAS satisfying the EAS discovery filter or based on other information (e.g. ECSP policy) as described above (if no EAS discovery filter received), and then provides the selected EAS information to the EEC in the discovered EAS list of EAS discovery response.
NOTE 4:	Without EAS selection request indication, the EES handling is as per R17 procedure.
3.	If the processing of the request was successful, the EES sends an EAS discovery response to the EEC, which includes information about the discovered EASs and Instantiable EAS Information. For discovered EASs, this includes endpoint information. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, ACR scenarios supported by the EAS, etc. The EAS discovery response may contain a list of EASs and Instantiable EAS Information. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC.
If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the EAS discovery request and respond with an appropriate failure cause.
	If the EEC is not registered with the EES, and ECSP policy requires the EEC to perform EEC registration prior to EAS discovery, the EES shall include an appropriate failure cause in the EAS discovery response indicating that EEC registration is required.
If the UE location and predicted/expected UE locations, provided in the EAS discovery request, are outside the Geographical or Topological Service Area of an EAS, then the EES shall not include that EAS in the discovery response. The discovery response may include EAS(s) that cannot serve the UE at its current location if a predicted/expected UE location was provided in the EAS discovery request. 
Upon receiving the EAS discovery response, if the EEC selects an EAS which is instantiated (i.e., an EAS profile was provided), the EEC uses the endpoint information for routing of the outgoing application data traffic to EAS(s), as needed, and may provide necessary notifications to the AC(s). The EEC may use the border or overlap between EAS Geographical Service Areas for service continuity purposes. The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.
Upon receiving the EAS discovery response, if the EEC selects an EAS which is not instantiated (i.e. an EAS profile is not provided), the EEC sends the EAS information provisioning request indicating the selected EASID as in clause 8.15.
NOTE 5:	Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the EES for changes of EAS information due to EAS status change) or the cached EAS Profile can be invalidated due to new EAS information discovery (e.g. due to UE mobility). The EEC can update or invalidate the cached EAS information (e.g. on PDU Session Release or Modification Command).
NOTE 6:	The AC can cache the EAS information (e.g. EAS endpoint) for subsequent use. In the case of the cached information needing to be updated or invalidated, the mechanisms for the EEC to notify the AC is up to implementation and is not specified in the current release of the present document.
NOTE 7:	The EEC can use the EAS information provided by the discovery procedure to perform service continuity planning, for example when ultra-low latency ACR is required.
If the EAS discovery request fails, the EEC may resend the EAS discovery request, taking into account the received failure cause. If the failure cause indicated that EEC registration is required, the EEC shall perform an EEC registration before resending the EAS discovery request.
NOTE 8:	As long as a proper EAS (e.g. considering expected AC service KPIs included in EAS discovery request) is discovered and selected by the EES, EEC of a constraint UE can stop sending EAS discovery to rest candidate EES(s), and provide the selected EAS information to AC.

	* * * Next Change * * * *	
[bookmark: _Toc57673569][bookmark: _Toc131200783][bookmark: _Toc57673620][bookmark: _Toc131200832][bookmark: _Toc132040279]8.5.3.4	EAS discovery subscription request
Table 8.5.3.4-1 describes the information elements for EAS discovery subscription request from the EEC to the EES. 
Table 8.5.3.4-1: EAS discovery subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Event ID
	M
	Event ID:
- EAS availability change
- EAS dynamic information change

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address
	O
	The Notification target address (e.g. URL) where the notifications destined for the EEC should be sent to.

	EAS discovery filters
	O
	Set of characteristics to determine matching EASs (as detailed in Table 8.5.3.2-2).
Applicable for "EAS availability change" event

	EAS dynamic information filters
	O
	List of dynamic information changes (as detailed in Table 8.5.3.4-2) about EAS, the EEC is interested in.
Applicable for "EAS dynamic information change" event

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	EAS Instantiation Triggering Indication
	O
	Indicates to the EES that EAS instantiation triggering may be performed for the current request if needed.



Editor's note: Alignment of "EAS Instantiation Triggering Indication" IE with the EAS discovery request procedure is FFS.
Table 8.5.3.4-2: EAS dynamic information filters
	Information element
	Status
	Description

	List of dynamic information filters 
	M
	List of EAS dynamic information required by the EEC per EAS.

	> EASID
	M
	Identifier of the EAS

	> ACIDs
	O
	Flag to notify change in list of ACIDs served by the EAS

	> EAS Description
	O
	Flag to notify change in description of the EAS.

	> EAS Endpoint
	O
	Flag to notify change in EAS endpoint

	> EAS Features
	O
	Flag to notify any change in features provided by the EAS

	> EAS Schedule
	O
	Flag to notify change in availability schedule of the EAS (e.g. time windows)

	> EAS Service Area
	O
	Flag to notify change in change in geographical service area that the EAS serves

	> EAS Service KPIs
	O
	Flag to notify change in characteristics of the EAS.

	> EAS Status
	O
	Flag to notify change in the status of the EAS (e.g. enabled, disabled, etc.) 

	> Service continuity support
	O
	Flag to notify change in EAS support for service continuity.



	* * * Next Change * * * *	
8.6.3.2.2	Subscribe
Figure 8.6.3.2.2-1 illustrates the subscribe operation between the EAS and the EES for ACR management event notifications.


Figure 8.6.3.2.2-1: ACR management event API: Subscribe operation
1.	The EAS sends ACR management event subscribe request (e.g. tracking the UE's user plane path change continuously). The EAS shall include UE Identifier or UE group Identifier for "user plane path change", "ACR monitoring" and "ACR facilitation" events.
a.	The EAS may include the "user plane path change" event to indicate the EES to notify the EAS when the EES detects there is a user plane path change for the application traffic and the EAS may include Subscription Type (Early and/or Late notification defined in clause 5.6.7 of 3GPP TS 23.501 [2]) and/or Indication of EAS Acknowledgement in the event subscription. 
b.	The EAS may include the "ACR monitoring" event to indicate the EES to notify the EAS when the EES detects there is a need for the ACR (e.g. when T-EAS is available at the target DNAI). The EAS may also include the Event Filters to specify the conditions to match for notifying the event, e.g., inter-EDN mobility, intra-EDN mobility.
c.	The EAS may include the "ACR facilitation" event to request the EES to make the decision for ACR, discover the T-EAS(s), influence the traffic for the selected T-EAS and notify the S-EAS of the selected T-EAS. If required, the EAS can add an indication to request service continuity planning.
d.	The EAS may include the "ACT start/stop" event to indicate the EES to notify the EAS of the need for start or stop ACT to or from another EAS for a particular UE. The EES may also use "ACT start" event to notify the EAS of the ACR parameters.
e.	The EAS may include the “ACR Selection” event to indicate the EES to notify the EAS of the selected ACR scenario list applicable to ACs using the EAS.
2.	The EES checks if the EAS is authorized for this operation.
If authorized, and if the subscription in step 1 includes at least one of the "user plane path change", "ACR monitoring" and "ACR facilitation" events, the EES may invoke the PFD management procedure with the 3GPP Core Network as described in 3GPP TS 23.682 [10] and 3GPP TS 23.502 [8] with an application id. The traffic filter information sent by the EAS is used in requesting PFD management service. Further the EES provides the same application id for requesting user plane path management event service.
NOTE 1:	PFD management can be optionally supported in MNO. If EES cannot invoke step 2a, it responds EAS with appropriate error.
NOTE 2:	The EES can map the EASID into the application id that is used to invoke the PFD management procedure. Then the EES checks if there exists a subscription with the 3GPP core network for the user plane path management event notifications corresponding to the UE information obtained in step 1 as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3], which may be triggered by other EAS for the same UE. The EES checks the availability of the user plane path management event service for the UE.
a.	if a subscription with 3GPP core network does not exist, then the EES subscribes with the 3GPP core network (PCF, NEF or SCEF+NEF) for the user plane path management event notifications of the UE as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3] If the EAS provides Subscription Type and/or Indication of EAS Acknowledgement, the EES include the type of subscription and/or the indication of "AF acknowledgement to be expected" as information on AF subscription to corresponding SMF events within the AF Request;
b.	if a subscription with 3GPP core network exists, then the EES uses the locally cached user plane path management event notification information of the UE to respond to the EAS.
	The EES stores the subscription related to the EAS.
3.	If the event is "user plane path change", the EES may subscribe to UE expected behaviour analytics (UE mobility and UE communication) for the group of UEs as described in 3GPP TS 23.288 [18].
4.	If EAS is authorized, the EES responds with ACR management event subscribe response. If EAS is not authorized, the EES provides a rejection response with cause information.
	If the target UE and the 3GPP network support mobility between 5GC and EPC, the EES monitors the availability of the user plane path management event notification from the 3GPP network by utilizing Nnef_APISupportCapability or Availability of service APIs event notifications provided by the CAPIF core function.

	* * * Next Change * * * *	
[bookmark: _Toc131200838][bookmark: _Toc132040280]8.6.3.3.2	ACR management event subscribe request
Table 8.6.3.3.2-1 describes the information elements for an ACR management event subscribe request from the EAS to the EES. 
Table 8.6.3.3.2-1: ACR management event subscribe request
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	Security credentials
	M
	Security credentials of the EAS

	UE ID (NOTE 1)
	O
	The identifier of the UE (i.e. GPSI or identity token)

	UE Group ID (NOTE 1)
	O
	Identifies a group of UEs (i.e. internal group ID or external group ID)

	Event ID(s)
	M
	Event ID:
- user plane path change
- ACR monitoring 
- ACR facilitation
- ACT start/stop

	Indication of service continuity planning 
	O
	Indicates that whether the service continuity planning is required i.e. whether EES shall monitor UE entering the predicted location. 

	Traffic filter information
	O
	The traffic filter information includes IP flow description, domain description (domain name, applicable protocol and matching criteria) or URI.

Applicable for the "user plane path change" event, the "ACR monitoring" event and "ACR facilitation" event.

	Event Report (NOTE 2)
	O
	Event Reporting Information as specified in 3GPP TS 23.502 [3]

	Notification Target Address
	M
	Notification Target Address of the EAS where the notification is to be sent by the EES

	Type of subscription
	O
	Indicates Early and/or Late notification to inform if the notification needs to be received before and/or after UP path configuration. Applicable for the "user plane path change" event.

	Indication of EAS acknowledgement
	O
	This IE indicates the EES to include indication of "AF acknowledgement to be expected" within the AF request for subscribing UP path management events to 3GPP network and that the EAS will provide an acknowledgement as a response for the notifications of UP path management events to the EES. Applicable for the "user plane path change" event.

	Event Filter
	O
	Event filter as specified in 3GPP TS 23.501 [2]

	EAS characteristics for ACR
	O
	Set of characteristics to determine required EAS as detailed in Table 8.5.3.2-2.
Applicable for the "ACR monitoring" event and "ACR facilitation" event.

	NOTE 1:	Either UE ID or UE Group ID shall be provided if the Event ID(s) includes any of the "user plane path change", "ACR monitoring" and "ACR facilitation" events. UE ID or UE Group ID are not applicable to "ACT start/stop" event.
NOTE 2:	This IE shall be present if the Event ID(s) includes any of the "user plane path change", "ACR monitoring" and "ACR facilitation" events. This IE is not applicable to "ACT start/stop" event.



Editor's note:	Whether all ACR management events need service continuity planning indication is FFS.

	* * * Next Change * * * *	
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Figure 8.6.5.2-1 illustrates the interactions between the EES and the EAS. 
Pre-conditions:
1.	The EAS or EEC is authorized to discover and to use UE Identifier API provided by the EES.
[bookmark: _Hlk124866971]2.	When the EEC is used to invoke the UE Identifier API with the UE IPv6 address as the input parameter, the UE IPv6 address may or may not be NATed. If NATed however, the IPv6 may not be reused (i.e. assigned to more than one UE simultaneously). If the EEC already has the UE ID (GPSI as per clause 7.2.6), and it needs the Edge UE ID to share with an AC/EAS, this procedure can still be used to retrieve Edge UE ID. 
3.	EAS is considered an AF behind EES (as another AF) and EES is authorized to pass EAS ID instead of its own AF ID when it needs to interact with the NEF’s Nnef_UEId_Get (as per TS 23.502 clause 4.15.10 "AF specific UE ID retrieval").
Editor's note:	[SA3] [SA2] Check pre-condition #3 to ensure EES is Ok to pass on EAS ID in NEF’s Nnef_UEId as opposed to its own AF ID.


Figure 8.6.5.2-1: UE Identifier API
1.	The EAS or EEC invokes UE Identifier API exposed by the EES. If it is the EAS invoking the API and it recognizes that the UE’s IP address is a public IP address, i.e., the UE is behind a NAT, the Port Number and associated IP address should be included in user information.
2.	The EES uses the received user information in the step 1 (e.g. IP address) and obtains the UE identifier by interacting with NEF as specified in clause 4.15.10 of 3GPP TS 23.502 [3].
3.	The EES provides the UE identifier to the EAS or to EEC (i.e. whichever invoked the API). The UE identifier returned in the response which is referred to as UE ID may be the 3GPP Core Network assigned UE ID (aka AF-sepecific UE ID; see TS 23.502 clause 4.15.10) or the EES-generated Edge UE ID as defined in clause 7.2.9x. If UE ID is included in the request received from EEC (GPSI as per clause 7.2.6), the EES can provide the Edge UE ID based on the received UE ID and step 2 can be skipped.
Editor's note:	[SA3] Whether and how user's consent is obtained to share the UE identifier with a particular EAS or EEC is SA3's responsibility.
4.	The EAS uses the UE ID received in step 3 to invoke capability exposure API(s) provided by the EES over EDGE-3 and/or EDGE-7 depending on the UE ID type.
NOTE:	UE ID of type CN-assigned can be used over EDGE-3 and EDGE-7 whereas the UE ID of type EES-generated Edge UE ID can be used over EDGE-3 only. 

	* * * Next Change * * * *	
[bookmark: _Toc131200879][bookmark: _Toc132040282]8.6.5.3.2	UE Identifier API request
Table 8.6.5.3.2-1: UE Identifier API request
	Information element
	Status
	Description

	User information (see NOTE 1) (see NOTE 3)
	O
	Information about the User or UE available in the EAS or EEC, e.g. IP address.

	UE ID
(see NOTE 2) (see NOTE 3)
	O
	UE ID in the form of GPSI as per clause 7.2.6. 

	EAS ID list
	O
	Identifier of the EAS(s) for which the UE IDs are requested for by EAS or EEC given the User information (e.g. IP address). If EAS ID list is not provided, it shall be interpreted by EES that EEC is requesting the UE ID for its own use (hence EES shall use its own AFId towards NEF).

	EAS Provider ID
	O
	Identifier of the ASP that provides the EAS.

	Security Credentials
	M
	Security credentials of the EAS or EEC.

	NOTE 1:	When EEC invokes the API, if available, this IE contains both UE’s private IPv6 address (due to the existence of NAT66) and UE’s private IPv4 address. When EAS invokes the API, it may recognize the UE IP address is a public IP address different from the actual UE IP address (private IP address), i.e., the UE is behind a NAT, and should therefore include the Port Number and associated IP address as part of the User information.
NOTE 2:	This IE is used when invoked by the EEC and if the EEC hasve the UE ID already in a form not desired to be shared with the EAS. 
NOTE 3:	At least one of them shall be present.



Editor's Note: [SA3] Whether the EAS ID and the EAS Provider ID are part of the security credential is SA3's responsibility.
Editor's Note: [SA3] It is FFS whether the IP address (i.e. User information) provided in the request can be verified that is indeed the UE’s and whether the UE provided information (IP Address) can be trusted. 
Editor's Note: It is FFS to determine if EASID (clause 7.2.4) definitions need to be updated in order to be consistent with its use (as per EAS ID list IE) as an AF ID in UE Identifier API.  

	* * * Next Change * * * *	
[bookmark: _Toc131200909][bookmark: _Toc132040283]8.6.7.2	Procedure
Figure 8.6.7.2-1 illustrates the procedurce of application traffic influence trigger from EAS. 
[image: C:\Users\cmcc\AppData\Local\Temp\ksohtml23556\wps5.jpg]
Figure 8.6.7.2-1: Application traffic influence trigger from EAS
1.	The EAS sends an EAS traffic influence request.
2.	The EES performs an authorization check to verify whether the EAS has the authorization to request application traffic influence.
3.	Upon successful authorization, the EES includes target DNAI, traffic descriptor information and N6 routing information at target DNAI in the Nnef_TrafficInfluence_Create/Update Request to the NEF, or Npcf_PolicyAuthorization_Create/Update Request to the PCF, to influence the traffic for EAS as described in 3GPP TS 23.501, clause 5.6.7.1.
4.	The EES sends the EAS traffic influence response.

	* * * Next Change * * * *	
[bookmark: _Toc131200912][bookmark: _Toc132040284]8.6.7.3.2	Application traffic influence trigger from EAS request
Table 8.6.7.3.2-1: application traffic influence trigger from EAS request
	Information element
	Status
	Description

	EASID
	M
	Identifier of the EAS

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Target UE Identifier(s)
	M
	Indicates the target UE(s) or any UE.



	* * * Next Change * * * *	
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ACR functionality can be implemented flexibly, and may be focused either in the EEC or in the EAS/EES. The scenarios in this clause are different with regards to 
a)	whether the EEC is involved in the detection phase and decision phase or detection and decision involve the S-EAS or S-EES only;
b)	whether T-EAS discovery is performed between EEC and T-EES or between S-EES and T-EES;
c)	whether the EEC sends an Application Context Relocation Request towards the S-EES, the T-EES or none at all; and
d)	whether the Application Context is pushed from the S-EAS to the T-EAS or pulled by the T-EAS from S-EAS.
Generally, AC, EEC, EES and EAS implementations will support only a subset of these scenarios; therefore, during EAS discovery and T-EAS discovery the S-EES and T-EES shall take the ACR scenarios supported by the AC and EEC and any preferences indicated by the EEC for specific ACR scenarios into account when identifying the EAS(s) for the EAS discovery response, as specified in clause 8.5.2.2 and clause 8.8.3.2, or for the EAS discovery notification, as specified in clause 8.5.2.3.3.
Furthermore, when the EEC performs EAS discovery or T-EAS discovery, the EES or T-EES shall inform the EEC about the ACR scenarios which are supported by the EAS or T-EAS, respectively.
The EEC shall take the information about supported ACR scenarios provided by the ECS, S-EES and T-EES into account when selecting an EES for EAS discovery or T-EAS discovery, respectively, and when selecting an EAS for edge services.
For clarity of description, scenarios in clauses 8.8.2.2, 8.8.2.3, 8.8.2.4, 8.8.2.5 and 8.8.2.6 describe the relocation of a single application context to a new EAS. Multiple ACs can be active in the UE and relocation can be executed for each AC (or group of ACs) that requires service continuity.
For each of the scenarios in clauses 8.8.2.2, 8.8.2.3, 8.8.2.4, 8.8.2.5 and 8.8.2.6, ACR for one or more ACs can result in the same EEC receiving services from more than one EES, which have the registration for the required EASs that can serve the ACs. In scenarios described in clause 8.8.2.4 and clause 8.8.2.5, a successful EEC context relocation procedure enables the EEC to become implicitly registered to the target EES without the EEC sending an EEC registration request.
If selected ACR scenario list exists, the ACR scenarios are initiated based on this list.
NOTE:	Details about overlapping of service continuity scenarios are provided in clause 8.x.15.
	* * * Next Change * * * *	
[bookmark: _Toc132040286]8.8.2.6	EEC executed ACR via T-EES
In this scenario, the EEC is triggered as a result of the UE's movement as described in 8.8.1.1 or by an AC as described in clause 8.14.2.4. Figure 8.8.2.6-1 illustrates the EEC executing ACR via the T-EES.
Pre-condition:
1.	The EEC has the S-EAS information that serves the AC.


Figure 8.8.2.6-1: EEC executed ACR via T-EES
Phase I: ACR Detection
1.	The EEC detects that ACR may be required as described in clause 8.8.1.1. The EEC may detect that ACR may be required for an expected or predicted UE location in the future as described in clause 8.8.1.1.
Phase II: ACR Decision
2.	The EEC decides to proceed with required procedures for ACR. If the EEC has received information of on-going ACR, then it should not initiate an ACR with the same ACR identity uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint again per clause 8.8.3.5.3.
NOTE 1:	If supported, the AC can be involved in the decision. It is out of scope of the present document how the AC is involved.
Phase III:	ACR Execution
3.	The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3. When in step 1 the ACR for service continuity planning is triggered, then the Connectivity information and UE Location used in the service provisioning procedure contain the expected Connectivity information and expected UE Location. If the UE is within the service area of the T-EES, upon selecting the T-EES the UE may need to establish a new PDU connection to the target EDN. If EEC registration configuration for the T-EES indicates that EEC registration is required, the EEC performs registration with the selected T-EES as specified in clause 8.4.2.2.2. The EEC performs EAS Discovery with the T-EES per clause 8.5.2.
When in step 1 the ACR for service continuity planning is triggered, and the "General context holding time duration" is included in the replied EAS discovery response, the EEC can make ACR request before it reaches respective T-EAS service area within the time period indicated by the IE.
NOTE 2:	Several EEC registrations with different EESs may result from T-EAS discovery process during a single ACR operation. 
4.	The EEC performs ACR launching procedure (as described in clause 8.8.3.4) to the T-EES with predicted/expected UE location or Expected AC Geographical Service Area, the ACR action indicating ACR initiation and the corresponding ACR initiation data (with the need to notify the EAS). When the T-EES receives the predicted/expected UE location or Expected AC Geographical Service Area from the EEC, then the T-EES will determine to monitor the UE mobility. If the received ACR initiation request contains an EEC context ID and the S-EES Endpoint, the T-EES performs an EEC Context Pull relocation (clause 8.9.2.2). The T-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable). Then the T-EES sends the ACR management notification with "ACT start" event message to the T-EAS, the T-EES includes indication of service continuity planning if the T-EES determines to monitor UE mobility during post-ACR phase. If the ACR request in ACR launching procedure includes ACR parameters, e.g. Prediction expiration time, the T-EES includes the ACR parameters in the notification to T-EAS. The EEC also subscribes to receive ACR information notifications for ACR complete events from the T-EES, as described in clause 8.8.3.5.2.
5.	The T-EAS initiates ACT between the S-EAS and the T-EAS. This process is out of scope of the present specification.
When in step 1 the ACR has been triggered for service continuity planning, if the UE does not move to the predicted location the EEC does not connect to T-EES, the AC does not connect to the T-EAS. Post-ACR Clean up is skipped.
NOTE 3:	The S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and T-EAS whether and how to make such a decision.
NOTE 4:	When in step 1 the ACR has been triggered for service continuity planning, Post-ACR Clean up is performed after the UE moves to the expected location if it is the EAS monitoring whether the UE moves to the predicted/expected location.
Phase IV:	Post-ACR clean up
6.	The T-EAS sends the ACR status update message to the T-EES as specified in clause 8.8.3.8. If the status indicates a successful ACT, and that the EEC Context relocation procedure was attempted but failed, then the T-EES indicates the failure to the T-EAS with the ACR status update response. 
NOTE5:	If the EDGE-3 subscription initialization result indicates failure, then the EAS can perform the required EDGE-3 subscriptions at the T-EES.
7.	The T-EES immediately sends the ACR information notification (ACR complete) message to the EEC as described in clause 8.8.3.5.3 for non planning case. For the service continuity planning case, if it is EES monitors the UE mobility, then only when T-EES detects the UE has moved to the predicted/expected UE location or Expected AC Geographical Service Area and the status in step 12 indicates a successful ACT, then the S-EES sends ACR information notification (ACR complete) message to the EEC indicating that UE has moved to the predicted location when the ACR type is service continuity planning. If the EEC Context relocation procedure was attempted, then the notification includes EEC context relocation status IE, indicating the result of the EEC context relocation procedure. If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC may perform the required EDGE-1 operations such as create subscriptions at the T-EES.

If the procedure fails after step 4, it will be terminated with an appropriate cause in the ACR information notification to the EEC in step 7. The EEC may then proceed attempting to obtain services from the T-EAS discovered in step 3 without service continuity support. Alternatively, the EEC may resume the present procedure starting with step 4 and selecting a different T-EES discovered in step 3 with EAS service continuity support.
NOTE 6:	The support of ACR between EDNs operated by different ECSPs is dependent on business agreement between the ECSPs.

	* * * Next Change * * * *	
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Figure 8.8.3.2-1 illustrates the procedure for fetching T-EAS information. This procedure may be utilized by a S-EAS, which undertakes the transfer of application context information to a T-EAS directly, or can be invoked by the S-EES itself on deciding to execute ACR.
Pre-conditions:
1.	Information related to the EES is available with the S-EAS, if the procedure is triggered by the S-EAS.


Figure 8.8.3.2-1: Discover T-EAS
1.	The S-EAS sends the EAS discovery request to the S-EES or the S-EES decides to execute the ACR. The EAS discovery request from the S-EAS includes the requestor identifier [EASID] along with the security credentials and includes EAS discovery filter matching its EAS profile. If target DNAI is available at the S-EAS via User Plane Path change event, the S-EAS provides the S-EES with the target DNAI. The S-EAS also includes an EAS service continuity support indicator indicating that the S‑EAS decided ACR according to clause 8.8.2.4 is to be used for the ACR.
NOTE 1:	The trigger condition to invoke the Discover T-EAS API is up to application service logic, which is out of scope of this specification.
2.	If the request is received from the S-EAS, the S-EES checks whether the requesting EAS is authorized to perform the discovery operation. If the UE location is not known to the S-EES or provided by the S-EAS request, then the S-EES may interact with 3GPP core network to retrieve the UE location. If the S-EES decided to execute the ACR or when the requesting EAS is authorized, the S-EES checks if there exists a T-EAS information (registered or cached) that can satisfy the requesting EAS information, additional query filters and the Expected AC Service KPIs and the Minimum required AC Service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1. If the S-EES finds the T-EAS(s) in the cached or registered information, the flow either continues with step 5 for the S-EAS triggered discovery or stops for the S-EES decided ACR execution, else the S-EES retrieves the T-EES address from the ECS as specified in clause 8.8.3.3 and continues with step 3.
3.	The S-EES invokes the EAS discovery request on the T-EES retrieved from the ECS. The EAS discovery request includes the requestor identifier [EESID] along with the security credentials and includes EAS discovery filter. In the EAS discovery filter, the S-EES may include the Expected AC Service KPIs and the Minimum required AC Service KPIs if received from the EEC during the EAS discovery or from the S-EAS in step 1.
	The S-EES also includes the EEC service continuity support indicator received from the EEC during EAS discovery. If in step 1 the S-EES received an EAS service continuity support indicator from the S-EAS, then the S-EES includes this EAS service continuity support indicator and its own EES service continuity support indicator indicating the ACR scenarios supported by the EES. If in step 1 the S-EES decided to execute the ACR, the S-EES includes the EAS service continuity support indicator received from the S-EAS during EAS registration and includes an EES service continuity support indicator indicating that the S‑EES executed ACR according to clause 8.8.2.5 is to be used for the ACR.
Upon receiving the request, the T-EES may trigger the EAS management system to instantiate the T-EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.
4.	The T-EES discovers the T-EAS(s) and responds with the discovered T-EAS information to the S-EES. To filter T-EAS(s), the T-EES utilizes the discovery filters (e.g. Expected AC Service KPIs and the Minimum required AC Service KPIs) and the indications which ACR scenarios are supported by the AC, the EEC, the S-EES and the S-EAS. If T-EES gets the Expected AC service KPIs or the Minimum required AC Service KPIs, the T-EES may collect Edge load performances from ADAES or OAM to find T-EAS(s) that satisfies the Expected AC service KPIs or the Minimum required AC Service KPIs. The S-EES may cache the T-EAS information.
NOTE 2:	The Edge load performance can be either statistics or prediction.
Editor's Note: The EES uses local policies to determine the use of statistics or prediction for evaluating KPIs. It is FFS whether the EES may also use request information to make this determination.
5.	If the request was received from the S-EAS, the S-EES responds to the S-EAS with the discovered T-EAS Information.
8.8.3.3	Retrieve T-EES procedure
Figure 8.8.3.3-1 illustrates the procedure for the S-EES to retrieve the T-EES information from the ECS.
Pre-condition:
1.	The S-EES has been pre-configured with the address of the ECS; and
2.	The AC at the UE already has on-going application traffic with the S-EAS.


Figure 8.8.3.3-1: Retrieve T-EES procedure
1.	The S-EES sends the Retrieve EES request (UE location information or UE identity, EASID of the S-EAS, target DNAI and UE connectivity information) to the ECS in order to identify the T-EES which has an EAS available to serve the given AC in the UE.
2.	If the request contains the UE identity (e.g. GPSI) but the UE location is not known to the ECS, then the ECS interacts with 3GPP core network to retrieve the UE location. The ECS determines T-EES(s) as per the parameters (e.g. EASID, target DNAI) in the request and the UE location information.
If the ECS does not identify any suitable EES(s) based on EDN configuration available at the ECS and UE’s location, the ECS determines a partner ECS that may satisfy the requirements. Based on ECSP policy, the ECS may use preconfigured or OAM configured information about the partner ECSs or ECS discovery via ECS-ER as specified in clause 8.17x.2.3 or both.
If required by the ECSP policies, the ECS may use service provisioning information retrieval procedure as specified in clause 8.17X.2.4 to obtain serivice provisioning information from the partner ECS.
3.	The ECS sends the Retrieve EES response. If the ECS has determined the EDN configuration information, the retrieve EES response includes the list of EDN configuration information to the S-EES. The list of EDN configuration information includes the EDN details with the endpoint information of T-EES(s) as described in table 8.3.3.3.3-2. If the ECS has determined suitable partner ECS(s) instead, the retrieve EES response includes a list of ECS configuration information.
If the retrieve EES response contains a list of ECS configuration information, the S-EES may initiate retrieve T-EES procedure with one or more ECS(s) listed in the retrieve EES response.
NOTE:	The Retrieve EES request initiated by the S-EES can be restricted only to its registered ECS.
[bookmark: _Toc57673698][bookmark: _Toc131200944][bookmark: _Toc132040288]8.8.3.4	ACR launching procedure
Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC or the S‑EAS. 
If this procedure is triggered by the EEC, depending on the ACR action indicated in the ACR request, the procedure is used for ACR initiation, ACR determination or ACR modification which is described in clausue 8.8.1.4. The procedure of the ACR initiation can be re-sent as described in clause 8.8.1.3 to cancel an ACR.
If this procedure is triggered by the S‑EAS, the procedure is used for ACR determination.
Pre-condition:
1.	The EEC has been authorized to communicate with the EES as specified in clause 8.11, if the procedure is triggered by the EEC; and 
2.	Information related to the S‑EES is available with the S-EAS, if the procedure is triggered by the S‑EAS.


Figure 8.8.3.4-1: ACR launching procedure
1.	The EEC or the S‑EAS sends an ACR request message to the EES in order to start ACR. The ACR request message may include Predicted/Expected UE location or Expected AC Geographical Service Area to indicate that the EES should detect whether the UE has moves to the Predicted/Expected UE location or Expected AC Geographical Service Area or not in ACR clean-up phase. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the S‑EAS, the ACR request message is only for ACR determination.
An ACR request for ACR initiation sent by the EEC:
-	includes an indication of whether the EEC requests the EES to perform EAS notification; and
-	provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501 [2].The EEC sent ACR request for ACR initiation shall include the simultaneous EAS connectivity information in service continuity (see table 8.8.4.4-1) if previously received as part of the AC profile.
An ACR request for ACR determination sent either by the EEC or the EAS informs the EES that the need for ACR has been detected by the requestor.
An ACR request for ACR modification sent by the EEC:
-	includes IDs to identify the ACR that is requested to be modified; and
-	includes the ACR parameters to be modified.
2.	The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations.
If the request in step 1 is for ACR initiation:
-	the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and
NOTE:	The simultanenous EAS connectivity information sent by EES is used to maintain both S-PSA and T-PSA in supporting simultaneous connectivity with both S-EAS and T-EAS during the service continuity as described in clause 6.3.4 of 3GPP TS 23.548 [20].
Editor's note:	Since the 3GPP CN only supports simultaneous PSA connectivity in SSC mode 3 or session breakout, it is FFS whether EES should firstly know PDU session capability before invoking AF traffic influence API.
-	if the EAS notification indication in ACR initiation data is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS indicated in the ACR initiation data about the need to start ACR by sending an ACR management notification for the "ACT start" event, as described in clause 8.6.3.
If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.
If the request in step 1 includes Previous T-EAS Endpoint:
-	if the previous EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the cancellation of the ACR with the previous T-EAS by sending an ACR management notification for the "ACT stop" event, as described in clause 8.6.3.
-	The EAS will inform the remote EAS about application context cancellation, which is outside the scope of this specification. The T-EAS sends the ACR status update message to the T-EES which will include failed result with an appropriate cause indicating the reason for the failure.
If the request in step 1 is for ACR modification:
-	the EES identifies the ACR to be modified based on the ID parameters in the request in step 1. If the request in step 1 is to the S-EES, the S-EES performs the ACR parameter information procedure as described in clause 8.8.3.9. If the request in step 1 is to the T-EES, and if the T-EAS has subscribed to receive ACR notifications, the T-EES shall notify the T-EAS by sending an ACR management notification, with "ACT start" event including ACR parameters from the request in step 1, e.g. Prediction expiration time.
3.	The EES responds to the requestor's request with an ACR response message.
In case of re-sending ACR initiation, if serving EES was changed and EEC context was relocated, the T-EES can clean up any relocated EEC context either indicated in the re-sent ACR request for scenario described in clause 8.8.2.6 or upon reception of the ACR status update with failed result from T-EAS for other scenarios.

	* * * Next Change * * * *	
[bookmark: _Toc131200948][bookmark: _Toc132040289]8.8.3.5.3	Notify
Figure 8.8.3.5.3-1 illustrates the ACR information notification procedure between the EEC and the EES, which can be used by the EES to notify the EEC of the following:
-	target information, i.e. the details of the selected T-EAS and, if required, the selected T-EES, during ACR as described in clauses 8.8.2.4 and 8.8.2.5;
NOTE:	The T-EAS and T-EES information can be used to determine the PDU session(s) to provide connectivity to the T-EAS and the T-EES. If the ACR does not require change in EES, i.e. T-EES is same as S-EES, then the T-EES information can be skipped.
-	ACR complete events.
Pre-conditions:
1.	The EEC has subscribed with the EES for the ACR information as specified in clause 8.8.3.5.2.


Figure 8.8.3.5.3-1: ACR information notification
1.	An event (e.g. ACR complete, or Target information notification) occurs at the EES that satisfies trigger conditions for providing ACR information to a subscribed EEC.
2.	The EES sends an ACR information notification to the EEC with the ACR information determined in step 1. The ACR information notification may include ACID to indicate the application context relocation of the AC is complete. If the S-EES has received the successful EEC Context Push response from T-EES, along with registration ID and the registration expiration time in the EEC Context Push relocation procedure, then the ACR information notification towards EEC also includes the registration ID and registration expiration time under EEC context relocation status (for successful status). Upon receiving the target information notification to indicate start of the ACR execution, the EEC avoids triggering a second ACR execution for the same ACR identity (ACID, UE ID, S-EAS endpoint and T-EAS endpoint) until the current ACR execution is completed.
If during the ACR the EES has received the successful EEC Context Push response from the T-EES and the EEC Context Push response includes T-EES selected ACR scenario list in the EEC Context Push relocation procedure, then the ACR information notification towards the EEC includes the list from T-EES as the selected ACR scenario list under EEC context relocation status (for successful status). Upon receiving the ACR complete notification, if the selected ACR scenario list is not available (for successful status), the EEC may either select ACR scenario considering the supported ACR scenarios of AC, EEC, T-EES and T-EAS or request T-EES to select list of ACR scenarios as specified in clause 8.15.
After the ACR complete notification with successful ACR, if the ACR complete notification indicates that EEC context relocation has failed the EEC can trigger EAS Information provisioning procedure to perform a re-selection of the ACR scenarios. 
If EEC context does not exist, after the ACR complete notification with successful ACR, the EEC can trigger EAS Information provisioning procedure to select the ACR scenarios.
Editor's note: In order to start detect or decide, till how long the detection entity should wait for current ACR to complete, is FFS

	* * * Next Change * * * *	
[bookmark: _Toc131200959][bookmark: _Toc132040290]8.8.3.8	ACR status update procedure
Figure 8.8.3.8-1 illustrates the procedure for ACR status update, which is triggered by the S-EAS or the T-EAS. In the post-ACR clean up phase of service continuity scenarios described in clause 8.8.2, this procedure may be used by EAS to indicate the status of ACT to their registrar EESs; or used by the T-EAS to update the notification target address and allow the T-EES to indicate the status of EDGE-3 subscription relocation to the T-EAS including subscription ID update for EDGE-3 subscriptions; or both.
Pre-condition:
1.	The ACT procedure between the S-EAS and the T-EAS is either successfully completed or failed.


Figure 8.8.3.8-1: ACR status update procedure
1.	The EAS sends ACR status update request message to the EES, the request may include the ACT result (success or failure). When sent by the T-EAS, the request may include a list of EDGE-3 subscription ID(s) and Notification Target Address for which the T-EAS wants to update. In case of EELManagedACR, the ACT result is not included by the T-EAS.
2.	If the request is authorized by the EES, the EES processes the request. When sent by the T-EAS, if the EDGE-3 subscriptions are available in the T-EES or were successfully relocated during the EEC context relocation procedure, the T-EES updates the Notification Target Address if provided by the T-EAS and may update the list of EDGE-3 subscription ID(s) for the EDGE-3 subscriptions.
When the ACR status update request message of step 1 includes the ACT result, it shall also include the UEID and endpoint information of the other EAS involved in the ACT. The EES uses UEID and EAS endpoint information to identify the corresponding ACR. In cases where the ACT result indicates failure of the ACR (i.e. failure with a cause indicating cancellation of the ACR), the T-EES which receives the ACR status update request message removes the transferred EEC context.
3.	The EES responds with ACR status update response message to the EAS. If the EEC context has been established and during the ACR the T-EES has provided the Selected ACR Scenario list to the S-EES as a result of a successful push context response as per clause 8.9.2.3, after the successful ACR the T-EES updates the Session Context IE within the EEC Context in Table 8.2.8-1 by replacing Selected ACR scenario list with the Selected ACR Scenario list in the push context response. The T-EES may send the ACR Selection notification to the T-EAS if the T-EAS has subscribed to such a notification.
Editor's note: Potential changes to ACR scenarios is FFS.
NOTE:	If EES is not changed during ACR, the T-EES and S-EES are the same server. 
[bookmark: _Toc131200960]8.8.3.9	ACR parameter information procedure
Figure 8.8.3.9-1 illustrates the procedure for sending ACR parameters from S-EES to the T-EES and T-EAS. The procedure may be used by the S-EES at the beginning of the ACR execution to provide ACR parameters, e.g. prediction expiration time, to the T-EES and T-EAS. The procedure may also be used during an ongoing ACR to update ACR parameters.
Pre-condition:
1.	The ACR has been launched to the S-EES.


Figure 8.8.3.9-1: ACR parameter information procedure
1.	The S-EES sends the ACR parameter information to the T-EES. 
2.	The T-EES checks if the requestor is authorized for this operation. If authorized, the T-EES processes the request
3.	If the request is authorized and if the T-EAS has subscribed to receive ACR notifications, the EES shall notify the T-EAS by sending an ACR management notification, with "ACT start" event including ACR parameters from the request in step 1, e.g. Prediction expiration time.
4.	If the T-EAS had included indication of EAS Acknowledgement within ACR management subscribe request, the T-EAS sends EAS Acknowledgement as a response to the ACR management notification. The T-EAS can indicate the failure or rejection of the ACT or failure of usage of ACR parameters (e.g. prediction expiration time) in the Acknowledgement. 
Editor's note: Details on the Indication of EAS Acknowledgement and the information in the EAS Acknowledgement are FFS.
NOTE:	The T-EAS can use the ACR parameters to handle the ACR. For example, the T-EAS can consider prediction expiration time in deciding whether and for how long to wait for the AC of the UE to connect to it. If the ACT is performed, and the AC does not connect to the T-EAS by "Prediction expiration time", the EAS can send ACT failure with the appropriate cause to the EES. In that case, the T-EAS can delete the transferred application context.
5.	The EES responds to the requestor's request with an ACR parameter information response message.

	* * * Next Change * * * *	
[bookmark: _Toc131200965][bookmark: _Toc132040291]8.8.4.4	ACR request
Table 8.8.4.4-1 describes information elements for the ACR request sent either from the EEC to the S-EES or T-EES, or by the S-EAS to the S-EES. 
Table 8.8.4.4-1: ACR request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. EECID or EASID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	O
	Identifier of the EAS

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	Predicted/Expected UE location or Expected AC Geographical Service Area (NOTE 8)
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected Expected AC Geographical Service Area as described in clause 7.3.3.3

	ACID (NOTE 10)
	O
	The identifier of the AC.

	ACR action (NOTE 3)
	M
	Indicates the ACR action (ACR initiation, ACR determination or ACR modification)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> Previous T-EAS Endpoint (NOTE 7)
	O
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS of the previous ACR.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> Simultaneous  EAS connectivity information
	O
	Indicates if simultaneous EAS connectivity is needed and the inactive time guidance for keeping connectivity towards the S-EAS.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> Previous EAS notification indication (NOTE 7)
	O
	Indicates whether to notify the EAS about the cancellation of a previous ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	> ACR parameters (NOTE 9)
	O
	Parameters of the ACR

	>> Prediction expiration time 
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	> EEC context relocation details
	O
	Information required for EEC context relocation using the EEC context push or EEC context pull mechanisms.

	>> EEC Context ID (NOTE 5)
	O
	Identifier of the EEC Context 

	>> S-EES ID (NOTE 5)
	O
	Identifier of the EES that provided EEC context ID.

	>> S-EES endpoint (NOTE 5)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	>> T-EES ID (NOTE 6)
	O
	Identifier of the T-EES. 

	>> T-EES endpoint (NOTE 6)
	O
	The endpoint address (e.g. URI, IP address) of the T-EES. 

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	ACR modification data
(NOTE 2)
	O
	ACR modification IEs to be included in an ACR request message when ACR action indicates it is ACR modification request.

	> S-EAS Endpoint 
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the S-EAS.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> ACR parameters
	M
	ACR parameters

	>> Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	NOTE 1:	This IE shall be present if the EAS notification indication or previous EAS notification indication indicates that the EAS needs to be informed.
NOTE 2:	One of the ACR initiation, ACR determination or ACR modification shall be included corresponding to the ACR action.
NOTE 3:	This IE shall indicate ACR determination if the request originates from the S‑EAS.
NOTE 4:	Void.
NOTE 5:	This IE may be present only if the request originates from the EEC towards the T-EES.
NOTE 6:	This IE may be present only if the request originates from the EEC towards the S-EES.
NOTE 7:	These IEs shall be present when the EEC re-sends the ACR request as described in clause 8.8.1.3 to indicate a previous ACR is to be cancelled.
NOTE 8:	This IE may be present if the ACR procedure is for service continuity planning.
NOTE 9: 	This IE may be included when the ACR is decided and executed for service continuity planning for a predicted/expected UE location.
NOTE 10: The IE shall be present when the action is ACR modification to identity the ACR to be modified.



Editor's note: Additional ACR parameters, if required, are FFS.

	* * * Next Change * * * *	
[bookmark: _Toc131200969][bookmark: _Toc132040292]8.8.4.8	ACR information subscription request
Table 8.8.4.8-1 describes the information elements for ACR information subscription request from the EEC to the EES. 
Table 8.8.4.8-1: ACR information subscription request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID(s) 
	M
	The identifier of the EAS(s)

	ACID(s)
	O
(NOTE)
	The identifier of the AC(s)

	Event ID(s)
	M
	Event ID:
- Target information notification
- ACR complete

	Notification target address
	M
	Notification target address

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	[bookmark: OLE_LINK102][bookmark: OLE_LINK108]NOTE:	If ACID(s) IE is not included, it implies that the subscription corresponds to all ACs that can be served by the EAS(s) included the this message.




	* * * Next Change * * * *	
[bookmark: _Toc131200978][bookmark: _Toc132040293]8.8.4.17	Selected target EAS declaration request
Table 8.8.4.17-1 describes information elements for the selected target EAS declaration request sent from the S-EAS to the S-EES.
Table 8.8.4.17-1: Selected target EAS declaration request
	Information element
	Status
	Description

	UE ID
	M
	The identifier of the UE.

	Security credentials
	M
	Security credentials.

	Selected EAS ID
	M
	Selected EAS identifier.

	ACID
	O
	The identifier of the AC

	Selected EAS Endpoint
	M
	Endpoint of the selected EAS.

	Predicted/Expected UE location or Expected AC Geographical Service Area
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected Expected AC Geographical Service Area as described in clause 7.3.3.3




	* * * Next Change * * * *	
[bookmark: _Toc131200986][bookmark: _Toc132040294]8.8.4.25	ACR parameter information response
Table 8.8.4.25-1 describes information elements for the ACR parameter information response sent from the T-EES to the S-EES. 
Table 8.8.4.25-1: ACR parameter information response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the ACR parameter information was successful.

	Failure response (NOTE)
	O
	Indicates that the ACR parameter information failed.

	> Cause
	O
	Indicates the cause of ACR parameter information failure

	NOTE:	One of these IEs shall be present in the message.




	* * * Next Change * * * *	
[bookmark: _Toc54389558][bookmark: _Toc57673716][bookmark: _Toc131201047][bookmark: _Toc132040295]8.12.1	General
The EES may trigger the EAS instantiation dynamically due to e.g., EAS discovery request, EAS discovery subscription request, UE mobility, upon receiving EEC Registration request containing AC profile or upon receiving an EAS information provisioning request.
Upon receiving the EAS discovery request with EAS discovery filter from the EEC or the S-EES during the procedures for EAS discovery or ACR, the EES may fail to discover and select the EAS that matches the UE location and the requesting application characteristics specified in table 8.5.3.2-2 due to no EAS is available or instantiated. The EES may trigger the ECSP management system (which is specified in TS 28.538 [22]) to instantiate the EAS serving the AC in the EDN corresponding to the EAS that can be instantiable before returning the EAS information to the EEC or S-EES, based on the pre-configured dynamic EAS instantiation information about which EAS can be dynamically instantiated at the associated EDN. If EAS selection is performed by the EES, the selected EAS is dynamically instantiated if applicable.

Upon receiving one or more EAS discovery subscription request(s) for the availability of an EAS, EES may determine if there is a need for EAS instantiation based on the pre-configured information about instantiable EASs. If such a need for EAS instantiation determined, EES may send a report for a need of the EAS instantiation to the ECSP management system to consider instantiating the requested EAS by invoking an MnS API of the ECSP management system. When the requested EAS has been instantiated, the EES may obtain the EAS profile during the EAS registration procedure and notify the availability change event of the requested EAS with the EAS profile to the corresponding EECs via the EAS discovery notification proccedure as specified in the clause 8.5.2.3.
Upon receiving the EAS information provisioning request, the EES may trigger the EAS management system to instantiate the EAS in the EDN before returning the EAS information to the EEC.
NOTE 1:	The ECSP management system is responsible for the authorization of the dynamic EAS instantiation.
NOTE 2:	The ECSP management system can provide the pre-configured dynamic EAS instantiation information to the EES. Such a mechanism is out of scope of this release of the present document.
NOTE 3:	Dynamic EAS instantiation information at the EES is left implementation specific in this version of the specification.
NOTE 4:	When determining a need for EAS instantiation, EES can further consider the requested service characteristics (e.g. location, latency) by EEC or service load/capacity (e.g. number of service sessions) of EAS, which is upon implementation and out the scope of this specification.
Editor's note:	The MnS APIs for EAS instantiation request/notification should be provided by the ECSP management system, which is the scope of SA5.Editor's note: Relationship between "pre-configured information about instantiable EASs" and "instantiable EAS information" of the EES Profile needs to be established and consistent usage of these IEs is FFS.

	* * * Next Change * * * *	
[bookmark: _Toc131201090][bookmark: _Toc132040296]8.15.1	General
EAS information provisioning procedure allows the EEC to exchange information with the EES about selected EAS or ACR scenario selection.
When service continuity is required, service continuity scenarios may be combined to perform ACR detection in one or more of the EEC, the EES and the EAS; the related procedures are specified in clauses 8.15.2, 8.6.3 and referred to in clause 8.8.2. The selection of ACR scenario(s) may be performed by the EEC or the EES for a given AC and the selected EAS from the common supported ACR scenarios of AC, EEC, selected EES and selected EAS. The selection of ACR scenario(s) for each EAS in EAS bundles may be performed speparately by the EEC or the EES for a given AC and the selected EAS(s) in a bundle, based on the service continuity support by AC, EEC, EES and EAS(s). In addition, the EEC or EES can further determine the one or more ACR scenario(s) for the selected EAS based on the AC service KPI. 
Editor's Note:	It is FFS whether the ACR scenario selection for EAS bundles is needed to extend to multiple EES scenario, depending on the feedback from SA5.
NOTE:	How to select ACR scenario(s) at the EEC or EES considering AC service KPI is implementation specific.
Information about instantiable EAS may be provided to the EEC as in clause 8.3.3 and 8.5. Triggering the instantiation of an EAS by the EEC may be announced to the EES by including the selected EASID in the EAS information provisioning request without including the selected EAS endpoint.
The EAS information provisioning request types supported are:
[bookmark: _Hlk119501914]-	"ACR scenario selection announcement". Inform the EES about the EAS that has been selected by the EEC and may provide the selected ACR scenario list to the EES. For the EAS bundles scenario, the selected bundled EAS(s) and the selected ACR scenario list for EAS bundles by EEC are included and notified to the EES.
-	"ACR scenario selection request". Inform the EES to perform ACR scenario selection. For the EAS bundles scenario, the request may inform the EES to dertermine the ACR scenario list for EAS bundles.

	* * * Next Change * * * *	
[bookmark: _Toc128694822][bookmark: _Toc131201122][bookmark: _Toc132040297]8.17.2.4.2.2	Request-response model
Figure 8.17.2.4.2.2-1 illustrates service provisioning procedure based on request/response model.
Pre-condition(s):
1.	ECS has received a service provisioning request from an EEC or T-EES discovery request from an EES. 
2.	The ECS has the ECS configuration information of the partner ECS (e.g. through preconfiguration, OAM configuration or ECS discovery).


Figure 8.17.2.4.2.2-1: Service provisioning information retrieval – Request/Response
1.	The ECS sends a service provisioning information retrieval request to the partner ECS. The request contains security information of the ECS, Service Provisioning filters received from the EEC or the EES and UE’s current location. If the UE hosting the EEC is roaming in a V-PLMN (determined using the serving PLMN information in the received service provisioning request, or by interacting with the H-PLMN), then the service provisioning infrormation retrieval request includes the information of the serving PLMN i.e. the V-PLMN.
2.	The partner ECS authorizes the received request. If authorized, the partner ECS processes the request and gathers the provisioning information of the EDNs that can satisfy the query parameters received in step 1.
3.	The partner ECS sends a service provisioning information retrieval response to the ECS. The response includes provisioning information of the EDNs that can satisfy the query parameters received in step 1 and may include lifetime information. The ECS caches the received information for further use. If the Lifetime IE is included, then the ECS may reuse the retrieved information only for the duration specified by the Lifetime IE, without the need to repeat step 1.
NOTE:	Partner ECS can be a V-ECS based on the roaming status of the UE for which the service provisioning information is being retrieved.
Editor's note:	Information flows for service provisioning information retrieval is FFS. It is FFS whether this procedure and its information flows can be merged to the existing service procedure and flows.
Editor's note: Applicability of this procedure for federation is FFS.
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