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1. Introduction
This paper proposes to update regular transmission connection establishment procedure, to solve some unclear issues.
2. Reason for Change
In current regular transmission connection establishment procedure, there are some unclear issue needed to be clarified, as follows:
Issue#1: A VAL application identified by VAL service ID, may consist of multiple data type. For example, if the SEALDD layer is used to transmit data for gaming application, the data type includes chatting message, voice, video, etc. Different data type of VAL application may trigger SEALDD server to determine the corresponding QoS requirement.
Issue#2: For the SEALDD server provided connection information in regular connection response message, it is optional to respond to VAL server, if the SEALDD server determines to use the pull mode to obatin the content/data from the address provided by VAL server.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.433 v1.2.1.
* * * First Change * * * *

9.2.2.2
SEALDD enabled regular data transmission connection establishment procedure
Figure 9.2.2.2-1 illustrate the procedure for establishing regular SEALDD data transmission connection.

Pre-condition:

-
The VAL server can discover and select the SEALDD server by CAPIF functions.
-
The VAL server has obtained the storage address as defined in clause 9.5.2.2, if the SEALDD server is used as the storage server.
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Figure 9.2.2.2-1: SEALDD enabled regular data transmission connection establishment procedure
1.
The VAL server decides to use SEALDD service for application traffic transfer and allocates address/port as SEALDD-S Data transmission connection information for receiving the data packets from SEALDD server. The VAL server sends Sdd_RegularTransmission request to the SEALDD server discovered by CAPIF. The service request includes UE ID/address, VAL server ID, VAL service ID, data type, SEALDD-S Data transmission connection information of the VAL server side (e.g. the storage address as obtained in clause 9.5.2.2), and optionally, the QoS information for the application traffic, e.g. QoS requirements.

2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, SEALDD server allocates address/port of the SEALDD server to receive the packets from the VAL server for application data transfer as SEALDD-S data transmission connection information of the SEALDD server side. The SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the specific UE for the VAL server and responds with a SEALDD service response (including SEALDD-S data transmission connection information of the SEALDD server side, if using the push mode). The VAL server and SEALDD server can use SEALDD-S data transmission connection information to establish the data transmission connection between VAL server and SEALDD server for application data transfer. 


The SEALDD server may send the AF request to provide the required QoS information to 5GC via N33/N5, as defined in clause 5.2.6.9 and in clause 5.2.5.3 of 3GPP TS 23.502 [6]. The AF request includes the application traffic descriptor containing the address or ports allocated by SEALDD server, and the QoS information for application traffic. The QoS information may be determined by SEALDD server according to VAL service ID and/or data type for different service type of application traffic if the QoS information is not provided by VAL server. The SEALDD server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via the N5 reference point, or the northbound AF Session with QoS Service APIs and/or the PFD Management northbound APIs exposed by the NEF as specified in 3GPP TS 23.502 [6] and 3GPP TS 23.503 [7], if the SEALDD server is connected to the PCF via NEF. SEALDD may also rely upon the EES Session with QoS API as specified in 3GPP TS 23.558 [10] and/or the NRM QoS functionality as described in 3GPP TS 23.434 [4].
NOTE 2:
The SEALDD-S data transmission connection information of the SEALDD server side is not needed to respond to the VAL server, if using the pull mode to obtain the data/content from the VAL server.
3.
Data transmission session information is provisioned to the VAL client by the VAL server via application signalling.
NOTE 1:
The application signalling may be transmitted via direct application layer connection or via the SEALDD layer.

4.
The VAL client sends a SEALDD service request to SEALDD client.

5.
The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.

Editor's Note:
Whether interaction between VAL client and SEALDD client, SEALDD server determination steps should be described in this procedure are FFS.

6.
The SEALDD client allocates a SEALDD flow ID mapping to the identifiers of the application traffic. The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the SEALDD flow ID, the SEALDD traffic descriptor of the SEALDD client side (the address/port of the SEALDD client for receiving the downlink SEALDD traffic), VAL server ID, VAL service ID. 
Editor's Note:
How to correlate the SEALDD-S connection information negotiated in step 1-2 and the SEALDD-UU connection information in step 6-7 is FFS.
NOTE 2:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different VAL application traffic of the same SEALDD client. The SEALDD flow ID may be same with the identifiers of the application traffic or new simplified IDs allocated by SEALDD. 

7.
The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.

8.
If the connection between VAL server and SEALDD server is not established in step 2, the SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic according to the SEALDD-S information negotiated in step 1-2.

9.
The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment. 


After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE's address/port and SEALDD server's address/port for the SEALDD traffic transmission).

After the negotiation and establishment of the connections, the SEALDD client gets the mapping information between application traffic and SEALDD flow ID. The SEALDD server gets the mapping information between the SEALDD flow ID and the SEALDD-S connection. Upon receiving application traffic from VAL client, the SEALDD maps it to SEALDD traffic with SEALDD traffic descriptors as negotiated with SEALDD server in step 6 and step 7. The SEALDD traffic is sent to the SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID and SEALDD flow ID. The SEALDD server sends the recovered application traffic to the address provided by VAL server in step 1, via the connection established in step 2 or 8 according to the mapping information. The downlink application traffic sent from VAL server to VAL client is processed similarly.
* * * Next Change * * * *

9.2.3.1
SEALDD enabled regular transmission request

Table 9.2.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the regular application transmission service.
Table 9.2.3.1-1: SEALDD enabled Regular transmission request

	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	VAL service ID
	O
	Identity of the VAL service

	> Data type
	O
	Identify the data type of VAL application, e.g. video, voice, mission critical data, etc.

	UE identity
	O
	Identifier of specific UE, e.g. UE ID, UE address

	SEALDD-S Data transmission connection information
	M
	Address/port and/or URL of the VAL server to receive the application packets from the SEALDD server 

	QoS information
	O
	QoS information provided by VAL server

	VAL server’s total bandwidth limit
	O

(See NOTE)
	The total bandwidth limit of VAL server, including UL/DL

	VAL users’ bandwidth limit
	O

(See NOTE)
	The bandwidth limits (i.e. minimum bandwidth requirement and maximum bandwidth limit) for VAL users, including UL/DL

	Bandwidth control policy
	O

(See NOTE)
	The bandwidth control policy from VAL server, e.g. re-allocating the bandwidth limit between different VAL users, including UL/DL

	NOTE:
These IEs are used for the SEALDD enabled bandwidth control for different VAL users.
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