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1. Introduction
This contribution updates the title of the specification (based on the approved WID revision in SP-230275) and removes the placeholders. Also, it includes the remaining abbreviations and provides the missing/correct references.
2. Reason for Change
This paper provides the necessary fixes for TS 23.436. These include:
- update of the spec title (based on approved WID revision in SP-230275),
- removal of placeholder text, 

- addition of missing abbreviations,
- fixing of references.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.436 v1.0.0.
* * * First Change * * * *

	3GPP TS 23.436 V1.0.0 (2023-03)

	Technical Report

	3rd Generation Partnership Project;

Technical Specification Group Services and System Aspects;

Functional architecture and information flows for Application Data Analytics Enablement Service;

(Release 18)


* * * Next Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]

3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

[3]
3GPP TS 26.531: "Data Collection and Reporting; General Description and Architecture"
[4]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[5]
3GPP TS 28.104: "Management and orchestration; Management Data Analytics".
[6]

3GPP TS 23.435: "Procedures for Network Slice Capability Exposure for Application Layer Enablement Service".

[7]

3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[8]

3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs".
[9]
3GPP TS 23.501: “System architecture for the 5G System”.
[10]

GSMA NG.116 - Generic Network Slice Template.
[11]
3GPP TS 22.261: “Service requirements for the 5G system”.



3
Definitions of terms, symbols and abbreviations


3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].


example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ADAES
Application Data Analytics Enabler Server
ADAEC
Application Data Analytics Enabler Client
A-ADRF
Application layer - Analytical Data Repository Function

A-DCCF
Application layer - Data Collection and Coordination Function

ASP
Application Service Provider


DNAI
Data Network Access Identifier
EAS

Edge Application Server

EEL

Edge Enabler Layer

EES

Edge Enabler Server
FLS
Fused Location Server
LMS
Location Management Server

MDAS

Management Domain Analytics Service

NSCE
Network Slice Capability Enablement

NWDAF
Network Data Analytics Function

OAM
Operation, Administration and Maintenance

RNIS
Radio Network Information Service

RTT



Round-Trip Time

VAL



Vertical Application Layer
* * * Next Change * * * *

5.2.2
On-network Functional Architecture

For the on-network functional architecture, both service-based representation and reference point representation are provided.

Figure 5.2.2-1 depicts the application data analytics enablement architecture in the non-roaming case, using the reference point representation showing how various entities interact with each other.
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Figure 5.2.2-1: Architecture for application data analytics enablement – reference points representation

The application data analytics enablement client communicates with the application data analytics enablement server over the ADAE-UU reference point. The application data analytics enablement client provides the support for application data analytics enablement functions to the VAL client(s) over ADAE‑C reference point. The VAL server(s) communicates with the application data analytics enablement server over the ADAE-S reference point. The application data analytics enablement server, acting as AF, may communicate with the 5G Core Network functions (over N33 reference point to NEF and N6 reference point to UPF) and OAM (over ADAE-OAM interface).

Figure 5.2.2-2 exhibits the service-based interfaces for providing and consuming application data analytics enablement services. The application data analytics enablement server could provide service to VAL server and ADAE client through interface SAdae.
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Figure 5.2.2-2: Architecture for application data analytics enablement – Service based representation
Figure 5.2.2-3 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS SBA specified in 3GPP TS 23.501 [9].
* * * Next Change * * * *



* * * Next Change * * * *

8
Procedures and information flows


8.1
General

This clause describes the procedures and the information flows related to the ADAE capabilities, as introduced in clause 6.
* * * Next Change * * * *

8.7.3
Information flows

8.7.3.1
General

The following information flows are specified for network slice usage pattern analytics based on 8.7.2. 
8.7.3.2
Network slice usage pattern analytics subscription request

Table 8.7.3.2-1 describes information elements for the network slice usage pattern analytics subscription request from the analytics consumer (VAL server / NSCE server) to the ADAE server.
Table 8.7.3.2-1: Network slice usage pattern analytics subscription request

	Information element
	Status
	Description

	Consumer ID
	M
	The identifier of the analytics consumer

	Analytics ID
	M 
	The identifier of the analytics event. This ID can be for example “Network slice usage pattern analytics” 

	Analytics type
	M
	Whether analytics is offline and/or online

	Analytics filter information
	M
	Filter information for the analytics event

	>Slice identifier
	M
	The identifier of the target slice or slice instance, i.e. S-NSSAI.

	>Slice requirement
	O
	The requirement of network requirements or updated requirements when the network slice was created. The GST defined by GSMA (see clause 2.2 in [10]) and the performance requirements defined in clause 7 TS 22.261 [11] are all considered as input for the network slice related requirements.

	>DNN
	O
	The target DNN for which the request applies

	>Target VAL UE ID(s)
	O
	The VAL UE(s) for which the analytics subscription applies

	>Target VAL server ID
	O
	If consumer is different from the VAL server, this identifier shows the target VAL server for which the analytics subscription applies (for procedure in 8.2.2)

	>Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction.

	Time validity
	O
	The time validity of the request

	Interest time period of the historical data
	O
	Interest time period of the historical data (e.g. last year),


* * * Next Change * * * *






* * * Next Change * * * *

8.9
Procedure on Service experience to support application performance analytics
8.9.1
General

When Application server (like VAL server) is not available to provide analytics data due to overload or any other reasons or the application server is not providing the required quality of service experience at the UE side, the ADAE server may need to rely on alternate information sources like the application clients (like VAL clients) that provide the visibility on application service status. ADAE server can use this information from the clients alone, for the predictions and share with the consumer of the analytics. This clause provides a mechanism for the ADAE client to send service experience report to the ADAE server. ADAE server upon receiving the service experience information from the UE side entities can use it for predictions of application performance analytics.

NOTE:
In this solution, ADAE server uses data collection and reporting mechanisms as defined in 3GPP TS 26.531 [3], where the ADAE client acts as a UE application and ADAE server acts as an AF from Application service provider.

Editor’s note: The data collection mechanisms which are not supported by 3GPP TS 26.531 [3] may be defined in this specification based on conclusion of the discussion with SA4.
8.9.2
Procedure

8.9.2.1
Push service experience information

The ADAE client determines the service experience information based on information received from the VAL client. The service experience information includes application specific performance measurements like end-to-end response time, connection bandwidth, request rate, server availability time, etc. On request VAL client or any other trigger conditions, the ADAE client sends the service experience report about a VAL server to the ADAE server using the mechanism defined in 3GPP TS 26.531 [3]. The information elements as defined in clause 8.9.3.1 are used by ADAE client to send the request and clause 8.9.3.2 are used by ADAE server to send the response. 
Editor’s note: Adding reference clause from 3GPP TS 26.531 [3] is FFS.

The ADAE server may take further actions based on the analysis of the report as shared by the ADAE client. A service experience information from certain UEs, can trigger the ADAE server to fetch further service experience information other UEs. Use the service experience information report from other UEs, to determine/predict analytics.

-
If most of the UE side entities report a similar service experience, then it could be the application server problem across globally.

-
If only some UEs report a bad service experience, the problem could be localized among a group of UEs.

-
If the bad service experience from only a UE, the problem is localized to the UE.
8.9.2.2
Pull service experience information

The ADAE server pulls the service experience information from the ADAE client using the mechanism defined in 3GPP TS 26.531 [3].
Editor’s note: Adding reference clause from 3GPP TS 26.531 [3] is FFS.
The procedure can be initiated by the ADAE server upon receiving a service experience from an ADAE client, to fetch service experience information other ADAE clients or upon receiving VAL server performance analytics request from application service provider (application server) or any other event that requires the ADAE server to determine the service experience data. The information elements as defined in clause 8.9.3.3 are used by ADAE server to send the request and clause 8.9.3.4 are used by ADAE client to send the response.
8.9.2.3
Service experience information based on triggers

The ADAE server configures triggers to the ADAE client to send the service experience report using the mechanism defined in 3GPP TS 26.531 [3]. 
Editor’s note: Adding reference clause from 3GPP TS 26.531 [3] is FFS.
The procedure can be initiated by the ADAE server upon receiving VAL server performance analytics request from application service provider (application server). The information elements as defined in clause 8.9.3.5 are used by ADAE server to send the request and clause 8.9.3.6 are used by ADAE client to send the response.
* * * Next Change * * * *
8.6.1
General

This clause describes the procedure for supporting service API analytics. Such analytics can be for one or more service APIs for a service produced by one or more service producers within the 5GS or enablement layer or the DN side (e.g., application server).
8.6.2
Procedure
Figure 8.6.2-1 illustrates the procedure for service API analytics enablement solution. 

Pre-conditions:

1.
ADAES is registered to CCF
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Figure 8.6.2 -1: Service API analytics procedure
1.
The subscribing entity (VAL server / API invoker, API provider) sends a service API event subscription request to the ADAE server to receive analytics for one or more service APIs. 

2.
Upon receiving the event subscription request from the subscribing entity, the ADAE server checks for the relevant authorization for the event subscription. If the authorization is successful, the ADAE server stores the subscription information.
3.
The ADAE server sends a service API event subscription response indicating successful subscription
4.
Upon sending the subscription response, the ADAE server requests to collect API logs to be used to derive analytics and triggers API invocation log pull request towards the CAPIF core function. The API invocation log fetch request indicates the API (or list of APIs) for which logs are required. Based on the ADAE server deployment, this can be a Query service API log request which is performed via CAPIF_Auditing API as specified in 3GPP TS 23.222 [8].  

5.
The CCF authorizes the request and fetches the API logs from the storage unit. CCF then sends the requested information to the ADAE server via a query service API log response
6.
The ADAES may also request service API historical analytics /data from A-ADRF for the corresponding service APIs.

7.   Based on the request, the ADAES receives historical analytics/data for the service APIs.

8.
The ADAE server authorizes and anonymizes the API logs (if not performed by CCF) and abstracts based on exposure level. The exposure level can be known based on pre-configuration by the OAM or based on the subscription and type of invoker. The ADAE server then derives analytics on the target service API(s) based on the logs received from the CCF. Such analytics are predictions/stats for the API status based on the analytics event.
9.
The ADAE server sends the analytics as event notifications to all the subscribing entities that have subscribed for the event matching the criteria. If a notification reception information is available as part of the subscribing entity event subscription, then the notification reception information is used by the ADAE server to send event notifications to the subscribing entity.
* * * Next Change * * * *
8.7
Slice usage pattern analytics
8.7.1
General
This clause provides a procedure for network slice usage pattern analytics based on collected network slice performance and analytics, historical network slice status, and network performance. The analytics consumer can be either the VAL server or other analytics consumers such as SEAL NSCE server. 
8.7.2
Procedure

Figure 8.7.2-1 illustrates the procedure for network slice usage pattern analytics. 
Pre-conditions:

1.
The ADAES is registered and capable of interacting with 5GS to collected network slice data. 
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 Figure 8.7.2-1: procedure for network slice usage pattern analytics
1.
The analytics consumer of the ADAES sends a subscription request to ADAES and provides the target S-NSSAI, DNN, area of the interest, interest time period of the historical data (e.g., last year), the required confidence level, whether offline and/or online analytic are needed etc. Optionally, the slice requirement could also be provided.

2.
The ADAES sends a subscription response to the analytics consumer.
3.
The ADAES subscribes to the Data Sources with the respective Data Collection Event ID and the requirement for data collection related to the request slice(s). Such requests can be sent to OAM, NWDAF or the combination of them. 

4.
Based on subscription, the ADAES may receive Network slice related Observed Service experience statistics, Load level information of a Network Slice defined from NWDAF via NEF as defined in TS 23.288[4]. 
5.
Based on subscription, the ADAES may receive Network slice / NSI related performance data from OAM as defined in TS 28.552 [7].

6.
If the data is collected from multiple sources, the ADAES combines or correlates the data/analytics from steps 3-5 and stores the data into A-ADRF if needed.

7.
The ADAES server sends the network slice data retrieval request to collect the historical data from A-ADRF.

8.
The ADRF provides network slice historical data to the ADAES.

9.
The ADAES analyzes the network slice usage pattern based on the network slice historical data and collected slice performance. When the stored historical data does not cover the required interest time period of the historical data, ADAES analyzes the slice usage pattern based on the existing stored historical data. 

10.
The ADAES sends the network slice usage pattern analytics notification to the analytics consumer. 
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