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* * * 1st Change * * * *
[bookmark: _Toc122516889]11.2.5.3	CM-PC5
The interactions related to configuration management functions between the configuration management clients located in different VAL UEs are supported by CM-PC5 reference point. This reference point utilizes PC5 reference point as described in 3GPP TS 23.303 [12] and 3GPP TS 23.304 [xx].

* * * 2nd Change * * * *
[bookmark: _Toc536271532][bookmark: _Toc536270972][bookmark: _Toc536270665][bookmark: _Toc122516897]11.3.2.x1	Get VAL UE bulk configuration request
Table 11.3.2.x1-1 describes the information flow get VAL UE bulk configuration request from the configuration management client to the configuration management server.
Table 11.3.2.x1-1: Get VAL UE bulk configuration request
	Information element
	Status
	Description

	VAL UE ID
	M
	Identify of the VAL UE1 requesting the configuration information of a bulk of VAL UE2s.

	VAL service ID
	O (see NOTE 1)
	Identify of the VAL service for which the configuration information is requested.

	List of VAL UEs
	M
	List of VAL UE2s which needed to be configured in this bulk configuration request

	>VAL UE ID in the list
	M
	Identify of the VAL UE2 included in the bulk of VAL UEs.

	>VAL UE Information (see NOTE 2)
	O
	Additional information of VAL UE2 required to identify the configuration data (e.g. device type, device vendor, etc)

	NOTE 1:	If the VAL service ID information element is not present, then the default service is service.
NOTE 2:	The VAL service provider can configure the VAL UE with different configuration data based on this IE.



[bookmark: _Toc536271533][bookmark: _Toc536270973][bookmark: _Toc536270666][bookmark: _Toc122516898]11.3.2.x2	Get VAL UE bulk configuration response
Table 11.3.2.x2-1 describes the information flow get VAL UE bulk configuration response from the configuration management server to the configuration management client.
Table 11.3.2.x2-1: Get VAL UE bulk configuration response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of getting the bulk configuration information

	List of VAL configuration data
	M
	Each element in this list contains information as follow.

	>A VAL UE ID in the list
	M
	Identify of a VAL UE2 included in the bulk of VAL UEs.

	>Result
	M
	Indicates the success or failure of getting the configuration information of the VAL UE2.

	>VAL UE configuration data
	O
(see NOTE)
	The configuration data of VAL UE2 as specified in the corresponding VAL service specification and outside the scope of the present document

	NOTE:	If the Result information element indicates failure then VAL UE configuration data information element is not included.


11.3.2.x3	Get VAL UE configuration hold response
Table 11.3.2.x3-1 describes the information flow get VAL UE configuration hold response from the configuration management client on the VAL UE1 acts as SEAL gateway to the configuration management client on VAL UE2.
Table 11.3.2.x2-1: Get VAL UE configuration hold response
	Information element
	Status
	Description

	VAL UE ID
	M
	UE service identifier assigned to the requesting VAL UE2.

	Expected configuration time
	M
	The expected time when the configuration request can be handled and the VAL UE configuration information can be received.
If the configuration information is not received within the expected configuration time, the VAL UE2 may either:
Selection another VAL UE as UE-to-Network relay and re-send the get VAL UE configuration request; or
Considers the result of get VAL UE configuration request is failure.




* * * 3rd Change * * * *
[bookmark: _Toc122516881]6.x	SEAL gateway functional model 
Figure 11.2.x-1 illustrates the generic SEAL gateway functional model. The UE1 supports SEAL gateway functionality acts as a SEAL gateway for UE2s.


Figure 11.2.3-1: Generic SEAL gateway Functional model for UE1 acts as a SEAL gateway for UE2s
In the vertical application layer, the VAL client2 of UE2 communicates with VAL client1 of UE1 over VAL-PC5 reference point, and the VAL client1 of UE1 communicates with the VAL server over VAL-UU reference point. 
A SEAL client2 of UE2 interacts with the corresponding SEAL client1 of UE1 over SEAL-PC5 reference points by using 5G ProSe Direct Communication as specified in 3GPP TS 23.304 [xx]. The SEAL client1 of UE supports SEAL gateway functionality. The SEAL client1 of UE1 communicates with the SEAL server(s) over the SEAL-UU reference points.
NOTE:	In this functional model, the UE1 act as a UE-to-network relay as specified in clause 6.3 should not be used. 
The specific SEAL client(s) and the SEAL server(s) along with their specific SEAL-PC5 and SEAL-UU reference points are described in the respective SEAL gateway functional model for each SEAL service.
Editor's Note:	 The SEAL gateway functional model is used in Configuration management service (e.g. bulk configuration) in the current document. For other service, the potential use cases of the gateway are FFS, whether the SEAL gateway functional model applies to SEAL services other than CMS is is FFS.


* * * 4th Change * * * *
[bookmark: _Toc122516587]6.4.2.4	SEAL client
The SEAL client provides the client side functionalities corresponding to the specific SEAL service. The SEAL client(s) supports interactions with the VAL client(s). The SEAL client also supports interactions with the corresponding SEAL client between the two UEs. 
The SEAL client may also supports SEAL gateway functionality. If supported, the SEAL client may act as a SEAL gateway for other SEAL clients and supports:
-	collects information from other SEAL clients, e.g. based on the SEAL service(s) request sent from other SEAL clients via SEAL-PC5 reference point and generates SEAL service(s) request based on the information collected;
-	generates SEAL service(s) request and receives  on behalf of a set of SEAL client(s) per-configured on it or dynamically select it as SEAL gateway;
Editor's Note: the procedure of SEAL client selecting SEAL client other SEAL client as SEAL gateway is FFS
-	sends the SEAL service(s) request/response to the SEAL client(s) select it as SEAL gateway based on the SEAL service(s) request/response received from the SEAL server(s)

NOTE:	It is up to each SEAL client to support the appropriate signalling plane entities.


* * * 5th Change * * * *
11.2.x	SEAL gateway functional model 
Figure 11.2.x-1 illustrates the generic functional model for UE1 acts as a SEAL gateway for UE2s


Figure 11.2.x-1: Generic Functional model for UE1 acts as a gateway for UE2s
The configuration management client of the UE2 communicates with the configuration management client in the UE1 over the CM-PC5 reference point by using 5G ProSe Direct Communication as specified in 3GPP TS 23.304 [xx]. The Configuration management client in VAL UE1 acts as a gateway for Configuration management client in VAL UE2s if allowed by the service provider.


* * * 6th Change * * * *

[bookmark: _Toc122516911]11.3.x	VAL UE configuration data
[bookmark: _Toc433209663][bookmark: _Toc453260188][bookmark: _Toc453261075][bookmark: _Toc453279812][bookmark: _Toc459375150][bookmark: _Toc468105388][bookmark: _Toc468110483][bookmark: _Toc533179707][bookmark: _Toc122516912]11.3.x.1	General
[bookmark: _Toc433209664]VAL UE bulk configuration is used for a VAL UE1 to fetch the configuration data of a bulk of VAL UE2s which cannot communicate with the SEAL CMS directly, e.g. VAL UE2s do not have 3GPP network connectivity. 
This feature can be used by the VAL UE1 for the non-real time configuration of VAL UE2s to reduce the traffic between VAL UE1 and SEAL CMS. It can also be used by VAL UE1 to obtain the configuration data of VAL UE2s and store the configuration data for the future off-network scenario. Whether the bulk configuration is needed to be used by VAL UE1 is pre-configured to VAL UE1 by the VAL service provider. I.e. the VAL service provider may configure some VAL UE1s act as gateway for other VAL UE2s.
[bookmark: _Toc453260189][bookmark: _Toc453261076][bookmark: _Toc453279813][bookmark: _Toc459375151][bookmark: _Toc468105389][bookmark: _Toc468110484][bookmark: _Toc533179708][bookmark: _Toc122516913]11.3.x.2	Procedures
[bookmark: _Toc433209665]11.3.x.2.1	VAL UE2 obtains the configuration data from VAL UE1 and be held
The procedure for VAL UE2 obtaining configuration data from VAL UE1and VAL UE1 is configured to use bulk configuration procedure for VAL UE2s is illustrated in figure 11.3.x.2-1.
Pre-conditions:
-	VAL UE2 has the secure access to the VAL UE1as specified in 3GPP TS 23.304 [xx]. 
-	Bulk configuration is used as per the service policy pre-configured on the VAL UE1 and the configuration data of the VAL UE2 has not been fetched to VAL UE1 as specified in clause 11.3.x.2.2.


Figure 11.3.x.2-2: VAL UE2 obtains the configuration data from VAL UE1
1.	The configuration management client2 in VAL UE2 sends a get VAL UE configuration request as specified in clause 11.3.2.1 to the configuration management client1 in VAL UE1 for obtaining VAL UE configuration data. 
2.	The configuration management client1 in VAL UE1 sends get VAL UE configuration hold response as specified in clause 11.3.2.x3 to the configuration management client2 in VAL UE2. 
11.3.x.2.2	VAL UE1 obtains the configuration data of a bulk of VAL UE2s
The procedure for VAL UE1 obtaining a bulk VAL UEs related configuration data is illustrated in figure 11.3.x.2-1.
Pre-conditions:
-	The VAL UE1 has the secure access to the configuration management server.
-	A set of VAL UE2s select VAL UE1 as SEAL gateway.
-	At least one of the bulk configuration triggering conditions is fulfilled. The bulk configuration triggering conditions may include:
a)	periodic bulk configuration interval pre-defined by the VAL service provider is reached and the number of VAL UE2s needed to be configured is not zero (by counting the VAL UE configuration request sent from VAL UE2s as specified in clause 11.3.x2.1); or 
b)	the maximum number of VAL UE2s pre-defined by the VAL service provider is reached by counting the VAL UE configuration request sent from VAL UE2s as specified in clause 11.3.x2.1 or by counting the VAL UE2 which selects VAL UE1 as SEAL gateway. 
c)	a set of VAL UE2s’ VAL UE ID are pre-configured on the VAL UE1 and the related configuration information of VAL UE2s are needed to be obtained.
NOTE:	the detailed bulk configuration triggering conditions is implementation specific and out of scope of this document.


Figure 11.3.x.2-1: VAL UE1 obtains the configuration data of a bulk of VAL UE2s
1.	The configuration management client sends a get VAL UE bulk configuration request to the configuration management server for obtaining VAL UE configuration data of a bulk of VAL UE2s. This step can be triggered by, e.g. 


2.	The configuration management server sends get VAL UE bulk configuration response to the configuration management client. This message carries the VAL UE configuration data of a bulk of VAL UE2s.
3.	The configuration management client splits the configuration information in the List of VAL configuration data IE into multiple individual VAL UE configuration data and stores them.
11.3.x.2.3	VAL UE2 obtaining configuration data from VAL UE1
The procedure for VAL UE2 obtaining configuration data from VAL UE1is illustrated in figure 11.3.x.2-2.
Pre-conditions:
-	A bulk of VAL UE2s have the secure access to the VAL UE1as specified in 3GPP TS 23.304 [xx]. 
-	The configuration data of the VAL UE2s has been fetched to VAL UE1 as specified in step 3 of figure 11.3.x.2-1.

s
Figure 11.3.x.2-2: VAL UE2 obtains the configuration data from VAL UE1
1.	The configuration management client2 in VAL UE2 sends a get VAL UE configuration request as specified in clause 11.3.2.1 to the configuration management client1 in VAL UE1 for obtaining VAL UE configuration data. 
2.	The configuration management client1 in VAL UE1 sends get VAL UE configuration response as specified in clause 11.3.2.2 to the configuration management client2 in VAL UE2. 

[bookmark: _Toc453260190][bookmark: _Toc453261077][bookmark: _Toc453279814][bookmark: _Toc459375152][bookmark: _Toc468105390][bookmark: _Toc468110485][bookmark: _Toc533179709][bookmark: _Toc122516914]11.3.x.3	Structure of VAL UE configuration data in bulk configuration
NOTE:	For a VAL service, the VAL UE configuration data included in the List of VAL configuration data IE of bulk configuration response is same as the VAL UE configuration data specified in clause 11.3.3.3 and outside the scope of the present document.



* * * 7th Change * * * *
[bookmark: _Toc122516547]2	References
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