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Additional discussion(if needed):
Proposed changes:
* * * First Change * * * *
[bookmark: _Toc122516546][bookmark: _Toc122516701][bookmark: _Toc122516723]1	Scope
The present document specifies the functional architecture for service enabler architecture layer (SEAL) and the procedures, information flows and APIs for each service within SEAL in order to support vertical applications over the 3GPP system. The present document is applicable to vertical applications using E-UTRAN or NR access based on the EPC or 5GS architecture defined in 3GPP TS 23.401 [9], 3GPP TS 23.246 [17], 3GPP TS 23.468 [16], 3GPP TS 23.501 [10], and 3GPP TS 23.247 [39]. To ensure efficient use and deployment of vertical applications over 3GPP systems this specification for SEAL services includes the group management, configuration management, location management, identity management, key management, and  network resource management, notification management, network slice capability enablement, data delivery and application data analytics enablement.
NOTE: In the present document, the multicast services offered by SEAL are only applicable for EPS.

* * * Next Change * * * *
6.1	General
The functional model for SEAL is organized into generic SEAL service functional model and specific SEAL service functional models. The generic SEAL service functional model will be used as the reference model for the specific SEAL service functional models.
The following SEAL services are supported towards the vertical application layer:
-	Location management;
-	Group management;
-	Configuration management;
-	Identity management;
-	Key management;
-	Network resource management;. and
-	Data delivery;.
-	Notification management;
-	Network slice capability enablement; and
-	Application data analytics enablement.
The generic functional model for the SEAL is organized into generic functional entities to describe a functional architecture which addresses the application layer support aspects for vertical applications. The on-network and off-network functional model is specified in this clause.
* * * Next Change * * * *
[bookmark: _Toc122517215]14.4.1	General
Table 14.4.1-1 illustrates the SEAL APIs for configuration network resource management.
Table 14.4.1-1: List of SEAL APIs for network resource management
	API Name
	API Operations
	Known Consumer(s)
	Communication Type

	SS_NetworkResourceAdaptation
	Reserve_Network_Resource
	VAL server
	Request /Response

	
	Request_Unicast_Resource
	VAL server
	Request /Response

	
	Update_Unicast_Resource
	VAL server
	Request /Response

	
	Request_Multicast_Resource
	VAL server
	Request /Response

	
	Notify_UP_Delivery_Mode
	VAL server
	Subscribe/Notify

	
	TSC_Stream_Availability_Discovery
	VAL server
	Request /Response

	
	TSC_Stream_Creation
	VAL server
	Request /Response

	
	TSC_Stream_Deletion
	VAL server
	Request /Response

	SS_EventsMonitoring
	Subscribe_Monitoring_Events
	VAL server
	Subscribe/Notify

	
	Notify_Monitoring_Events
	VAL server
	

	SS_NetworkResourceMonitoring
	Subscribe_Unicast_QoS_Monitoring
	VAL server
	Subscribe/Notify

	
	Notify_Unicast_QoS_Monitoring
	VAL server
	

	
	Unsubscribe_Unicast_QoS_Monitoring
	VAL server
	

	
	Obtain_Unicast_QoS_Monitoring_Data
	VAL server
	Request /Response

	
	Update_Unicast_QoS_Monitoring_Subscription
	VAL server
	



* * * End of changes * * * *
