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1. Introduction
This contribution proposes to add description of use cases for option #4.
2. Reason for Change
Since to suggest a use case that TEs are edge devices such as IoT sensors and UE has functionalities equivalent to IoT gateway.
3. Conclusions
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.3.0.
* * * First Change * * * *
6.4
Option #4: Constrained devices with limited capabilities
6.4.1
Architecture enhancements

6.4.1.1
General
This architecture option adds support for certain constrained devices which either don't have enough capabilities to execute its own EEC (e.g. the constrained device may not have a Mobile Termination entity) or do not execute its own EEC to save essential resources such as processing power and battery. Such constrained devices (e.g. terminal equipments as defined in TR 22.944 [21]) will benefit by being able to utilize services of an EEC running on a different UE, using EDGE-5.
6.4.1.2
Architecture
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Figure 6.4.1.2-1: Architecture supporting constrained devices

NOTE 1:
The architecture option should utilize existing functionalities specified by SA2 and avoid creating new requirements for system architecture.

NOTE 2:
How the TE communicates with the UE (e.g. Bluetooth, Wi-Fi, Cellular, ProSe, LPWA, zigBee, wired connection etc.) is out of scope of SA6.

* * * Next Change * * * *

4.4
Key issue #4: EDGE-5

According to the latest version of the EDGEAPP specification in 3GPP TS 23.558 [2]:

"EDGE-5 reference point enables interactions between AC(s) and the EEC."
That specification also notes:

"NOTE:
Detailed specification of this reference point is out of scope of this release of this specification."
According to the latest version of the FS_EDGEAPP specification in 3GPP TR 23.758 [6]:

"The interactions between Application Client(s) and the Edge Enabler Client in the UE are supported by the EDGE-5 reference point. This reference point supports:

-
Obtaining information about Edge Application Servers that Application Client require to connect;

-
Notifications about events related to the connection between Application Clients and their corresponding Edge Application Servers, such as: when an Application Client needs to reconnect to a different Edge Application Server;

-
Providing Application Client information (such as its profile) to be used for various tasks such as, identifying the appropriate Edge Application Server instance to connect to; and

-
Provide the identity of the desired Edge Application Server to the Edge Enabler Client to enable it to use that identity as a filter when requesting information about Edge Application Servers."
The necessary functionality of the EDGE-5 interface needs to be studied for Release 18:

-
What functionality should an EEC provide to an AC (see the interactions copied from 3GPP TR 23.758 [6] and the procedures and information flows specified in 3GPP TS 23.558 [2])?

The following aspects may also need to be studied for Release 18 based upon the provided functionality of the EDGE-5 interface:

1.
Whether the cardinality as currently captured in 3GPP TS 23.558 [2] is to be modified:

"The following cardinality rules apply for EDGE-5:

a)
One AC may communicate with only one EEC; and

b)
One EEC may communicate with one or more AC(s) concurrently."
2.
Whether and how an AC can discover available EEC(s)? 

3.
Whether mutual authentication and authorization between an AC and an EEC is necessary, and if so, how is that accomplished?

4.
What APIs should be exposed from an EEC to an AC to support that functionality? 

5.
Whether a notification mechanism is necessary from an EEC to an AC?

6.
Whether and how an AC registers to an EEC? 

7.
Whether and how an AC de-registers from an EEC?

8.
Whether and how an AC detects an abnormal termination of an EEC?

9.
Whether and how an EEC detects an abnormal termination of an AC?

10.
Whether user's consent is necessary to either AC or EEC operation, and if so, how is it provided? 

11.
Whether and how can EDGE-5 support constrained devices with limited capabilities (such as a terminal equipment as defined in TR 21.905) over EDGE-5? One use case may include, for example TE (terminal equipment) has a role of edge device such as AI cameras for object detections or IoT sensors and UE has a role of gateway such as IoT gateway, if UE is vehicle or robotic surgery equipment to operate on a patient. In that case, constrained devices may be connected in large numbers to UE.
NOTE 1:
The aspects of defining end-user consent/authorization over APIs and aspects of mutual authentication and authorization between an AC and an EEC are in the scope of SA3.

NOTE 2:
The aspects of the usage of end-user consent/authorization over APIs is in the scope of SA6.

* * * * End of Change * * * *
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