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1. Introduction
This contribution provides a solution to Key issue #13: Edge enabler layer support for EAS synchronization.
2. Reason for Change
Key Issue #13 defines the use case where an ASP provides EASs (with the same service) residing in different EDNs. For example, an online gaming service provider deploying game servers in different EDNs to better serve its users in different geographic regions. 

The Key Issue identifies the need for synchronizing the communication session amongst the EASs (and ACs) in order to better serve the users properly. The Key Issue proposes studying how the EEL can assist with this synchronization.  
The following previous proposals addressed how to enable EASs (servicing a multi-user session) to discover one another (so the EASs can synchronize application context).

· S6-222756 (Samsung) – proposes enhancements to the EAS registration and Target EAS discovery procedures to enable EASs (servicing the same multi-user session) to discover each another (such that they can then synchronize application content with one another in an over-the-top manner).

· S6-222137 (NTT DOCOMO) – proposes a new “Dynamic EAS differentiator” information element to the EAS discovery filter which is then leveraged to enable EASs servicing multi-user sessions to discover one another.
This proposal focuses on enabling EESs (servicing a multi-user session) to discover one another, share EEL related information with one another, and use this information to synchronize the EEL operations the EESs perform on behalf of the multi-user session participants (i.e., ACs and EASs). For example, EESs can share information such as ‘AF session with QoS monitoring and configuration’ for each of the multi-user session participants. Sharing of this information enables EESs to synchronize the configuration of these settings such that they are aligned and symmetric with one another. This ensures consistency in the KPIs (e.g., latency and bandwidth) observed by each of the ACs in a multi-user session. This can be especially important for multi-user sessions involving multiple EASs in different EDNs and for use cases such as multi-player gaming, robotic area networks and XR.
Relationship to KI#17 and its solutions.

This solution reuses aspects of solution #27 and solution #31 addressing KI #17. The premise is that services which require EEL-supported EAS synchronization are similar to those requiring common EAS.  Similarly, KI #13 usecases are logically equivalent with those of KI #17 services (requiring a common EAS), but for which a common EES is not (yet) available.

The Central AC Association Repository (CAAR) introduced in solution #27 is reused as a centralized repository of information for AC associations. An AC association may be serviced by multiple EESs and EASs. The multiple EESs and EASs may reside in different EDNs. Via the EDGE-X reference point, each EES in each EDN can store, update, and remove AC association information (e.g., EES ID, AC association profiles,  etc.) regarding the AC associations they service.

In this solution, an EES may also query the CAAR to discover other EESs servicing the same multi-user session. The EESs servicing the same multi-user session leverage this information to synchronize the EEL operations (e.g., QoS configuration and monitoring) they perform while servicing the multi-user session.to ensure consistency in the KPIs experienced by each of the ACs in a multi-user session.
This solution also reuses the Announce common EAS request/response described in solution #31, enhanced to include the synchronization information to be exchanged between EESs
3. Proposal

It is proposed to agree to the following changes to 3GPP TR 23.700-98. 

* * * First Change * * * *

7.x
Solution #X: EES Synchronization for Multi-User Sessions

7.x.1
Architecture enhancements

To support a multi-user session involving UEs that communicate with one another via different EASs (providing the same service and potentially residing in different EDNs), this solution relies on the Central AC Association Repository (CAAR) defined in solution #27. Figure 7.x.1-1 shows the CAAR in a multiple EDNs deployment. 
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Figure 7.X.1-1 – EDGEAPP architecture with CAAR in multi-EDN deployment 

7.x.2
Solution description

7.x.2.1
General

The following solution corresponds to key issue #13.

This solution is focusing on enabling EESs (servicing a multi-user session) to discover one another, share EEL related information with one another, and use this information to synchronize the EEL operations the EESs perform on behalf of the multi-user session participants (i.e., ACs and EASs). 

To support a multi-user session involving UEs that communicate with one another via different EASs (providing the same service and potentially residing in different EDNs), this solution relies on AC association information and CAAR functionality defined in solution #27. 

The premise is that services which require EEL-supported EAS synchronization are based on usecases which are logically equivalent with that of services requiring a common EAS, but for which a common EES is not available. This may be a temporary situation due to UE locations, ASP provisioning, etc. By relying on common ways of signaling the requirements (e.g., AC association information), storing information (e.g., CAAR), etc., the same solution can be employed for all these equivalent usecases.

The solution describes enhancements to edge procedures that enable the sharing of information amongst EESs. Once shared, this information is then used to synchronize EEL operations (e.g., QoS configuration and monitoring) they perform while servicing the multi-user session.to ensure consistency in the KPIs experienced by each of the ACs in a multi-user session.
In this solution, an EES may also query the CAAR to discover other EESs servicing the same multi-user session. The EESs servicing the same multi-user session leverage this information to synchronize the EEL operations (e.g., QoS configuration and monitoring) they perform while servicing the multi-user session. 
7.x.2.2
Information Elements

This solution relies on the introduction of the AC association information elements defined within the EAS discovery filters, EEC context and EDN configuration information defined in solution #27.

In addition, this solution defines enhancements (marked with bold text) to the Service Session Context defined in 3GPP TS 23.558 [2]. These enhancements enable EESs to maintain and synchronize QoS parameters for SSCs in  multi-user sessions.

Table 7.x.2.2-1: Service Session Context

	Information element
	Status
	Description

	EAS ID 
	M
	Identifier of the EAS providing the application services

	EAS Endpoint
	M
	Endpoint information of the EAS.

	AC ID 
	O 
	Identifier of the AC ID for which the service session is provided, if determined.

	QoS configuration and monitoring
	O
	Parameters derived from ‘AF session with QoS’ settings configured for this service session and/or from QoS monitoring notifications.


7.x.2.3
Procedure

The following procedure demonstrates the signaling for 2 UEs in different EDNs only, but the same principles can be applied to a larger number of UEs and EDNs.

NOTE 1: This solution is described reusing Solution #27 methods of signaling the multi-user requirements (e.g., AC association information), of storing information (e.g., CAAR), etc. It also reuses Solution #31 Announce Common EAS request/response. This solution is to be adapted based on the normative phase implementation of the KI #17 solution(s).

Pre-conditions:

1. ACs have established an AC association for a real-time multi-user session based on the “pre-grouped” or “dynamic grouping” procedures defined in solution #27.  

2. The EEC on each UE is aware of the AC association profile info from the AC via EDGE-5 reference point.

3. The EECs have performed service provisioning. 

4. The EESs in each EDN have been configured with the CAAR endpoint address (e.g., via pre-provisioning or via EES registration to ECS).
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Figure 7.x.2.4-1 – EES Synchronization for Multi-User Sessions 

0. As described by solution #27, EEC-1 provides the requirement for a multi-user session (AC association info) during provisioning and determines EES-1 as “common EES”. EES-1 accesses CAAR to store (AAID, EES-1) information. 

EEC-1 uses the multi-user session information (AC association info) and discovers  EAS-1 as common EAS. AC-1 establishes communications with EAS-1 and informs EES-1 of the selected EAS. EES-1 updates the corresponding SSC based on the selected EAS information and EEL operations, e.g., based on AF session with QoS configurations.

1. As described by solution #27, EEC-2 provides the requirement for a multi-user session (AC association info) during provisioning and determines EES-2 as “common EES”.

2. EES-2 accesses CAAR to store (AAID, EES-2) information. EES-2 also accesses CAAR to query other EESs associated with AAID, and discovers (AAID, EES-1) information.

NOTE 2: This step describes a possible implementation of step 7 in figure 7.31.2.2-1.

3. As described by solution #27, EEC-2 uses the multi-user session information (AC association info) and discovers  EAS-2 as common EAS. AC-2 establishes communications with EAS-2 and informs EES-2 of the selected EAS.

4. EES-2 updates the corresponding SSC based on the selected EAS information and EEL operations, e.g., based on AF session with QoS configurations.

5. Based on the step 2 determination of EES-1 as servicing another muti-user session, EES-2 sends an Announce Common EAS request message to EES-1 via E-9 interface. The request includes the necessary SSC information for synchronization (e.g., ‘QoS configuration and monitoring’ IE).
NOTE 3: Steps 5 and 7 assume an enhancement to the Announce Common EAS request/response described in solution #31 to include the necessary synchronization information.

6. Based on the SSC information received in step 5 and local policies, EES-1 determines whether EEL operations are necessary to ensure consistency in the KPIs of the two sessions. For example, the policies may specify that the most stringent QoS requirements should apply to both sessions, which may, or may not, result in changes to the AC-1 session to EAS-1. 

7.  EES-1 sends a common EAS response to EES-2 via E-9 interface, including the corresponding SSC information at EES-1 to be synchronized.

8. Based on the synchronization information received in step 7 and local policies, EES-2 determines whether EEL operations are necessary to ensure consistency in the KPIs of the two sessions. 

7.x.3
Solution evaluation

This solution addresses key issue #13. The solution describes enhancements for sharing multi-user session information between EESs servicing the same multi-user session and using this information to synchronize the EEL operations performed by these EESs (e.g., the configuration of 3GPP core network connections between each of the ACs and EASs participating in the multi-user session).  The solution reuses the AC association profile and CAAR functionality described in solution #27 and the Announce Common EAS request/ response in solution #31.

* * * Next Change * * * *

10.2
Key issue evaluations

10.2.0
General

All the key issues and solutions specified in this technical report are listed in Table 10.2.0-1. 

The table provides a mapping of the key issues to the related solutions. It also lists the dependencies on other working groups.

Table 10.2.0-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Solution


(clause reference)
	
	Dependency on other working groups

	Key issue #1: Enhanced notification service to the EEC
	Solution #1: Service provisioning via push notification
	7.1
	
	

	
	Solution #3: Service provisioning triggering via SMS over NAS
	7.3
	
	

	
	Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server
	7.20
	
	

	Key issue #2: Enablement of Service APIs exposed by EAS
	Solution #8: EAS Service API enablement using CAPIF
	7.8
	
	

	
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	

	Key issue #3: Enhancements to service continuity planning
	Solution #6: ACR update in service continuity planning
	7.6
	
	

	
	Solution #7: EES monitors UE mobility for service continuity planning
	7.7
	
	

	
	Solution #12: Service continuity planning permission
	7.12
	
	

	
	Solution #21: Prediction expiration time for service continuity planning enhancement
	7.21
	
	

	
	Solution #37: ACR request trigger timing
	7.37
	
	

	Key issue #4: EDGE-5
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	SA3

	
	Solution #34: EDGE-5 APIs
	7.34
	
	

	Key issue #5: Alignment of EDGEAPP and ETSI MEC
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	SA5

	
	Solution #36: Alignment of EDGEAPP and ETSI MEC
	7.36
	SA5
	

	Key issue #6: Edge services support across ECSPs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	
	Solution #43: EAS discovery for Edge node sharing
	7.43
	
	

	Key issue #7: Application traffic filter exposure
	Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
	7.2
	
	

	Key issue #8: EAS selection synchronization
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	
	Solution #39: EAS selection synchronization at registration
	7.39
	
	

	Key issue #9: Enhancement of dynamic EAS instantiation triggering
	Solution #32: Dynamic EAS instantiation triggering and notification
	7.32
	
	SA5

	
	Solution #33: Support for EEC Discovery of EAS(es) before instantiation
	7.33
	
	SA5

	
	Solution #40: EAS instantiation status provisioned by ECS
	7.40
	
	SA5

	
	Solution #42: EAS selection and instantiation in EES
	7.42
	
	

	Key issue #10: Support for roaming UEs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	SA3

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	SA3

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	
	Solution #14: V-ECS Discovery via the H-ECS
	7.14
	
	SA3

	Key issue #11: ACR between EAS and Cloud Application Server
	Solution #24: ACR between CAS and EAS
	7.24
	
	

	
	Solution #25: ACR between EAS and Cloud Application Server
	7.25
	
	

	Key issue #12: EEL service differentiation
	Solution #12: Service continuity planning permission
	7.12
	
	

	
	Solution #16: EAS discovery for different users
	7.16
	
	

	Key issue #13: Edge enabler layer support for EAS synchronization
	Solution #x: EES synchronization for multi-user sessions
	7.x
	
	

	Key issue #14: Application traffic influence for initially selected EAS
	Solution #9: Application traffic influence trigger from EAS
	7.9
	
	

	
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	
	Solution #17: Traffic influence for initial EAS discovery
	7.17
	
	

	Key issue #15: Support of constrained devices for Edge
	Solution #10: low power mode support
	7.10
	
	

	
	Solution #18: Constraint device in EDGEAPP
	7.18
	
	

	Key issue #16: support of NAT deployed within the edge data network
	Solution #23: UE identification with NAT
	7.23
	
	SA2, SA3

	Key issue #17: Discovery of a common EAS
	Solution #27: Enabling AC Association Aware services by selecting common EASs
	7.27
	
	

	
	Solution #28: Common EAS discovery using EAS selection information
	7.28
	
	

	
	Solution #29: Discovery of a common EAS
	7.29
	
	

	
	Solution #30: Common EAS selection
	7.30
	
	

	
	Solution #31: Discover common EAS
	7.31
	
	

	Key issue #18: EAS bundles
	Solution #26: Bundled EASs
	7.26
	
	

	
	Solution #46: EEC selected ACR scenario for EAS bundles
	7.46
	
	

	
	Solution #47: EES determines the selected ACR scenario for EAS bundles
	7.47
	
	

	Key issue #19: ACR scenario combination
	Solution #19: EES determines the selected ACR scenario
	7.19
	
	

	
	Solution #35: EEC selected ACR scenarios
	7.35
	
	

	
	Solution #38: ACR coordination
	7.38
	
	

	Key issue #20: Supporting composite EASs
	
	
	
	

	Key issue #21: Simultaneously EAS connectivity in ACR
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	

	Key issue #22: EAS discovery in Edge Node sharing scenario
	Solution #43: EAS discovery for Edge node sharing
	7.43
	
	

	
	Solution #44: EAS discovery for Edge node sharing
	7.44
	
	

	
	Solution #45: EAS discovery in Edge Node sharing scenario
	7.45
	
	

	Key issue #23: Reliable Edge service
	Solution #48: Edge server set and edge service set
	7.48
	
	

	Key issue #24: SEAL capability access for EEL support
	Solution #41: Interaction with ADAES for edge load analytics
	7.41
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