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*******************************************1st Change********************************************
[bookmark: _Toc492994825][bookmark: _Toc114825016]4.2	Service API publish and discover
[bookmark: _Toc492994826][bookmark: _Toc114825017]4.2.1	Introduction
This subclause specifies the service API publish and discover related requirements.
[bookmark: _Toc492994827][bookmark: _Toc114825018]4.2.2	Requirements
[AR-4.2.2-a] The CAPIF shall provide a mechanism to publish the service API information to be used by the API invokers to discover and subsequently invoke the service API.
[AR-4.2.2-b] The CAPIF shall provide a mechanism for the API invokers to discover the published service API information as specified in [AR-4.2.2-a] according to the API invokers' interest.
[AR-4.2.2-c] The CAPIF shall provide a mechanism to restrict the discovery of the published service API information by the API invokers, based on configured policies.
[AR-4.2.2-d] The CAPIF shall provide a mechanism to configure policies to restrict the discovery of the published service API information.
[AR-4.2.2-e] The CAPIF shall provide mechanism to support Serving Area Information related to service APIs.
[AR-4.2.2-f] The API information model used in service API publication and discovery and the mechanism to determine API invoker's interest during service API discovery shall be extensible such that different and future API architectures can be adequately reflected.

*******************************************2nd Change********************************************
[bookmark: _Toc433209705][bookmark: _Toc453260205][bookmark: _Toc453261092][bookmark: _Toc453279837][bookmark: _Toc459375175][bookmark: _Toc468105419][bookmark: _Toc468110514][bookmark: _Toc485420517][bookmark: _Toc75416460]8.3.2.1	Service API publish request
Table 8.3.2.1-1 describes the information flow service API publish request from the API publishing function to the CAPIF core function.
Table 8.3.2.1-1: Service API publish request
	Information element
	Status
	Description

	API publisher information
	M
	The information of the API publisher may include identity, authentication and authorization information

	Service API information
	M
	The service API information includes the service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format and optional data model extensions.

	Shareable information
	O (see NOTE)
	Indicates whether the service API or the service API category can be published to other CCFs. And if sharing, a list of CAPIF provider domain information where the service API or the service API category can be published is contained.

	NOTE:	If the shareable information is not present, the service API is not allowed to be shared.



[bookmark: _Toc75416473]*******************************************3rd Change********************************************
8.5.2.2	Service API get response
Table 8.5.2.2-1 describes the information flow service API get response from the CAPIF core function to the API publishing function.
Table 8.5.2.2-1: Service API get response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of retrieving the service API information

	Service API information
	O (see NOTE)
	The service API information includes the service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format, and optional data model extensions if they were provided as part of the published Service API information.

	NOTE:	Shall be present if the Result information element indicates that the service API get request is successful. Otherwise service API information shall not be present.



[bookmark: _Toc75416478]*******************************************4th Change********************************************
8.6.2.1	Service API update request
Table 8.6.2.1-1 describes the information flow service API update request from the API publishing function to the CAPIF core function.
Table 8.6.2.1-1: Service API update request
	Information element
	Status
	Description

	API publisher information
	M
	The information of the API publisher may include identity, authentication and authorization information

	Service API published information reference
	M
	The information (set) provided by the CAPIF core function about the published service API which can be used for reference by the API publishing function.

	Service API information
	M
	The service API information includes the service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format and optional data model extensions which is are required to replace the existing service API information

	Reason
	O
	The reason of the update (e.g. change log)



[bookmark: _Toc75416485]*******************************************5th Change********************************************
[bookmark: _Toc75416483]8.7.2	Information flows
[bookmark: _Toc460615989][bookmark: _Toc460616850][bookmark: _Toc477419270][bookmark: _Toc75416484]8.7.2.1	Service API discover request
Table 8.7.2.1-1 describes the information flow service API discover request from the API invoker to the CAPIF core function.
Table 8.7.2.1-1: Service API discover request
	Information element
	Status
	Description

	API invoker identity information
	M
	Identity information of the API invoker discovering service APIs 

	Query information
	M
	Criteria for discovering matching service APIs (e.g. service API type, Serving Area Information (optional), preferred AEF location (optional), interfaces, protocols), optional query parameters related to data model extensions 
(see NOTE)

	NOTE:	It should be possible to discover all the service APIs.



8.7.2.2	Service API discover response
Table 8.7.2.2-1 describes the information flow service API discover response from the CAPIF core function to the API invoker.
Table 8.7.2.2-1: Service API discover response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the discovery of the service API information

	Service API information
(see NOTE 2)
	O 
(see NOTE 1)
	List of service APIs corresponding to the request, including API description such as service API name, service API type, Serving Area Information (optional), interface details (e.g. IP address, port number, URI), protocols, version, data format, and optional data model extensions if they were provided as part of the published Service API information.

	CAPIF core function identity information
	O
(see NOTE 1)
	Indicates the CAPIF core function serving the service API category provided in the query criteria

	NOTE 1:	The service API information or the CAPIF core function identity information or both shall be present if the Result information element indicates that the service API discover operation is successful. Otherwise both shall not be present. 
NOTE 2:	If topology hiding is enabled for the service API, the interface details shall be the interface details of AEF acting as service communication entry point for the service API.



[bookmark: _Toc517437854][bookmark: _Toc75416593]*******************************************6th Change********************************************
8.25.2	Information flows
[bookmark: _Toc75416594]8.25.2.1	Interconnection API publish request
Table 8.25.2.1-1 describes the information flow interconnection API publish request from CAPIF core function to CAPIF core function.
Table 8.25.2.1-1: Interconnection API publish request
	Information element
	Status
	Description

	CCF information
	M
	The information of the CAPIF core function which publishes APIs, may include identity, authentication and authorization information

	Service API information
	O
(see NOTE 1)
	The service API information includes the service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format and optional data model extensions.

	Service API category
	O
(see NOTE 1)
	The category of the service APIs to be published, (e.g. V2X, IoT)

	Shareable information
	O
(see NOTE 2)
	Indicates whether the service API or the service API category can be published to other CCFs. And if sharing, a list of CAPIF provider domain information where the service API or the service API category can be published is contained.

	NOTE 1:	At least one of the Service API information or Service API category shall be present.
NOTE 2:	If the shareable information is not present, the service API is not allowed to be shared. There is one and only one CAPIF provider domain information sharable via the CAPIF-6e interface.



[bookmark: _Toc75416595]8.25.2.2	Interconnection API publish response
Table 8.25.2.2-1 describes the information flow interconnection API publish response from CAPIF core function to CAPIF core function.
Table 8.25.2.2-1: Interconnection API publish response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of publishing the service API information

	Service API published information reference
	O
(see NOTE)
	The information which can be used for referencing the information (set) about the published service API by the CCF which publishes service APIs

	NOTE:	This information element is included when the Result indicates success.



[bookmark: _Toc75416596]8.25.2.3	Interconnection service API discover request
Table 8.25.2.3-1 describes the information flow interconnection service API discover request from one CAPIF core function to another CAPIF core function.
Table 8.25.2.3-1: Interconnection service API discover request
	Information element
	Status
	Description

	CAPIF core function identity information
	M
	Identity information of the CAPIF core function discovering service APIs 

	Query information
	M
	Criteria for discovering matching service APIs or CAPIF core function (e.g. service API type, Serving Area Information (optional), preferred AEF location (optional), interfaces, protocols, service API category), optional query parameters related to data model extensions
(see NOTE)

	NOTE:	It should be possible to discover all the service APIs.



[bookmark: _Toc75416597]8.25.2.4	Interconnection service API discover response
Table 8.25.2.4-1 describes the information flow interconnection service API discover response from one CAPIF core function to another CAPIF core function.
Table 8.25.2.4-1: Interconnection service API discover response
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the discovery of the service API information

	Service API information
	O
(see NOTE)
	List of service APIs corresponding to the request, including API description such as service API name, service API type, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version, data format, and optional data model extensions if they were provided as part of the published Service API information

	CAPIF core function identity information
	O
(see NOTE)
	Indicates the CAPIF core function matching the service API category in the query criteria

	NOTE:	The service API information or the CAPIF core function identity information or both shall be present, if the Result information element indicates that the interconnection service API discover operation is successful. Otherwise, both shall not be present.




*******************************************7th Change********************************************
[bookmark: _Toc114825291]9	API consistency guidelines
[bookmark: _Toc114825292]9.1	General
This clause specifies the API consistency guidelines for all northbound APIs utilizing CAPIF architecture. The guidelines are categorized as follows:
-	fundamental API guidelines, applicable to all northbound APIs utilizing CAPIF; and
-	architecture design considerations, applicable to all northbound APIs utilizing CAPIF.
[bookmark: _Toc114825293]9.2	Fundamental API Guidelines
The specification of each northbound API utilizing the common API framework should define:
1.	the function of the API;
2.	the resource(s) or endpoints involved;
3.	the list of supported operations and their usage;
4.	the list of input and output parameters along with applicable schemas, as required;
5.	the list of supported response codes;
6.	the behaviour of the network entity exposing the APIs (e.g. the CAPIF core function or the API exposing function) for each supported operation; and
7.	the list of applicable data types; and
8.	the list of applicable protocols and data serialization formats.
In order to facilitate the consistency of the northbound APIs utilizing the common API framework it is recommended to adopt the guidelines which define the following:
1.	consistent nomenclature for the operations, data structures and resources/endpoints;
2.	design principles for the use of operations for common tasks; and
3.	a template for the consistent documentation of APIs.
The northbound APIs utilizing the common API framework should support the following properties: 
1.	be extensible, such that it is possible to accommodate future requirements (e.g. support for different API architectures);
2.	support access control mechanisms; 
3.	support charging, if applicable; and
4.	be backward and forward compatible with different versions of the same API. 
[bookmark: _Toc114825294]9.3	Architecture design considerations
[bookmark: _Hlk118717862]Northbound APIs utilizing common API framework should adhere to RESTful architecture, whenever possible, but may also be based on alternative API architectures and protocols. Service operations can use custom API operations (RPC-style interaction), when it is seen a better fit for the style of interaction to model, e.g. non-CRUD service operations.
NOTE:	The selection of a particular API style is specific to each API implementation, and subject to Stage 3 scope.
The API design:
1.	should have a uniform interface that conveys the resource/data model of the API to its client developers and:
a.	the implementation of the resource(s)/operations involved in the APIs should be hidden from the client, andbut adequate operations should be designed to operate on the resource(s)/data;
b.	any single API should be atomic;
c.	all resources/operations involved in APIs should be accessible through a common approach, and resources/data should be similarly modified using a consistent approach;
2.	should allow the client (such as the API invoker) and the server (such as the CAPIF core function or the API exposing function) to evolve independently, i.e. the client should not have to be aware of the execution aspects of the APIs on the server;
3.	should be stateless such that each request from the client (such as the API invoker) to the server (such as the CAPIF core function or the API exposing function) contains all of the information necessary for the server to understand the request;
4.	should define the usage of standard operations, such as Create, Read, Update and Delete, consistently along with the applicable response codes;
5.	should allow to label responses as cacheable or non-cacheable, to improve network efficiency by supporting caching in the client (such as the API invoker), if applicable in the API architecture;
6.	should prevent unwanted modification of the resources/data during invocation of APIs; and
7.	should support version control.

******************************************End of Changes *****************************************

