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1. Introduction
This contribution proposes to resolve Editor's Notes in clause 6.2.
2. Reason for Change
SA6 has received an LS-reply from SA3 (S3-222972) as follows:
	2.
Clause 6.2 of TR 23.700-95 contains potential functional models for SNAAPP. SA6 would like SA3 to assess the functional models and provide feedback on their viability. Especially, SA6 would like SA3 to provide feedback on the following points:
i.
For cases where the API provider is within the PLMN trust domain, whether the authorization function in Figure 6.2.1.2.1-1 should be located inside the CAPIF core function, outside the CAPIF core function (i.e., within the API provider domain), or both options are acceptable.
Answer: SA3 will study possible architectures and will provide feedback as the study progresses. In order to progress work, SA3 recommends to consider Authorization Function (AZF) as separate until the study has progressed, keeping in mind that it may be better to integrate it into the CCF, i.e. reuse CCF API definitions as much as possible for AZF.  


From this feedback, SA6 can keep the Authorization function in the Figure 6.2.1.2.1-1 as a separate entity from the CAPIF core function, so the following EN can be resolved:
Editor's Note:
The location of the authorization function in the CAPIF functional model is FFS and is to be decided by SA3.
	3.
Currently, in TS 33.501 Annex V, the user consent data are stored in the UDM/UDR as subscription data (an in-advance consent). SA6 would like to get SA3’s view for the option to retrieve authorization from subscriber upon the API invocation, as described in Solution #3.

Answer: SA3 will study API authorization (based on consent from resource owner) and relationship to existing user consent mechanism taking into account near real time requirements. SA3 would prefer to postpone specification of authorization function actively contacts the resource owner for API invocation after R18.


From this feedback, SA6 clarifies that triggering the resource owner client to provide authorization is not supported via CAPIF-8, and that the details of CAPIF-8 will be further studied in the SA3 study. The following EN can be resolved:
Editor's Note:
Whether and how CAPIF-8 functionalities are to be addressed is to be decided in SA3.

As the functional model is confirmed and as it has been agreed that 3rd party API providers (i.e., API providers outside the PLMN trust domain) are not supported in Rel-18 (see clause 6.2.1.2.2), there is no concerns left with regard to the following EN and it can be resolved:
Editor's Note:
The alignment of functional models, deployment models with business relationship is FFS

3. Conclusions
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-95 v1.6.0.
* * * First Change * * * *
6.2
Solution #2: Functional model description for SNA 

6.2.1
Solution description

6.2.1.1
General

This solution addresses the key issues #1, #2 and #3 with regard to the functional model to support the UE- and AF-originated API invocation and to support obtaining and revoking resource owner consent from the resource owner client. As the resource owner client is a new entity for CAPIF, the functional model for the CAPIF should be updated including the resource owner client and authorization function. 

6.2.1.2
Functional model

6.2.1.2.1
Functional model description for the CAPIF with SNA enhancements

Figure 6.2.1.2.1-1 shows the reference point based functional model for the CAPIF with enhancements to support SNA.
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Figure 6.2.1.2.1-1: Functional model for the CAPIF authorization with SNA enhancements

The resource owner client(s) are application clients used by end-users or subscribers of the API provider domain's service provider. 

The resource owner client(s) interacts with the authorization function via CAPIF-8. The resource owner communicates with the authorization function to provide and revoke resource owner consent. The resource owner interactions are supported via a resource owner client, which is a client-side entity. Triggering the resource owner client to provide authorization is not supported via CAPIF‑8.
NOTE 1:
CAPIF-8 details will be addressed by SA3.



The API exposing function (e.g NEF) acts as a resource owner consent enforcement point as specified in 3GPP TS 33.501 [8] and interacts with the authorization function via CAPIF-9. The API exposing function can retrieve the resource owner consent parameters from.the authorization function. 

The API invoker interacts with authorization function via CAPIF-10/CAPIF-10e.
NOTE 2:
Security aspects including specification of the authorisation procedures are to be decided in SA3. 
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