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	Reason for change:
	In FS_eEDGEAPP study, the enablement of Service APIs exposed by EAS was studied as Key Issue #2 in TR 23.700-98; and concluded to support for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs within the EDGEAPP architecture by exploiting CAPIF as specified in clause 7.8 of TR 23.700-98.

The details are specified in TR 23.700-98 as follows:
· architectural requirements for EAS Service APIs as specified in the clause 5.2 of TR 23.700-98
· architectural assumptions, operations, and information flows as specified in the clause 7.8 of TR 23.700-98
new service KPI IE for EAS Service API as specified in the clause 7.8.2.3 of TR 23.700-98

	
	

	Summary of change:
	In order to support for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs within the EDGEAPP architecture, the following changes are proposed:
· Clause 6.3.2: CCF is added as an extended functionality of EES for the case that CCF is deployed within EDN
· [bookmark: _GoBack]Annex A.5.4: Detailed descriptions and operations are added to support for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs
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[bookmark: _Toc113900592][bookmark: _Hlk118736720]1st CHANGE

[bookmark: _Toc37790944][bookmark: _Toc42003893][bookmark: _Toc50584206][bookmark: _Toc50584550][bookmark: _Toc57673393][bookmark: _Toc114873989]6.3.2	Edge Enabler Server (EES)
EES provides supporting functions needed for EASs and EEC.
Functionalities of EES are:
a)	provisioning of configuration information to EEC, enabling exchange of application data traffic with the EAS;
b)	providing API invoker and API exposing functions as specified in 3GPP TS 23.222 [6];
c)	interacting with 3GPP Core Network for accessing the capabilities of network functions either directly (e.g. via PCF) or indirectly (i.e. SCEF/NEF/SCEF+NEF);
d)	exposing events related to ACT;
e)	EEC context transfer between EESs;
f)	supporting external exposure of 3GPP network and service capabilities to the EAS(s) over EDGE-3;
g)	registration functions (i.e., registration, update, and de-registration) for the EEC(s) and the EAS(s);
h)	triggering the EAS instantiation on demand; and
i)	supporting ACR related operations (e.g. ACR launching, ACR information notification, EELManagedACR); and.
j)	providing CAPIF core function (CCF) as specified in 3GPP TS 23.222 [6] if CCF is deployed within EDN.
NOTE: 	See Annex A.5 for CCF deployment options within or outside EDN.

2nd CHANGE

A.5.4	Supporting Exposure of EAS Service APIs using CAPIF
The edge enabler layer supports for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs. In order to fulfil the architectural requirements specified in the clause 5.2.5, the edge enabler layer uses CAPIF as specified in 3GPP TS 23.222 [6] to support publication/discovery, and change subscription of EAS Service APIs with providing the following functionalities:
a.	An EAS may act as an API provider by supporting API provider domain functions (i.e., API exposing function, API publishing function, and API management function). 
-	It may register its API provider domain functions to CCF via CAPIF-5; and publish its EAS Service API(s) to CCF via CAPIF-4.
b.	An EAS may act as an API invoker. 
-	It may discover EAS Service API(s) from CCF via CAPIF-1; and invoke the discovered EAS Service API(s) via CAPIF-2.
-	It may also subscribe to notifications of any updates of target EAS Service API(s) via CAPIF-1.
For the case of CCF deployment within EDN:
a.	An EES may act as a CAPIF provider by supporting CCF.
-	It may support the publication and discovery/subscription of EAS Service API(s) via CAPIF-4 and CAPIF-1 as requested by EASs.
-	It may inter-operate with the other CCF(s) via CAPIF-6 for interconnection operations for publication and discovery of EAS Service API(s) managed by remote CCF(s).
NOTE:	EES supporting CCF may also provide the support for logging, audit, and access control of EAS Service API(s) as specified in 3GPP TS 23.222 [6].

END OF CHANGES



