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1. Introduction
Editorial corrections 
2. Reason for Change
Some editoral errors need to be corrected in the TR.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-38 v0.4.0.
* * * First Change * * * *

7.2
Mapping of solutions to key issues

Table 7.2-1 Mapping of solutions to key issues
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* * * Next Change * * * *

7.5.1
Solution description

7.5.1.1
Overview

This solution addresses key issue 6 defined in clause 5.6. It describes the general authorization concept, triggered by an authorized user via ACMC to enable performing administrative configuration management exchange (ACMX) with partner MC system(s).

An authorized user (i.e. administrator) having the required privileges to use the ACMC to communicate with the primary ACMS for performing an ACMX with a partner MC system(s). The ACMS is in charge of control, process, validate, accept, forward or reject administrative configuration exchange based on a set of pre-defined rules and policies. The primary and the partner ACMSs negotiate and authorize the exchange between their MC systems, prior to any exchange. 

NOTE:
Security aspects including specification of the authorisation procedures are to be decided in SA3.

Editor's Note:
It is FFS whether the new entities (i.e. ACMC and ACMS) described in this solution can be transformed into new roles of the existing MC entities.

* * * Next Change * * * *

7.4.6
Administrative configuration management server and client in a primary MC system and partner MC system

The diagram in Figure 7.4.6-1-1 shows how an administrative configuration management client in the primary MC system communicates with and administrative configuration management client in a partner MC system.
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Figure 7.4.6.1-1: Administrative configuration management between a primary and partner MC system  
* * * Next Change * * * *

5.1
Key issue 1: functional architecture 

The support of sharing administrative configurations mechanism in MC service Systems would imply the need to provide new functions and/or sub-functions to the existing MC functional architecture. Defining the overall architecture would help to enhance and develop proper mechanisms, information flows and procedures. 

This key issue will:

-
Identify the functional architecture enhancements to support this mechanism, 

-
Describe the details of the single elements from that enhanced architecture. 
* * * Next Change * * * *

5.4
Key issue 4 – Group configuration data

The exchange of administrative group configuration data between interconnected MC systems, i.e. between a primary MC system and one or more partner MC systems needs specifying.

Solutions are required that enable the exchange of administrative group configuration data between interconnected MC systems.

List of key issues:

-
Investigate and develop solutions, if required, which enable the exchange of administrative group configuration data between interconnected MC systems, which are not yet currently available.

-
Investigate and develop solutions, if required, which enable requesting changes, such as adding or deleting group configuration data for MC service users located in one or more partner MC systems.

Investigate and develop solutions, if required, which enable the exchange/request of information relating to group configuration for MC service users located in one or more partner MC systems.

5.5
Key issue 5 – Service configuration data

The exchange of administrative service configuration data between interconnected MC systems, i.e. between a primary MC system and one or more partner MC systems needs specifying.

Solutions are required that enable the exchange of administrative service configuration data between interconnected MC systems.

List of key issues:

-
Investigate and develop solutions, if required, which enable the exchange of administrative service configuration data between interconnected MC systems, which are not yet currently available.

-
Investigate and develop solutions, if required, which enable requesting changes, such as adding or deleting service configuration data for MC service users located in one or more partner MC systems.

-
Investigate and develop solutions, if required, which enable the exchange/request of information relating to service configuration for MC service users located in one or more partner MC systems.

* * * Next Change * * * *

6.2.3
User and group MC service registration

6.2.3.1
Description

This clause specifies the requirements for MC service user and group service registrations with partner MC system(s).

6.2.3.2
Requirements

[AR-6.2.3.2-01] The MC system shall be able to request a list of interconnecting groups from partner MC system(s). 

[AR-6.2.3.2-02] The MC system shall be able to react to group modification requests from a partner MC system(s).  

[AR-6.2.3.2-03] The MC system shall be able to send a list of MC service user ID's, including MC UE identification, that are proposed to be added as group members in an interconnecting group to a partner MC system.

NOTE 1:
The MC service UE label could be used as an UE identification element, for example. 

[AR-6.2.3.2-04] The MC system shall be able to receive a list of MC service user ID's, including MC UE identification, that are proposed to be added as group members in an interconnecting group from partner MC system(s).

NOTE 2:
The MC service UE label could be used as an UE identification element, for example.

* * * End of Change * * * *

