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*******************************************1st Change********************************************
[bookmark: _Toc492994854][bookmark: _Toc75416392][bookmark: _Toc492994825][bookmark: _Toc114825016][bookmark: _Toc75416353]4.11.2	Requirements
[AR-4.11.2-a] The CAPIF shall support a minimum common protocol stack model common for all API implementations to be based on.
[AR-4.11.2-b] The CAPIF shall support a common security mechanism for all API implementations to provide confidentiality and integrity protection. 
[bookmark: _Hlk124790302][AR-4.11.2-c] The CAPIF shall be extensible to support different protocol stack models, including related security mechanisms, in addition to the minimum common protocol stack model.
[bookmark: _Hlk119598652]NOTE: Potentially, Stage 3 needs to consider all CAPIF APIs for protocol extensibility.
Editor's note: To enable the extension of CAPIF to support different API architectures, whether and what updates to the CAPIF architecture and procedures are needed is FFS.
[AR-4.11.2-d] All CAPIF APIs and associated information flows shall be extensible to support vendor-specific functions.

*******************************************2nd Change********************************************
[bookmark: _Toc114825292]9.1	General
This clause specifies the API consistency guidelines for all northbound APIs utilizing CAPIF architecture. The guidelines are categorized as follows:
-	fundamental API guidelines, applicable to all northbound APIs utilizing CAPIF; and
-	architecture design considerations, applicable to all northbound APIs utilizing CAPIF.
The API guidelines are also applicable for CAPIF APIs specified in the current specification.
[bookmark: _Toc114825293]9.2	Fundamental API Guidelines
The specification of each northbound API utilizing the common API framework should define:
1.	the function of the API;
2.	the resource(s) or endpoints involved;
3.	the list of supported operations and their usage;
4.	the list of input and output parameters along with applicable schemas, as required;
5.	the list of supported response codes;
6.	the behaviour of the network entity exposing the APIs (e.g. the CAPIF core function or the API exposing function) for each supported operation;
7.	the list of applicable data types; and
8.	the list of applicable protocols and data serialization formats.
In order to facilitate the consistency of the northbound APIs utilizing the common API framework it is recommended to adopt the guidelines which define the following:
1.	consistent nomenclature for the operations, data structures and resources/endpoints;
2.	design principles for the use of operations for common tasks; and
3.	a template for the consistent documentation of APIs.
The northbound APIs utilizing the common API framework should support the following properties: 
1.	be extensible, such that it is possible to accommodate future requirements, including vendor-specific needs;
NOTE:	The extension does not replace any existing function in Northbound APIs.
2.	support access control mechanisms; 
3.	support charging, if applicable; and
4.	be backward and forward compatible with different versions of the same API. 
The guidelines above are generic with regard tow.r.t. the API architecture. They are valid for network APIs that follow the RESTful architectural style and that expose resources towards the API invoker, as well as for network APIs of other architectures that expose general network endpoints towards the API invoker. A network endpoint represents one end of a communication channel through which the API consumer communicates with the API producer, using messages of a protocol defined by the API architecture. A resource is identified, and the corresponding endpoint is addressed, by a resource identifier (such as a URI). 

******************************************End of Changes *****************************************

