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1. Introduction
Based on the FS_NSCALE study TR23.700-99 there is network slice optimization based on AF policies as part of TS23.435. This pCR proposes further optimizations of AF policies.
2. Reason for Change
The existing policies are listed in step 1 under figure 9.5.2.1 AF policy provisioning ( to modify a slice based on the performance metric from OAM, based on the network slice load predictions from NWDAF, based on a specific time period). The existing policies do not take in mind the location on which a slice is set. According to TS 28.541 there is coverageArea of a slice profile and respectively one network slice could have several coverage areas defined. TS 23.435 also specifies slice coverage area as the area where the network slice is available.
If the network slice has big coverage area it could be the case that VAL server would have specific requirements to a certain area of interest of that slice. Area of interest is already introduced in section 9.3.4 of TS 23.435.

This pCR proposes to introduce area of interest also for the existing policies, that can be requested from the AF/VAL server.
In solution 20 of the TR 23.700-99 examples of trigger events and expected actions are provided including specific time period. There is already introduced policy of time period with specific time where specific network slice capacity is expected. It is not clear how this slice capacity is expressed, that is why modification is proposed where QoS per UE is introduced. This is existing slice profile parameter used in OAM and also a way to introduce simple requirement from AF/VAL server. New policy is also proposed to be used - to provide separately the need for average QoS per UE.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.435 v.0.4.0.
* * * First Change * * * *

9.5.2.1

AF policy provisioning 

Figure 9.5.2.1 illustrates the procedure of AF policy provisioning from VAL server to NSCE server.

Pre-conditions:

1.
The NSCE server has information about the existing slice/slice profile/slice services which VAL server is using。
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Figure 9.5.2.1: AF policy provisioning
1.
VAL server sends AF policy provisioning request to NSCE server. The request contains the policy, VAL server ID and S-NSSAI. Optionally, the request contains the indicator of policy harmonization.
The AF policy is in form of a policy profile which contains list of trigger events associated with the parameters and expected actions.

The supported policies are: 
-
Based on monitored performance metric from OAM, when the max number of PDU sessions or max number of UE is reached, trigger the slice modification with expected parameters.

-
Based on monitored Network Slice load predictions from NWDAF, when Network Slice load predictions (Predicted Number of PDU Session establishments at the Network Slice) exceeds the threshold with high confidence, trigger the slice modification with expected parameters.

-
Based on the monitored the time period, when getting to a certain time period (e.g. summer vacation, spring festival etc.), trigger the slice modification with expected parameters.
- Based on the monitored time period, when getting to a certain time period, trigger the slice modification based on the expected QoS per UE. QoS is mapped/calculated by NSCE to specific parameters of the slice such as the dLThptPerUE, uLThptPerUE, dLThptPerSliceSubnet, uLThptPerSliceSubnet, delayTolerance, dLLatency, uLLatency.
2.
The NSCE server checks whether the policy is conflict with the service profile and other pre-configured policy. One criterion is to translate the network slice parameters in the service profile to see whether it is conflict with that in the AF provided policy. If yes, the request could be rejected. The NSCE server also checks the validity of the policy (in terms of time, or number of times the event has occurred) to avoid a ping-pong effect of slice modification. If the policy is invalid, the request could be rejected.

3.
If the policy harmonization is requested, the NSCE server may determine parameters harmonizing the policy if previously authorized.
Editor's note: The detail procedure of the policy harmonization is FFS.
4.
NSCE server sends the AF policy provisioning response to the VAL server to indicating whether the request is successful or not. If it is successful, policy ID is provided to VAL server.

* * * Second Change * * * *

9.5.2.2

Network slice optimization based on AF policy

Figure 9.5.2.2 illustrates the procedure of network slice optimization based on AF policy. 
Pre-conditions:
1.
The NSCE server is authorized to get network slice management data notification from OAM, and/or NWDAF;

2.
The VAL server is authorized to the NSCE server for network slice optimization.

3.
There is enough network capacity when the expected action is to expand the network slice.

4.
The AF policy has been pre-configured on the VAL server.
5.
The AF policy has been provided to the NSCE server as specified in clause 9.5.2.1.
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Figure 9.5.2.2: Network slice optimization based on AF policy
1.
VAL server sends network slice optimization subscription request to NSCE server. The request contains the policy ID indicating the different policies. 

2.
The NSCE server translates the trigger event to service API(s) with necessary parameters, and subscribe to the related service if needed.

-
To get the monitored performance metric from OAM, the notifyThresholdCrossing as defined in TS 28.532[7] clause 11.3.1.3 which is filled in with corresponding S-NSSAI in objectInstance could be used. 

-
To monitor the Network Slice load predictions from NWDAF, the NSCE server subscribe to the NWDAF prediction by using the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request as defined in TS 23.288[4] clause 6.1.1, and the procedures are defined in TS 23.288[4] clause 6.3.4, and clause 6.8.

-
To monitor the time period, the NSCE server setup the timer.

3.
NSCE server sends the network slice optimization subscription response to the VAL server to confirm the subscription of network slice optimization.

4.
Upon receiving the notification which indicating the threshold in the trigger event is met or specific time period is arrived, the NSCE server performs the expected action by triggering the slice modification as specified in the AF policy. The network slice modification could be triggered by consuming the Network Slice Provisioning service with the modifyMOIAttributes operation as specified in TS 28.531 [8]. The OAM responds back to NSCE server that the requested slice modification was successful or not. The slice modification requests contain the parameters need to be updated, including at least one of the following, uLThptPerSlice, dLThptPerSlice, dLThptPerUE, uLThptPerUE, dLThptPerSliceSubnet, uLThptPerSliceSubnet, delayTolerance, dLLatency, uLLatency, maximum number of UEs, maximum number of PDU session as specified in TS 28.541 [z].

NOTE 1:
The slice modification could be done by application layer network slice lifecycle management as defined in clause 9.4.

5.
The NSCE server provides a network slice optimization notification to the VAL server.

NOTE 2:
There is no expectation to have constant and exact mapping between slice configuration parameters and actual traffic load of the same slice.
* * * Third Change * * * *

9.5.3.2
AF policy provisioning request
Table 9.5.3.2-1 describes information elements for the AF policy provisioning request from the VAL server to the NSCE server. 

Table 9.5.3.2-1: AF policy provisioning Request

	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. VAL server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	Requested slice information
	O
	Indication of the slice which is requested.

	Requested DNN 
	O
	Indication of the DNN which is requested.

	Indicator of policy harmonization
	O
	Indicating whether the policy harmonization is requested.

	Policy
	O
	The policy profile is defined in Table 9.5.3.2-2. The supported AF policies are listed in Table 9.5.3.2-3 to Table 9.5.3.2-5.


Table 9.5.3.2-2 describes Policy profile of the AF policy provisioning request. 

Table 9.5.3.2-2: Policy profile
	Information element
	Status
	Description

	Policy
	O
	The name of AF policy.

	Area of interest
	M
	The geographical or service area for which the policy profile applies.

	Trigger event
	M
	Indicating the event that should be monitored, associated with the threshold of the monitored parameter.

	Expected action
	M
	Indicating the excepted actions associated with the updated parameter.

	Lifetime or number of events
	M
	Time duration or number of events for which the policy is valid.


Editor's note: Whether more policies consisting of trigger events and actions could be supported is FFS.
Table 9.5.3.2-3 to Table 9.5.3.2-5 list the supported policies.
Table 9.5.3.2-3: Policy of Max number of PDU sessions/ max number of UEs
	Information element
	Status
	Description

	Policy
	O
	Max number of PDU sessions/ max number of UEs

	Area of interest
	M
	The geographical or service area for which the policy profile applies.

	>Trigger event
	M
	Threshold PDU sessions/ Threshold UEs (reached utilization of available capacity in %)

	>Expected action
	M
	Modification of PDU sessions / max number of UEs (step for increase in %)

	Lifetime or number of events
	M
	Time duration


Table 9.5.3.2-4: Policy of Network slice load prediction
	Information element
	Status
	Description

	Policy
	O
	Network slice load prediction 

	Area of interest
	M
	The geographical or service area for which the policy profile applies.

	>Trigger event
	M
	Network Slice load predictions from NWDAF as defined in TS 23.288[4] clause 6.1.1 (exceeding utilization of available capacity in %)

	>Expected action
	M
	Modification of related network slice parameters (step for increase in %)

	Lifetime or number of events
	M
	Time duration


Table 9.5.3.2-5: Policy of Time period and average QoS per UE
	Information element
	Status
	Description

	Policy
	O
	Time period and average QoS per UE

	Area of interest
	M
	The geographical or service area for which the policy profile applies.

	>Trigger event
	M
	Time/day configuration where specific network slice capacity/QoS per UE is expected, average QoS per UE requested

	>Expected action
	M
	Modification of slice capacity to the requested needs.

	Lifetime or number of events
	M
	Time duration

	Table 9.5.3.2-x: Policy of needed minimum QoS per UE
Information element
	Status
	Description

	Policy
	O
	Minimum QoS per UE

	Area of interest
	M
	The geographical or service area for which the policy profile applies.

	>Trigger event
	M
	Time/day where minimum QoS per UE is expected, minimum QoS per UE requested

	>Expected action
	M
	Modification of slice capacity to have the needed QoS per UE

	Lifetime or number of events
	M
	Time duration


* * * End of Changes * * * *
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