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[bookmark: _Toc526019535][bookmark: _Toc98808160]* * *   First Change   * * *
3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Multi-USS capability: The possibility for the UAE layer to assist ata UAV to change of USS during flight.
NOTE:	A UAV with Multi-USS capability can be controlled by more than one USS during a flight, but at any given time, the UAV is under the control of only one USS.
Multi-USS policy: The configuration provided by a UAS application specific server to assist at change of USS.
Remote Identification (Remote ID) of UAS: The ability of a UAS to provide identification and tracking information that can be received by other parties, to facilitate advanced operations for the UAS (such as Beyond Visual Line of Sight operations as well as operations over people), assist regulatory agencies, air traffic management agencies, law enforcement, and security agencies when a UAS appears to be flying in an unsafe manner or where the UAS is not allowed to fly.
UAS Service Supplier (USS): An entity that provides services to support the safe and efficient use of airspace by providing services to the operator / pilot of a UAS in meeting UTM operational requirements. A USS can provide any subset of functionality to meet the provider's business objectives (e.g., UTM, Remote Identification). In the scope of this specification, the term USS refers to both USS and USS/UTM.
UAV: The Uncrewed Aerial Vehicle (also called remotely piloted aircraft or drone) of a UAS.
For the purposes of the present document, the following terms given in 3GPP TS 22.125 [2] apply
Command and Control (C2) Communication
Uncrewed Aerial System (UAS)
Uncrewed Aerial System Traffic Management (UTM)
UAV controller
For the purposes of the present document, the following terms given in clause 4.2 of 3GPP TS 22.125 [2] apply
Direct C2 Communication
Network-Assisted C2 communication
UTM-Navigated C2 communication
* * *   Next Change   * * *
[bookmark: _Toc113363351]7.6	Change of USS during flight
[bookmark: _Toc113363352][bookmark: _Toc113363354]7.6.1	General
This feature introduces the UAS application enablement services for supporting change of UAS application specific server. In particular, the UAE layer provides support for the following operations:
-	Support of the registration of the UAE clients multi-USS capability to the UAE server as described in clause 7.1a.
-	Support the distribution of the for multi-USS policies from the UAS application specific server to the UAE server and the UAE client, as described in clause 7.6.2.1 and clause 7.6.2.2.
-	Support the change of UAS application specific server, as described in clause 7.6.2.3.
NOTE:	The functions of the USS are out of scope of the present specification.
[bookmark: _Toc113363355]7.6.2	Procedures
[bookmark: _Toc113363356]7.6.2.1	Management of multi-USS configuration
This procedure manages the multi-USS policies at the UAE server, based on an application request from UAS application specific server to support the change of USS for a UAS.
Figure 7.6.2.1-1 illustrates the procedure where the UAE server receives an application request for managing the multi-USS policies for a UAS from the UAS application specific server.
Pre-condition:
-	The UAV has received its UAS ID from the UAS application specific server.
-	The UAV has performed the UAS UE registration procedure.


Figure 7.6.2.1-1: Multi-USS management procedure
[bookmark: _Hlk121424078]1.	The UAS application specific server sends to the UAE server a Multi-USS management request. The request includes the UAV (UAE client) identifier and the Multi-USS policies. AThe Multi-USS policy containsis: allowed target USSes (identified by e.g. FQDN), serving USS information, and additional information for change of USS (USS change constraints parameter geo location/area threshold for change of USS by UAV). The UAE server stores the Multi-USS policies corresponding to the UAV ID. In case of removal of athe Multi-USS policy for a USS from the UAE server, the request shall include the UAV identifier and a USS identifier (e.g. FQDN) for the USS that will be removed.
2.	The UAE server sends to the UAS application specific server a Multi-USS management response with a positive or negative acknowledgement of the request.
3.	UAE server executes the multi-USS configuration according to clause 7.6.2.2.
4.	After successful execution of USS management configuration, the UAE server notifies the UAS application specific server with a Multi-USS management complete based on the configured capabilities of the UAE client.
[bookmark: _Toc113363358]7.6.2.2	Multi-USS configuration
This procedure enables the configuration of the UAE client, based on a request from UAS application specific server to configure multi-USS policies to the UAE client.
Figure 7.6.2.2-1 illustrates the Multi-USS configuration procedure.
Pre-conditions:
1.	The UAS UEs are connected to 5GS and authenticated and authorized by UAS application specific server as specified in clause 5.2 of 3GPP TS 23.256 [4].
2.	UAE server has established a UAE session with the respective UAE clients as the UAE clients are successfully registered to the UAE server.
3.	UAE server has performed the Multi-USS management procedure according to clause 7.6.2.1.



Figure 7.6.2.2-1: Multi-USS configuration
1. [bookmark: _Hlk121428402]The UAE server sends a Multi-USS configuration request to the UAE client. The UAE client receives a Multi-USS configuration request that includes the Multi-USS policies from the UAE server that includes the Multi-USS policies. In case of removal of one or morethe Multi-USS policiesy for a USS from the UAE client, then the request shall only include a USS identifier (e.g. FQDN) for the USSes that will be removed.
Editor’s Note:	Further details on the procedures of multi-USS configuration is FFS.
2.	The UAE client stores or removes the Multi-USS policies as per the information received in step 1.
3.	The UAE client sends a Multi-USS configuration response to the UAE server.
[bookmark: _Toc113363359][bookmark: _Hlk124944025]7.6.2.3	UAE -layer assisted change of USS
This procedure provides a mechanism for supporting dynamic change of USS which may be performedrequired while the UAV flight is ongoing, due to expected location/mobility of the UAV, emergency events, etc.
Figure 7.6.2.3-1 illustrates the procedure where the UAE server supports the change of USS.
Pre-conditions:
1.	UAE client has indicated support of change of USS by the Multi-USS capability.
2.	UAS application specific server has provided Multi-USS policies to the UAE client and the UAE server.




Figure 7.6.2.3-1: UAE -layer assisted change of USS
1. [bookmark: _Hlk121428571]The UAE server receives a USS change request from a serving USS (UAS application specific server #1), indicating that a target USS (UAS application specific server #2) an take over the communication. The request includes the UAV (UAE client) identification information, a new serving target USS information and USS change authorization information (e.g. authorization token). Optionally, an updated Multi-USS policiesy for the one or more USSes can be included. The UAE server verifies that the request is authorized (e.g., Multi-USS capability is enabled, new USS part of the allowed USS information).
2.	If required, the UAE server translates this to a UP path change and interacts with NEF as AF for influence UP path (switching to target DNAI). In particular UAE server (acting as AF) checks whether it can serve the target DNAI corresponding to the target USS based on the mapping of USS to DNAI which was performed in step 2 of clause 7.6.2.5. Interaction with 5GC is performed according to functionality for application function influence on traffic routing, see 3GPP TS 23.502 [13] clause 4.3.6.3.
3.	The UAE server forwards the USS change request to the UAE client including the new servingtarget USS information and the updated Multi-USS policiesy.
43.	Perform change of USS.
	The UAE client initiates the communication with the targetnew serving USS based on the USS change request and the Multi-USS policiesy.
[bookmark: _Hlk124766757]If an emergency change of USS is deemed necessary by the UAE Client (e.g. sudden loss of contact with the serving USS), the UAE client initiates the change of USS (i.e. on behalf of the USS) based on the previously USS provided Multi-USS policy. In this case, the steps 1-2 are not performed.
[bookmark: _Hlk116642187]45.	The UAE client sends a USS change response/notification indicating to what USS the change of USS has been performed.
56.	The UAE server sends a USS change response/notification to the UAS application specific server indicating that a change of USS has been performed.
[bookmark: _Hlk124943977]7.6.2.4	UAE client assisted change of USS
This procedure enables the UAE client to provide a dynamic change of USS while the UAV flight is ongoing, due to an emergency change of USS deemed necessary by the UAE client. The UAE client initiates the change of USS on behalf of the USS based on previously provided Multi-USS policy.
Figure 7.6.2.4-1 illustrates the procedure where the UAE server supports the change of USS.
Pre-conditions:
1.	UAE client has indicated support of change of USS by the Multi-USS capability.
2.	UAS application specific server has provided Multi-USS policies to the UAE client and the UAE server.



Figure 7.6.2.4-1: UAE client assisted change of USS
1. An emergency change of USS is deemed necessary by the UAE Client, and the UAE client initiates the change of USS on behalf of the USS based on previously provided Multi-USS policy.
2.	Perform change of USS. The UAE client initiates communication with the target USS based on the previously provided Multi-USS policies.
3.	The UAE client sends a USS change notification indicating to what USS the change of USS has been performed. The identity of the new UAS application specific server is included.
4.	The UAE server sends a USS change notification to the UAS application specific server indicating that a change of USS has been performed.
7.6.3	Information flows
Editor’s Note:	The structure of the Multi-USS policy and the related information elements must be further evaluated.
7.6.3.1	Multi-USS management request
Table 7.6.3.1-1 describes the information flow Multi-USS management request from the UAS application specific server to the UAE server.
Editor’s Note:	The list of Information Elements of the operation is FFS. 
Table 7.6.3.1-1: Multi-USS management request
	Information element
	Status
	Description

	UASS ID
	M 
	Identity of the UAS application specific server which requests the Multi-USS management. This ID can be the USS identifier, when the UAS application specific server is the USS.

	UAS ID
	M
	The identification of the UAS for which the Multi-USS management request applies. This could be in form of identifier for the UAS, e.g group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI

	> UAS registration area
	O
	The registration area where the UAV is allowed to fly

	> UAS allowed route
	O
	The UAV allowed route within the registration area.

	Multi-USS policy management container (see NOTE)
	O
	The Multi-USS policy management container consists of the requirements and policy for Multi-USS management.

	> Serving USS information
	M
	Information about the serving USS identifier

	> Additional information for change of USS
	M
	Information about the serving USS, related with the switch to a particular target USS

	> Area for change of USS
	M
	The area where the Multi-USS management request applies. This can be geographical area, or topological area in which the capability is active.

	Allowed USS(s) information
	O
	The information for the allowed USSs for the UAS.

	> USS ID
	M
	The identity of the allowed USS from the list of USSs for the target UAS (identified e.g. by FQDN)

	> USS service area
	M
	The geographical area per USS

	> USS service requirements
	M
	The capabilities and key performance requirements per each USS service.

	> List of USS DNAI(s)
	M
	DNAI(s) associated with the target USS. 


	> LUN ID
	M
	Identity of the LUN where the report applies

	NOTE:	If Multi-USS policy management container is not included for a USS, it indicates removal of the Multi-USS policy management related information for this USS.




7.6.3.2	Multi-USS management response
Table 7.6.3.2-1 describes the information flow Multi-USS management response from the UAE server to the UAS application specific server.
Editor’s Note:	The list of Information Elements of the operation is FFS. 
Table 7.6.3.2-1: Multi-USS management response
	Information element
	Status
	Description

	Result
	M
	The positive or negative result of the Multi-USS management request.



7.6.3.3	Multi-USS management complete
Table 7.6.3.3-1 describes the information flow Multi-USS management complete from the UAE server to the UAS application specific server.
Editor’s Note:	The list of Information Elements of the operation is FFS. 
Table 7.6.3.3-1: Multi-USS management complete
	Information element
	Status
	Description

	Result
	M
	The positive or negative result of the Multi-USS configuration.



7.6.3.4	Multi-USS configuration request
Table 7.6.3.4-1 describes the information flow Multi-USS configuration request from the UAE server to the UAE client.
Editor’s Note:	The list of Information Elements of the operation is FFS. 
Table 7.6.3.4-1: Multi-USS configuration request
	Information element
	Status
	Description

	UAS ID
	M
	The identification of the UAS for which the Multi-USS configurationmanagement request applies. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.

	Multi-USS policy management configuration (see NOTE)
	O
	The Multi-USS policy management configuration information to be configured at the UAS.

	> Allowed USS
	M
	Identifier of a USS that can be the target of a switch (identified e.g. by FQDN)

	> Serving USS information
	M
	Information about the serving USS identifier

	> Additional information for change of USS
	M
	Information about the serving USS, related with the switch to a particular target USS

	> Area for change of USS
	M
	The area where the Multi-USS management request applies. This can be geographical area, or topological area in which the capability is active.

	NOTE:	If Multi-USS policy management configuration is not included for a USS, it indicates removal of the Multi-USS policy management configuration for this USS.




7.6.3.5	Multi-USS configuration response
Table 7.6.3.5-1 describes the information flow Multi-USS configuration response from the UAE client to the UAE server.
Editor’s Note:	The list of Information Elements of the operation is FFS. 
Table 7.6.3.5-1: Multi-USS configuration response
	Information element
	Status
	Description

	Result
	M
	The positive or negative result of the Multi-USS configuration



7.6.3.6	USS change request
Table 7.6.3.6-1 describes the information flow USS change request from the UAS application specific server to the UAE server and from the UAE server to the UAE client.
Editor’s Note:	The list of Information Elements of the operation is FFS. 
Table 7.6.3.6-1: USS change request
	Information element
	Status
	Description

	UASS ID
	M 
	Identity of the UAS application specific server which requests the change of USS. This ID can be the USS identifier, when the UAS application specific server is the USS.

	UAS ID
	M
	The identification of the UAS for which the USS change request applies. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.

	Target USS
	M
	Identification of the USS that is the target of a switch (identified e.g. by FQDN)

	Target USS info
	M
	Information for the target USS 

	> USS endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the USS.

	> USS capabilities
	O
	The capabilities supported by the target USS

	> LUN ID
	O
	Identity of the LUN where the serving/target USS belongs

	>List of USS DNAI(s)
	O
	DNAI(s) associated with the target USS. 


	USS change authorization information
	M
	An authorization token to verify the request.

	Multi-USS policy management configuration (see NOTE)
	O
	The Multi-USS policy management configuration information to be configured at the UAS.
It is one set of Multi-USS policy management configuration per USS that can be the target of a switch.

	> Allowed USS
	M
	[bookmark: _Hlk124768174]Identifier of an allowed USS that can be the target of a switch (identified e.g. by FQDN)

	> Serving USS information
	M
	Information about the serving USS identifier

	> Additional information for change of USS
	M
	Information about the serving USS, related with the switch to a particular target USS

	> Area for change of USS
	M
	The area where the Multi-USS management request applies. This can be geographical area, or topological area in which the capability is active.

	NOTE:	If Multi-USS policy management configuration is not included for a USS, it indicates removal of the Multi-USS policy management configuration for this USS.




7.6.3.7	USS change response/notification
Table 7.6.3.7-1 describes the information flow USS change response/notification from the UAE client to the UAE server and from the UAE server to the UAS application specific server.
Editor’s Note:	The list of Information Elements of the operation is FFS. 
Table 7.6.3.7-1: USS change response/notification
	Information element
	Status
	Description

	ResultUAS ID
	M
	The positive or negative result of the USS change request.The identification of the UAS. This could be in form of identifier for the UAS, e.g. group ID; or collection of individual identifiers for the UAV and UAV-C, e.g. CAA level UAV ID, GPSI.



7.6.3.8	USS change notification
Table 7.6.3.8-1 describes the information flow USS change notification from the UAE client to the UAE server and from the UAE server to the UAS application specific server.
Table 7.6.3.8-1: USS change notification
	Information element
	Status
	Description

	Reason
	M
	Reason for change of /USS.

	Target USS information
	M
	Identifier of the new USS that the UAV has connected to (identified e.g. by FQDN).


* * *   End of Change   * * *
image1.emf
UAE 

server

UAS application 

specific server

1. Multi-USS management 

request 

2. Multi-USS management 

response 

3. Multi-USS 

configuration 

(clause 7.6.2.2)

4. Multi-USS management 

complete 


Microsoft_Visio_Drawing.vsdx
UAE server
UAS application specific server
1. Multi-USS management request
2. Multi-USS management response
3. Multi-USS configuration  (clause 7.6.2.2)
4. Multi-USS management complete



image2.emf
UAE client

(UAV)

UAE server 5GC

3. Multi-USS Configuration response

1. Multi-USS Configuration request

2. Store or remove 

Multi-USS 

configuration 

parameters


Microsoft_Visio_Drawing1.vsdx
UAE client
(UAV)
UAE server
5GC
3. Multi-USS Configuration response
1. Multi-USS Configuration request
2. Store or remove Multi-USS configuration parameters



image3.emf
UAE client

(UAV)

UAE 

server

UAS application 

specific server

1. USS change request

5. USS change response/notification

2. USS change request

3. Perform change of USS 

4. USS change response/notification


Microsoft_Visio_Drawing2.vsdx
UAE client
(UAV)
UAE server
UAS application specific server
1. USS change request
5. USS change response/notification
2. USS change request
3. Perform change of USS
4. USS change response/notification



image4.emf
UAE client

(UAV)

UAE 

server

UAS application 

specific server #1

1. USS change request

6. USS change response

5. USS change response

UAS application 

specific server #2

4. Perform change of USS 

5GC

2. Translation of USS change to UP path 

change (DNAI change) via AF traffic influence

3. USS change request


Microsoft_Visio_Drawing3.vsdx
UAE client
(UAV)
UAE server
UAS application specific server #1
1. USS change request
6. USS change response
5. USS change response
UAS application specific server #2
4. Perform change of USS
5GC
2. Translation of USS change to UP path change (DNAI change) via AF traffic influence
3. USS change request



image5.emf
UAE client

(UAV)

UAE 

server

UAS application 

specific server #1

4. USS change notification

3. USS change notification

UAS application 

specific server #2

2. Perform change of USS 

1. Emergency change of USS 

identified by UAE client 


Microsoft_Visio_Drawing4.vsdx
UAE client
(UAV)
UAE server
UAS application specific server #1
4. USS change notification
3. USS change notification
UAS application specific server #2
2. Perform change of USS
1. Emergency change of USS identified by UAE client



