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1. Introduction
This contribution provides the functional description for second-order analytics enablement, based on solution #2 of TR 23.700-36. The corresponsing text is provided for clause 6. The contribution also proposes a restructuring of clauses 6 and 8 to clarify the relationship between this ‘generic’ analytics request and those already introduced
2. Reason for Change
Defining second-order procedures for data analtyics enablement service based on solution #2 of TR 23.700-36.
4. Proposal

It is proposed to agree to the following changes in 3GPP TS 23.436 v0.2.0.
* * * First Change * * * *
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]

3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

[3]
3GPP TS 26.531: "Data Collection and Reporting; General Description and Architecture"

[4]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".

[5]
3GPP TS 28.104: "Management and orchestration; Management Data Analytics".

[6]

3GPP TS 23.435: "Procedures for Network Slice Capability Exposure for Application Layer Enablement Service".
[n]                       3GPP TS 23.288: “Architecture enhancements for 5G System (5GS) to support network data analytics services”.
…

[x]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

It is preferred that the reference to 21.905 be the first in the list.

* * * Next Change * * * *
6
ADAE layer Functional Description
Clauses under this clause shall document the functionalities of the Application Data Analytics Enablement layer.
6.1
Support for feature-specific analytics

6.1.1
Support for application performance analytics

This feature supports the derivation and exposure of application layer analytics to provide insight on the operation and performance of an application (VAL server or EAS, application session), and in particular statistics or prediction on parameters related to e.g. VAL server number of connections for a given time and area, VAL server rate of connection requests, connection probability failure rates, RTT and deviations for a VAL server or VAL UE session, packet loss rates etc.

6.1.2
Support for slice-specific application performance analytics

This feature introduces application layer analytics to provide insight on the performance of the VAL applications when using a given network slice (from a list of subscribed slices for the VAL customer). Such capability provides an analytics service to a consumer who can be either the VAL server (for helping to identify what slice it will use for its applications) or for other consumers such as SEAL NSCE to support on providing analytics (since NSCE doesn't contain an analytics engine for providing analytics on top of NWDAF [4] /MDAS [5]). 

6.1.3
Support for UE-to-UE application performance analytics

This feature supports the derivation and exposure of application layer analytics to predict the performance of an application session among two or more VAL UEs within a service or group. Such prediction relates to application QoS attributes prediction for a given time horizon and area. This can be requested by the VAL server during the session, or the VAL server can subscribe to receive predicted application QoS downgrade indication for an ongoing session. Such analytics will help improving the application service experience and allow the VAL layer to pro-actively adapt to predicted application QoS changes. 

6.1.4
Support for location accuracy analytics

This feature supports application layer analytics enablement to allow a VAL server to be notified based on analytics whether the accuracy of a location can be met for a given application and optionally for a given UE/group route. For example, a VAL server may request the ADAE server to provide analytics whether the accuracy of a location for the UEs within a VAL application is predicted to be sustainable or is expected to downgrade in a specific area or for an expected route from location A to location B.

6.1
Support for second-order data analytics

This feature allows the ADAE layer to provide second-order analytics and enhanced functionality. The ADAE layer provides support by determining the available data sources on behalf of the requestor and based on criteria provided by the requestor. The ADAE layer can also determine input data parameters to be used in for triggering underlying data-based functionality, the results of which are used to provide the second-order analytics results. The data-based functionality that can be triggered for this purpose includes: any feature-specific data collection requests detailed in clause 8.2, any procedures to Support Network Data Analytics detailed in 3GPP TS 23.288 [x] clause 6, and requests to data repositories.
* * * Next Change * * * *

8
Procedures and information flows

Subclause of this clause shall describe the procedures for the application architecture for enabling application data analytics.

8.1
General

This clause describes the procedures and the information flows related to the ADAE capabilities, as introduced in clause 6.

8.2

Support for feature-specific analytics
8.2.1 General
8.2.2 Support for application performance analytics

8.2.2.1
General
8.2.2.2
Procedure on VAL server performance analytics
Figure 8.2.2-1 illustrates the procedure where the VAL server performance analytics are performed based on data collected from the ongoing VAL sessions as well as data from the DN (VAL server, DN database or networking stack at the DN). 

Pre-conditions:

1.
ADAE Client (ADAEC) is connected to ADAES.
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Figure 8.2.2.2-1: ADAES support for VAL server performance analytics

1.
The consumer of the ADAES analytics service sends a VAL performance analytics subscription request to ADAES.

2.
The ADAES sends a subscription response as a positive or negative acknowledgement to the consumer of the analytics service.
3.
The ADAES maps the analytics event ID to a list of data collection event identifiers, and optionally a list of data producer IDs. Such mapping may be preconfigured by OAM or may be configured at ADAES based on the analytics event type / vertical type.

4.
The ADAES sends a data collection subscription request to the Data Producers (at the DN side or UE side) with the respective Data Collection Event ID and the requirement for data collection. Such data producers include the A-ADRF, the VAL server, SEALDD server, or the VAL UEs.
5.
The Data Producer(s) sends a subscription response as a positive or negative acknowledgement to the ADAES.

NOTE:
The ADAES acting as AF may also subscribe to NEF/SMF/PCF/NWDAF to monitor network/UE situation or network data analytics required for the application data analytics event.

6.
The ADAES based on subscription, may receive offline stats/data from A-ADRF on the VAL server performance based on the analytics/data collection event ID. Such offline data can be average/peak throughput, average/maximum e2e delay, jitter, av. PER, availability, VAL server load, number of failed transactions, and can be for a given area and time of the day (based on the time/area of the request).  

A session starts between the VAL server #1 and a UE (this could happen for more than one UEs)
7.
The Data Producer at DN side, starts collecting/listening to real-time networking or application data (from networking start at DN or VAL server itself). Such data can be the RTT, the PER, throughput etc. 

8a.
The Data Producer sends the real-time data to the ADAES, where the data corresponds to the data collection ID or the analytics event ID for which the ADAES subscribed.
8b.
The ADAES may receive also data (periodically or if a threshold is reached based on configuration) from the application of the UE within the ongoing session (via ADAEC). Such data can be about the RTT, average/peak throughput, jitter, QoE measurements (MOS, stalling events, stalling ratios, etc), QoS profile load, VAL server load, etc.

9.
When the VAL UE session with VAL server finishes, the ADAEC notifies the ADAEC of the completion of the reporting.

10.
The ADAES abstracts or correlates the data based on the analytics event and the data collection configuration. Such correlation can be filtering of data for the same metrics but with different granularities or combining/aggregating the data of segments of the end-to-end path (end to end is between VAL client and server). The outcome is an abstracted/correlated/filtered set of data. 

11.
The ADAES derives application layer analytics on VAL server #1 performance, based on the analytics ID and type of request. Such analytics can be stats or predictions for a given area/time and based on the event type for a given network configuration.

12.
The ADAES sends the analytics to the consumer, where these analytics include the VAL server 1 predicted or statistical performance for a given area and time horizon, including also the confidence level, whether offline/online analytics were used.
8.2.2.3
Procedure on VAL session performance analytics
Figure 8.2.2.3-1 illustrates the procedure where the VAL session performance analytics are performed based on data collected from the ongoing VAL sessions.

Pre-conditions:

1.
ADAEC is connected to ADAES.
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Figure 8.2.2.3-1: ADAES support for VAL session performance analytics

1.
The consumer of the ADAES analytics service sends a VAL performance analytics subscription request to ADAES and provides the analytics event ID e.g. "VAL UE perf prediction", the target VAL UE ID, VAL server ID/VAL application ID, the time validity and area of the request, the required confidence level, exposure level for providing UE analytics. If the consumer is the VAL server, the VAL server can provide to ADAEC application data related to the UE expected route/trajectory and VAL application traffic schedule / expected session time.

2.
The ADAES sends a subscription response as an ACK to the consumer.
3.
The ADAES selects the corresponding ADAEC of the VAL UE for which the local analytics need to be performed.

4a.
The ADAES sends a subscription request to the ADAEC with the analytics event ID and the configuration of the reporting required (e.g., periodic, based on threshold or event)

4b.
The ADAEC sends a subscription response to ADAES

5.
The ADAEC maps the analytics event ID to a list of data collection event identifiers or data collected IDs at the VAL UE or other UEs within the service and in proximity (in group-based communications)
6.
The ADAEC subscribes to the VAL clients and/or requests UE local data based on the respective Data Collection Event ID (or the analytics event ID if they already know the mapping). This data may come from the PDU layer of the UE (via listening the traffic), or via VAL client of one or more UEs (if an application consists of a group of UEs).
A session starts between the VAL UE #1 and a VAL server. 

7.
The ADAEC (after being aware from the VAL client that the session started) sends a notification to ADAES that a session started, and it could be possible to provide real-time data analytics for VAL UE performance in the target area.
8.
The ADAEC starts collecting data from the corresponding VAL UE(s) based on subscription. Such data can be about the RTT, throughput, jitter, QoE measurements, QoS profile load, etc.  It can be also possible that VAL client provides to ADAEC application data related to the UE expected route/trajectory and VAL application traffic schedule / expected session time.

9.
The ADAEC filters or correlates the data based on the analytics event and the data collection configuration.

10.
When the VAL UE session finishes, the ADAEC (optionally) derives VAL session analytics to ADAES on VAL UE #1 performance, based on the analytics ID and type of request. Such analytics (if performed at the ADAEC can be stats or predictions on the RTT or RTT deviation, average/peak throughput, av. jitter, QoE measurements (MOS, stalling events, buffer related events), QoS profile load, VAL application traffic load etc. In case of prediction, a confidence level shall be also present and a time horizon for the predicted parameters.

11.
The ADAEC sends the data of step 8 or the analytics of step 9 (if ADAEC performs analytics) to the ADAES.

12.
The ADAES derives application layer analytics on VAL session performance (based on the data or analytics received by the ADAEC), based on the analytics ID and type of request. Such analytics can be stats or predictions for a given area/time and based on the event type for a given network configuration. Such analytics (if no analytics is performed at ADAEC) at ADAES can be stats or predictions on the RTT or RTT deviation, average/peak throughput, av. jitter, QoE measurements, QoS profile load, VAL application traffic load etc. In case of prediction, a confidence level shall be also present and a time horizon for the predicted parameters.

13.
The ADAES sends the analytics to the consumer, where these analytics include the VAL UE #1 session predicted performance for a given area and time horizon, including also the confidence level, whether offline/online analytics were used.

8.2.2.4
Information flows

8.2.2.4.1
General

The following information flows are specified for VAL performance analytics based on 8.2.2.2 and 8.2.2.3.

8.2.2.4.2
VAL performance analytics subscription request

Table 8.2.2.4.2-1 describes information elements for the VAL performance analytics subscription request from the VAL server / Consumer to the ADAE server.

Table 8.2.2.4.2-1: VAL performance analytics subscription request

	Information element
	Status
	Description

	Consumer ID
	M
	The identifier of the analytics consumer

	Analytics ID
	M 
	The identifier of the analytics event. This ID can be for example “VAL server performance analytics” for procedure in 8.2.2.2, or “VAL session performance analytics” for procedure in 8.2.2.3.

	Analytics filter information
	M
	Filter information for the analytics event

	Analytics type
	M
	Whether analytics event is about prediction or statistics

	VAL service ID
	M
	The identifier of the VAL service for which analytics subscription apply

	Target VAL UE ID(s)
	O
	The VAL UE(s) for which the analytics subscription applies

	Target VAL server ID
	O
	If consumer is different from the VAL server, this identifier shows the target VAL server for which the analytics subscription applies (for procedure in 8.2.2.2)

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction.

	Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Time validity
	O
	The time validity of the request


8.2.2.4.3
VAL performance analytics subscription response

Table 8.2.2.4.3-1 describes information elements for the VAL performance analytics subscription response from the ADAE server to the consumer.

Table 8.2.2.4.3-1: VAL performance analytics subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the analytics subscription request (positive or negative acknowledgement)


8.2.2.4.4
Data collection subscription request

Table 8.2.2.4.4-1 describes information elements for the VAL performance analytics subscription request from the ADAE server to the Data Producer or the A-DCCF.

Table 8.2.2.4.4-1: Data collection subscription request

	Information element
	Status
	Description

	ADAE server ID
	M
	The identifier of the ADAE server

	Data Collection Event ID 
	M
	The identifier of the data collection event 

	Data Collection requirements
	M
	The requirements for data collection, including the format of data, frequency of reporting, level of abstraction of data, level of accuracy of data.

	Analytics ID
	O
	The identifier of the analytics event, for which the data collection is needed.

	List of Data Producer IDs
	O
	In case when this request is performed via A-DCCF, then the list of Data Producer IDs is needed

	Target VAL UE ID(s) and address
	O
	The VAL UE(s) identifiers and IP address(es) for which the data collection subscription apply

	Target VAL server ID
	O
	This identifier shows the target VAL server for which the data collection subscription applies (for procedure in 8.2.2.2)

	Area of Interest
	O
	The geographical or service area for which the requirement request applies

	Time validity
	O
	The time validity of the request


8.2.2.4.5
Data collection subscription response

Table 8.2.2.4.5-1 describes information elements for the Data collection subscription response from the Data Producer (or the A-DCCF) to the ADAE server.

Table 8.2.2.4.5-1: Data collection subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the data collection subscription request (positive or negative acknowledgement)


8.2.2.4.6
Data Notification

Table 8.2.2.4.6-1 describes information elements for the Data Notification from the Data Producer to the ADAE server.

Table 8.2.2.4.6-1: Data notification

	Information element
	Status
	Description

	Data Collection Event ID
	M
	The result of the data collection subscription request (positive or negative acknowledgement)

	Target VAL UE ID and address
	M (NOTE)
	The VAL UE(s) identifiers and IP address(es) for which the data apply

	Target VAL server ID
	M (NOTE)
	This identifier of the target VAL server for which the data applies (for procedure in 8.2.2.2)

	Analytics ID
	O
	The identifier of the analytics event. This ID can be for example “VAL server performance analytics” for procedure in 8.2.2.2, or “VAL session performance analytics” for procedure in 8.2.2.3.

	Data Type
	O
	The type of reported data samples which can be UE data, network data, application data, edge data, or different granularities / abstraction of data (e.g. real time, non-real time).

	Data Output
	M
	The reported data, which can be inform of measurements or offline/historical data on the requested parameter (e.g. RTT deviation) based on subscription

	NOTE: One of these shall be present based on the data collection event


8.2.2.4.7
Analytics Notification

Table 8.2.2.4.7-1 describes information elements for the Analytics Notification from the ADAE server to the VAL server / Consumer.

Table 8.2.2.4.7-1: Analytics notification

	Information element
	Status
	Description

	Analytics ID
	M
	The identifier of the analytics event. This ID can be for example “VAL server performance analytics” for procedure in 8.2.2.2, or “VAL session performance analytics” for procedure in 8.2.2.3.

	Analytics Type
	O
	The type of analytics based on the event, which can be offline or online analytics, ML-enabled analytics, statistics, or predictive analytics.

	Analytics Output
	M
	The predictive or statistical parameter, which can be:

-
A VAL server predicted or expected performance change or sustainability
-
A VAL session predicted or expected performance change of sustainability

	Confidence level
	O
	For predictive analytics, the achieved confidence level can be provided.


8.2.3
Support for slice-specific application performance analytics

8.2.3.1
General

This clause describes the procedure for supporting slice-tailored application performance analytics. 

8.2.3.2
Procedure

Figure 8.2.3.2-1 illustrates the procedure where the VAL server performance analytics are performed based on data collected from the ongoing VAL sessions as well as data from the DN (VAL server, DN database or networking stack at DN) for a specific slice. 

Pre-conditions:

1.
ADAEC is connected to ADAES.
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Figure 8.2.3.2-1: ADAES support for slice-related performance analytics

1.
The consumer of the ADAES analytics service sends a subscription request to ADAES and provides the analytics event ID e.g. "slice perf prediction", the target S-NSSAI, DNN, NSI ID, the time validity and area of the request, the required confidence level, whether offline and/or online analytics are needed etc.

2.
The ADAES sends a subscription response as an ACK to the consumer.
3.
The ADAES subscribes to the Data Sources with the respective Data Collection Event ID and the requirement for data collection related to the request slice(s). Such requests can be towards:

-
OAM for providing PM data related to the requested slice / NSI. Alternatively, if the interaction to OAM happens via NSCE layer (see TS 23.435 [6]), such subscription can be performed to NSCE (where ADAES is acting as VAL server).

-
NWDAF for providing slice related analytics for the given area and time horizon (indicated in step 1). Such analytics can be the slice load level related network data analytics, or the service experience related network data analytics for a given slice

4.
The ADAES based on subscription, receives PM data notification from OAM or from NSCE (via OAM APIs or NSCE-S APIs)

5.
The ADAES based on subscription, receives the requested NWDAF analytics outputs. Such analytics can be:

-
network slice or NSI statistics or predictions (clause 6.3.3 of TS 23.288 [4]) 

-
per slice instance service experience stats or predictions (clause 6.4.3 of TS 23.288 [4])

6.
The ADAES can also provide analytics on the VAL session performance (based on the procedure of clause 8.2.2.2 step 11 or clause 8.2.2.3 step 12) and filters the analytics only for the sessions which are connected to that requested slice for the area of interest.

7.
The ADAES abstracts or correlates the data/analytics from steps 4-6 and provides analytics on the slice or NSI performance for the target VAL application/server. For example, such analytics can be about the min/average/max predicted RTT / end to end latency for the VAL application/server if this server uses a given slice/NSI (or for a list of given slices) within an area of interest.

8.
The ADAES sends the analytics to the consumer, as a slice-specific performance analytics notification message.

8.2.3.3
Information flows

8.2.3.3.1
General

The following information flows are specified for slice-specific application performance analytics based on 8.2.3.2. 

8.2.3.3.2
Slice-specific performance analytics subscription request

Table 8.2.3.3.2-1 describes information elements for the slice-specific performance analytics subscription request from the consumer (VAL server / NSCE server) to the ADAE server.

Table 8.2.3.3.2-1: Slice-specific performance analytics subscription request

	Information element
	Status
	Description

	Consumer ID
	M
	The identifier of the analytics consumer

	Analytics ID
	M 
	The identifier of the analytics event. This ID can be for example “slice-specific application performance analytics” 

	Analytics filter information
	M
	Filter information for the analytics event

	Analytics type
	M
	Whether analytics event is about prediction or statistics

	Slice identifier
	M
	The identifier of the target slice or slice instance, i.e. S-NSSAI, NSI ID or ENSI.

	DNN
	O
	The target DNN for which the request applies

	Target VAL UE ID(s)
	O
	The VAL UE(s) for which the analytics subscription applies

	Target VAL server ID
	O
	If consumer is different from the VAL server, this identifier shows the target VAL server for which the analytics subscription applies (for procedure in 8.2.2.2)

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction.

	Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Time validity
	O
	The time validity of the request


8.2.3.3.3
Slice-specific performance analytics subscription response

Table 8.2.3.3.3-1 describes information elements for the slice-specific performance analytics subscription response from the ADAE server to the consumer (VAL/NSCE server).

Table 8.2.3.3.3-1: Slice-specific performance analytics subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the analytics subscription request (positive or negative acknowledgement)


8.2.3.3.4
Slice-specific performance analytics notification

Table 8.2.3.3.4-1 describes information elements for the slice-specific performance analytics notification from the ADAE server to the Consumer.

Table 8.2.3.3.4-1: Slice-specific performance analytics notification

	Information element
	Status
	Description

	Analytics ID
	M
	The identifier of the analytics event. This ID can be for example “slice-specific application performance analytics” 

	Analytics Type
	O
	The type of analytics based on the event, which can be offline or online analytics, ML-enabled analytics, statistics, or predictive analytics.

	Analytics Output
	M
	The predictive or statistical parameter, which can be for a target slice or slice instance the:

-
A VAL server predicted or expected performance change or sustainability
-
A VAL session predicted or expected performance change of sustainability

	Confidence level
	O
	For predictive analytics, the achieved confidence level can be provided.


8.2.4
Support for UE-to-UE application performance analytics

8.2.4.1
General

This clause describes the procedure for supporting UE-to-UE application performance analytics. 

8.2.4.2
Procedure

Figure 8.2.4.2-1 illustrates the procedure where the VAL session performance analytics are performed based on data collected from the ongoing VAL UE-to-UE sessions.

Pre-conditions:

1.
ADAECs are connected to ADAES.
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Figure 8.2.4.2-1: ADAES support for VAL session performance analytics
1. The consumer of the ADAES analytics service sends a subscription request to ADAES and provides the analytics event ID e.g. "VAL UE to UE session prediction", the target VAL UE ID or group of UE IDs, the VAL session / service ID, the time validity and area of the request, the required confidence level, exposure level for providing UE to UE analytics. Such request can also include whether the analytics notification shall be periodic or based on an expected application QoS change (in that case also the thresholds can be provided at the request)

2.
The ADAES sends a subscription response as an ACK to the consumer.
3.
The ADAES selects the corresponding ADAEC #1 of the VAL UE 1 where the session performance analytics need to be performed. Such UE can be for example a capable and authorized UE from the involved VAL UEs within the service or group, e.g. a group lead.

4.
The ADAES sends a UE to UE analytics request to the ADAEC #1 with the analytics event ID and the configuration of the reporting required (e.g., periodic, based on threshold or event). Such request also includes the application QoS attributes to be analyzed (latency, jitter, PER,..)A session starts between the VAL UE #1 and a VAL UE #2 (or more VAL UEs). 

5.
The ADAEC #1 starts collecting data from the corresponding VAL UE(s) based on the request. Such data can be about the latency, throughput, jitter, QoE measurements, PQI load, etc.  The data can be collected by ADAEC #1 from other ADAECs via ADAE-C interface, or from the VAL clients (VAL client to VAL client interaction is out of scope).

6.
The ADAEC either detects or predicts an application QoS change (depending on the authorization of ADAEC to perform analytics). Such change can be for example an application QoS downgrade related to the UE-to-UE session latency, or the PER/channel losses higher than a predefined threshold, for a given time horizon with a certain confidence level.

7.
The ADAEC sends the analytics to the ADAES in a UE-to-UE analytics response message.

8.
The ADAES based on the received response, confirms/verifies the analytics received or provides analytics (in case that data were reported) for the UE-to-UE session. Such analytics can be about predicting the application QoS change for the UE-to-UE session. 
9.
The ADAES sends the derived analytics notification to the consumer.
NOTE:
The mechanism for analytics collection from the UE side (steps 4, 7) shall align with the SA4 mechanism for generic data collection from the UE (TS 26.531 [3]).

8.2.4.3
Information flows

8.2.4.3.1
General

The following information flows are specified for UE-to-UE session performance analytics based on 8.2.4.2 

8.2.4.3.2
UE-to-UE session performance analytics subscription request

Table 8.2.4.3.2-1 describes information elements for the UE-to-UE session performance analytics subscription request from the consumer (VAL server) to the ADAE server.

Table 8.2.4.3.2-1: UE-to-UE session performance analytics subscription request

	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the analytics consumer (VAL server)

	Analytics ID
	M 
	The identifier of the analytics event. This ID can be equivalent to “UE-to-UE session performance analytics” 

	Analytics filter information
	M
	Filter information for the analytics event

	Analytics type
	M
	Whether analytics event is about prediction or statistics

	List of VAL UE IDs and addresses
	M
	The VAL UEs for which the analytics subscription applies

	VAL service ID
	O
	The VAL service for which the subscription applies

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction.

	Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Time validity
	O
	The time validity of the request


8.2.4.3.3
UE-to-UE session performance analytics subscription response

Table 8.2.4.3.3-1 describes information elements for the UE-to-UE session performance analytics subscription response from the ADAE server to the VAL server.

Table 8.2.4.3.3-1: UE-to-UE session performance analytics subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the analytics subscription request (positive or negative acknowledgement)


8.2.4.3.4
UE-to-UE analytics request

Table 8.2.4.3.4-1 describes information elements for the UE-to-UE Analytics request from the ADAE server to the ADAE client.

Table 8.2.4.3.4-1: UE-to-UE analytics request

	Information element
	Status
	Description

	ADAE server ID
	M
	The identifier of the ADAE server

	Analytics ID
	M 
	The identifier of the analytics event (Analytics ID=’UE to UE session analytics’).

	List of VAL UE IDs and addresses
	M 
	The VAL UE(s) identifiers and IP address(es) for which the data/analytics apply

	Application QoS attributes
	M
	The QoS attributes (latency, rate, PER,...) to be analyzed at the ADAE client.

	Reporting configuration
	O
	The configuration of analytics reporting including the format, frequency of analytics report, data collection requirements, abstraction needed, etc

	Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Time validity
	O
	The time validity of the request


8.2.4.3.5
UE-to-UE analytics response

Table 8.2.4.3.5-1 describes information elements for the UE-to-UE analytics response from the ADAE client to the ADAE server.

Table 8.2.4.3.5-1: UE-to-UE analytics response

	Information element
	Status
	Description

	Analytics ID
	M 
	The identifier of the analytics event.

	List of VAL UE IDs and addresses
	M 
	The VAL UE(s) identifiers and IP address(es) for which the analytics apply

	Analytics Output
	M
	The reported analytics for the UE-to-UE sessions, which can be in form of offline stats/historical data or predictions on the requested QoS parameter based on the analytics event.


8.2.4.3.6
ADAE Analytics Notification

Table 8.2.4.3.6-1 describes information elements for the ADAE Analytics Notification from the ADAE server to the VAL server / Consumer.

Table 8.2.4.3.6-1: ADAE Analytics notification

	Information element
	Status
	Description

	Analytics ID
	M
	The identifier of the analytics event. This ID can be “UE to UE session performance analytics” 

	Analytics Type
	O
	The type of analytics based on the event, which can be offline or online analytics, ML-enabled analytics, statistics, or predictive analytics.

	Analytics Output
	M
	The predictive or statistical parameter, which can be:

-
A VAL UE to UE session predicted or expected performance change
-
A VAL UE to UE session performance sustainability over a given time horizon/area

	Confidence level
	O
	For predictive analytics, the achieved confidence level can be provided.


8.2.5
Support for location accuracy analytics

8.2.5.1
General

This clause describes the procedure for supporting location accuracy analytics. 

8.2.5.2
Procedure

Figure 8.2.5.2-1 illustrates the procedure for location accuracy analytics enablement solution. 

Pre-conditions:

1.
ADAES is connected to A-ADRF.

2.
ADAES has discovered SEAL LMS or FLS.
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Figure 8.2.5.2-1: Location accuracy analytics procedure

1.
The VAL server makes a subscription request to ADAE server for location accuracy prediction/stats, including an analytics event ID (e.g. "location accuracy prediction" or "location accuracy sustainability"), an analytics request type (if not identified specifically at the event ID) which can be the location accuracy prediction for a given location X and/or for a given UE/app. The request may include also the target area, a target VAL service, or a VAL UE, group of UEs or the VAL service, time of day, accuracy threshold and requirements. If the VAL UEs are provided by the VAL server, this request may also include the expected route or a set of waypoints for the UEs of the VAL application.
2.
The ADAE server sends a location accuracy analytics subscription response as an ACK to the VAL server.
3.
The ADAE server discovers and maps the Data Sources with the respective analytics event ID for collecting location data for the corresponding VAL UEs or VAL service or area. 

4.
The ADAE server subscribes for NWDAF UE mobility analytics per VAL UE (for all the VAL UEs) and gets notification on the per UE location/mobility analytics based on TS 23.288 clause 6.7.2. Such analytics may be requested for a list of waypoints per UE route (if indicated at step 1). The ADAE server subscribes also for SEAL LMS location reports for the respective VAL UEs or location reports from all VAL UEs within the requested area. 

5.
The ADAE server optionally requests and receives location accuracy historical analytics /data from A-ADRF for the corresponding VAL UEs or VAL service area.

6.
Based on the request, the ADAE server receives location accuracy historical analytics /data from A-ADRF for the corresponding VAL UEs or VAL service area.

7.
The ADAE server abstracts or correlates the data/analytics from steps 4-6 and provides analytics on the location accuracy for the target VAL application. Depending on the event ID in step 1, the ADAE server can indicate whether the location accuracy is sustainable or is predicted to be downgraded or can be upgraded and become more granular (e.g. from meter to decimetre).

8.
The ADAE server sends the location accuracy analytics notification to the consumer.
8.2.5.3
Information flows

8.2.5.3.1
General

The following information flows are specified for location accuracy analytics based on 8.2.5.2 

8.2.5.3.2
Location accuracy analytics subscription request

Table 8.2.5.3.2-1 describes information elements for the location accuracy analytics subscription request from the VAL server to the ADAE server.

Table 8.2.5.3.2-1: Location accuracy analytics subscription request

	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	Analytics ID
	M 
	The identifier of the location accuracy analytics event. This ID can be for example "location accuracy prediction" or "location accuracy sustainability" depending on the expected outcome

	Analytics filter information
	M
	Filter information for the analytics event

	Analytics type
	M
	Whether analytics event is about prediction or statistics, and whether analytics are offline / online.

	VAL UE ID(s) or Group ID
	M
	The identity of the VAL UE(s) or group of UEs for which the analytics subscription applies

	VAL service ID
	O
	The identifier of the V2X service for which location accuracy analytics is requested

	Location accuracy requirements 
	M
	The accuracy threshold and VAL requirements 

	Preferred confidence level
	O
	The level of accuracy for the analytics service (in case of prediction).

	Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Time validity
	O
	The time validity of the request

	UE mobility / route information
	O
	Information on the target UE or group UE mobility including the expected route/set of waypoints


8.2.5.3.3
Location accuracy analytics subscription response

Table 8.2.5.3.3-1 describes information elements for the location accuracy analytics subscription response from the ADAE server to the VAL server.

Table 8.2.5.3.3-1: Location accuracy analytics subscription response

	Information element
	Status
	Description

	Result
	M
	The result of the analytics subscription request (positive or negative acknowledgement)


8.2.5.3.4
Location accuracy data request

Table 8.2.5.3.4-1 describes information elements for the location accuracy data request from the ADAE server to the A-ADRF.

Table 8.2.5.3.4-1: Location accuracy data request

	Information element
	Status
	Description

	ADAE server ID
	M
	The identifier of the ADAE server

	Analytics ID
	M 
	The identifier of the analytics event

	List of VAL UE IDs and addresses
	M 
	The VAL UE(s) identifiers and IP address(es) for which the data/analytics apply

	VAL service ID
	O
	The service ID, in case of requesting historical data for a particular VAL service.

	Reporting configuration
	O
	The configuration of data reporting including the format, data collection requirements, abstraction needed, etc

	Area of Interest
	O
	The geographical or service area for which the subscription request applies

	Time validity
	O
	The time validity of the request


8.2.5.3.5
Location accuracy data response

Table 8.2.5.3.5-1 describes information elements for the location accuracy data response from the A-ADRF to the ADAE server.

Table 8.2.5.3.5-1: Location accuracy data response

	Information element
	Status
	Description

	Analytics ID
	M 
	The identifier of the analytics event.

	List of VAL UE IDs and addresses
	M 
	The VAL UE(s) identifiers and IP address(es) for which the analytics apply

	VAL service ID
	O
	The service ID, in case of requesting historical data for a particular VAL service.

	Analytics Output
	M
	The reported analytics for the location accuracy, which can be in form of offline stats/historical data for a specific VAL service or for particular UE(s) or group of UEs 


8.2.5.3.6
Location accuracy analytics notification

Table 8.2.5.3.6-1 describes information elements for the location accuracy analytics notification from the ADAE server to the VAL server.

Table 8.2.5.3.6-1: Location accuracy analytics notification

	Information element
	Status
	Description

	Analytics ID
	M
	The identifier of the analytics event. 

	Analytics Type
	O
	The type of analytics based on the event, which can be offline or online analytics, ML-enabled analytics, statistics, or predictive analytics.

	Analytics Output
	M
	The predictive or statistical parameter, which can be:

-
A predicted or expected location accuracy change (downgrade or upgrade) for a particular VAL service or UEs

-
the location accuracy sustainability for a VAL service or UE/group of UEs over a given time horizon/area

	Confidence level
	O
	For predictive analytics, the achieved confidence level can be provided.


* * * End of Changes * * * *

