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1. Introduction

This contribution proposes to add a commonly used value to make the TS consistent. 

2. Reason for Change

Slice Identifier, Slice ID, NSI ID, S-NSSAI, network slice identifier, requested network slice information are all used to indicate a network slice in current TS, which will be confused for reader. So this contribution proposes to define a commonly used value to make it more clear.
Also, Application ID are changed to VAL service ID to make it consistent with what used in SEAL.
4. Proposal

It is proposed to agree the following changes to TS 23.435.

* * * First Change * * * *

8
Identities and commonly used values

8.1
General

The common identities for SEAL refer to TS 23.434[2]. The following clauses list the additional identities and commonly used values for Network Slice Capability Enablement. 

8.2
NSCE server ID

The NSCE server ID uniquely identifies the Network Slice Capability enablement server.

8.3
NSCE client ID

The Network Slice Capability enablement client ID identifies a particular NSCE client.
8.4
Slice Identifier
The identifier of the network slice , e.g. S-NSSAI, or identifier of part of a Network Slice instance, e.g. NSI ID. The identifier is mapped to the VAL application.
NOTE: If the service request applies for a certain NSI, the identifier of the NSI is used.
8.5
Slice coverage area

The slice coverage area is the area where the network slice is available in the whole PLMN or in one or more Tracking Areas of the PLMN. The slice coverage area can be expressed as a Topological Service Area (e.g. a list of TA), a Geographical Service Area (e.g. geographical coordinates) or both.
8.6
NSCE service area

The NSCE service area is the area where the Network Slice Capability Enablement server owner provides its services. It is equal to the collection of coverage area of slices it can enable. 
The NSCE service area can be expressed as a Topological Service Area (e.g. a list of TA), a Geographical Service Area (e.g. geographical coordinates) or both.  
NOTE:
The NSCE server service area shall not smaller than the collection of slice(s) coverage area(s) the NSCE server can enable.
* * * Next Change * * * *

Table 9.3.4.2-1: VAL application requirement request

	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	Service requirements 
	M
	The VAL application requirements 

	> VAL server KPIs
	O
	KPIs including application QoS requirements (latency, error rates, throughput, jitter,..)

	>Slice Identifier(s)
	M
	Identifier(s) of the network slice

	
	
	

	> Service Profile
	O
	If known by the VAL server, the Service Profile can be provided to the NSCE server.

	Area of Interest
	O
	The geographical or service area for which the requirement request applies

	Time validity
	O
	The time validity of the request

	


* * * Next Change * * * *

9.4.3.2
Application layer network slice lifecycle management subscribe request
Table 9.4.3.2-1 describes information elements for the application layer network slice lifecycle management subscribe request from the VAL server to the NSCE server.

Table 9.4.3.2-1: AppLayer-NS-LCM Subscribe
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. VAL server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the NSCE service.

	
	
	

	Network slice requirements
	M
	The requirement of network requirements or updated requirements when the network slice was created. The GST defined by GSMA (see clause 2.2 in [5]) and the performance requirements defined in clause 7 TS 22.261 [6] are all considered as input for the network slice related requirements.

	List of slice identifiers
	M
	List of identifiers of the network slice.

	AppLayer-NS-LCM notification indication
	M
	Indicates whether to notify the VAL server/consumer about the AppLayer-NS-LCM

	>AppLayer-NS-LCM notification address (NOTE)
	O
	The address (e.g. URL) of the consumer that can receive the AppLayer-NS-LCM notification 

	Trigger condition
	O
	Indicates the monitored parameters and the corresponding thresholds which could trigger the AppLayer-NS-LCM.
The supported trigger conditions are:
- The Network Slice load exceeds the threshold.
- The collected Network Slice performance exceeds the threshold;
- The collected QoE exceeds the threshold.

	Proposed expiration time
	O
	Proposed expiration time for the subscription

	NOTE:
When the AppLayer-NS-LCM recommendation notification is needed, AppLayer-NS-LCM notification indication should be provided.


* * * Next Change * * * *

9.4.3.5
QoE metrics subscribe
Table 9.4.3.5-1 describes information elements for the QoE metrics subscribe from the NSCE server to the VAL server. 

Table 9.4.3.5-1: QoE metrics Subscribe
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. NSCE server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	Notification Target Address
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the requestor should be sent to.

	Subscription ID
	M 
	Identifier of the subscription.

	Event Filter
	M
	The associated filter on a network slice to be notified

	>Slice identifier(s)
	M
	Identifier of the interested network slice

	>VAL service ID
	O
	Indicator of the interested application (i.e. App ID)

	>QoE type indicator
	M
	QoE metric type including latency, throughput, jitter, etc.  

	Event Reporting information
	M
	Information indicates how the notification is supposed to be sent, threshold based or the notification is periodical or the Immediate reporting is requested

	>Threshold
	O
	Threshold of QoE metrics

	>Reporting period 
	O
	Indicating the metrics reporting period

	>Immediate reporting flag
	O
	Indicating the request needs immediate reporting or not

	Proposed expiration time
	O
	Proposed expiration time for the subscribe


* * * Next Change * * * *

9.4.3.8
Network slice LCM recommendation request

Table 9.4.3.8-1 describes information elements for the Network slice LCM recommendation request from the NSCE server to the VAL server. 
Table 9.4.3.8-1: Network slice LCM recommendation Request

	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. NSCE server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	Network slice LCM recommendation
	M
	Recommended network slice lifecycle management operation

	>Slice identifier
	M
	Identifier of the network slice

	>Recommend network slice LCM action 
	M
	Recommend network slice LCM action(i.e. modifying the configuration, allocating a network slice)

	>Network slice information
	O
	Network slice information if the action is taken(i.e. NEST) 


* * * Next Change * * * *

9.5.3.2
AF policy provisioning request
Table 9.5.3.2-1 describes information elements for the AF policy provisioning request from the VAL server to the NSCE server. 

Table 9.5.3.2-1: AF policy provisioning Request

	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. VAL server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization.

	Slice identifier
	O
	Identifier of the network slice.

	Requested DNN 
	O
	Indication of the DNN which is requested.

	Indicator of policy harmonization
	O
	Indicating whether the policy harmonization is requested.

	Policy
	O
	The policy profile is defined in Table 9.5.3.2-2. The supported AF policies are listed in Table 9.5.3.2-3 to Table 9.5.3.2-5.


* * * Next Change * * * *
9.5.3.4
Network slice optimization subscription request
Table 9.5.3.4-1 describes information elements for the Network slice optimization subscription request from the VAL server to the NSCE server.

Table 9.5.3.4-1: Network slice optimization subscription request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. VAL server ID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the NSCE service.

	Notification Target Address
	O
	The Notification Target Address (e.g. URL) where the notifications destined for the requestor should be sent to.

	Slice identifier
	O
	Identifier of the network slice.

	Requested DNN 
	O
	Indication of the DNN which is requested.

	Policy ID
	O
	Identifies the AF Policy.

	Proposed expiration time
	O
	Proposed expiration time for the subscription.


* * * Next Change * * * *
9.6.4.2
Management service discovery subscribe request 

Table 9.6.4.2-1 describes information elements for the Management service discovery subscribe request from the VAL server to the NSCE server.

Table 9.6.4.2-1: Management service discovery subscribe request

	Information element
	Status
	Description

	VAL server ID
	M
	The identifier of the VAL server

	VAL service ID
	M
	The identifier of the VAL service for which the MnS discovery request applies 

	Slice identifier
	O
	The slice identifier, if known by the VAL server

	Exposure capability requirement
	O
	The requirement includes indication on the needed exposure level / permissions for exposing information related to the target slice. Also, the requirement may include the exposure capability type which is supported (e.g. via EGMF or directly to MnS producer)


9.6.4.3
Management service discovery subscribe response 

Table 9.6.4.3-1 describes information elements for the Management service discovery subscribe response from the NSCE server to the VAL server.

Table 9.6.4.3-1: Management service discovery subscribe response

	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the Management service discovery subscribe was successful.

	Failure response (NOTE)
	O
	Indicates that the Management service discovery subscribe failed.

	>Cause
	O
	Indicates the cause of failure

	NOTE :
Only one of these IEs shall be present in the message.


9.6.4.4
Management service discovery notify

Table 9.6.4.4-1 describes information elements for the Management service discovery notify message from the NSCE server to the VAL server.

Table 9.6.4.4-1: Management service discovery notify

	Information element
	Status
	Description

	VAL service ID
	M
	The identifier of the VAL application

	Management Domain/System ID
	M
	The identifier of the management system/domain of interest 

	List of MnS IDs / MnS producer IDs
	M
	The list of identifiers of the needed MnSs / MnS producers

	>MnS capability
	M
	The capability per needed MnS. Such capability may related to the managed elements such as considerations for radio, technology, coverage or NFs

	>MnS exposure level
	O
	The exposure level for the needed MnS. This level relates to the permissions of the VAL server over the MnS, e.g. whether to read, write, delete, update.

	Slice identifier
	O
	The slice identifier which is mapped to the VAL application and the list of MnSs.


* * * Next Change * * * *
9.7.3.2
Network slice related performance and analytics monitoring request and response

Table 9.7.3.2-1 and Table 9.7.3.2-2 describe information elements for the network slice related performance and analytics monitoring request and response between the VAL server and the NSCE server.

Table 9.7.3.2-1: Network slice related performance and analytics monitoring request
	Information element
	Status
	Description

	VAL information
	M
	The information of the VAL server

	Performance Monitoring Request ID
	M
	Identifier of the performance and analytics monitoring

	Performance and analytics monitoring metrics
	M
	The information of performance and analytics monitoring

	> VAL service identity
	M
	Identifier of the VAL service to be monitored

	> PerfList
	M
	The list of performance to be monitored

	>> PerfName
	M
	The name of the performance to be reported, e.g., the end to end round-trip time or the end to end network slice load.

	>Slice identifier(s)
	O
	Identifier(s) of the network slice to be monitored

	>StartTime
	M
	The start time point of the performance and analytics monitoring

	>EndTime
	O
	The end time point of the performance and analytics monitoring, If the EndTime IE is not included, it indicates that the performance and analytics monitoring will not stop until the monitoring request is released or updated.


Table 9.7.3.2-2: Network slice related performance and analytics monitoring response

	Information element
	Status
	Description

	status
	M
	The result of performance and analytics monitoring request

	>Successful response 
	CM
(NOTE 1)
	Indicates that the VAL server performance and analytics monitoring request was successful.

	> > Performance Monitoring Request ID
	M

	Identifier of the performance and analytics monitoring

	>>StartTime
	M
	The start time point of the performance and analytics monitoring

	>>EndTime
	O
	The end time point of the performance and analytics monitoring, If the EndTime IE is not included, it indicates that the performance and analytics monitoring will not stop until the monitoring request is released or updated.

	>Failure response 
	CM
(NOTE 2)
	Indicates that the performance and analytics monitoring request failed.

	>>Cause
	M
	Indicates the cause of VAL performance and analytics monitoring request failure

	NOTE 1:
Information element shall be present when performance and analytics monitoring request is successful.
NOTE 2
Information element shall be present when performance and analytics monitoring request status is failure.


9.7.3.3
Network slice related performance and analytics report subscription
Table 9.7.3.3-1 and 9.7.3.3-2 describe information elements for Network slice related performance and analytics report subscription from the NSCE server to the VAL server.

Table 9.7.3.3-1: Network slice related performance and analytics report subscription

	Information element
	Status
	Description

	VAL information
	M
	The information of the VAL server

	>VAL server ID
	M
	The identifier of the VAL server

	Report ID
	M
	Identifier of performance and analytics results the report

	Report Information
	M
	The information of performance and analytics report retrieving

	> VAL service identity
	M
	Identifier of the VAL service of which the performance and analytics results are required

	>Slice identifier(s)
	O
	Identifier(s) of the network slice

	>TimeDuration
	M
	The time duration the report involved

	>PerfList
	M
	The list of performance to be reported

	>>PerfName
	M
	The name of the performance to be reported


Table 9.7.3.3-2: Response of Network slice related performance and analytics report subscription

	Information element
	Status
	Description

	status
	M
	The result of performance and analytics subscription

	>Successful response 
	CM
(NOTE 1)
	Indicates that the VAL server performance and analytics report subscription was successful.

	>>Report ID
	M
	Identifier of the performance and analytics report Id

	>Failure response 
	CM
(NOTE 2)
	Indicates that the performance and analytics subscription failed.

	>>Cause
	M
	Indicates the cause of VAL performance and analytics subscription failure

	NOTE 1:
Information element shall be present when performance and analytics subscription is successful.
NOTE 2
Information element shall be present when performance and analytics subscription status is failure.


9.7.3.4
Network slice related performance and analytics report

Table 9.7.3.4-1 and 9.7.3.4-2 describe information elements for Network slice related performance and analytics report from the NSCE server to the VAL server.

Table 9.7.3.4-1: Network slice related performance and analytics report request 

	Information element
	Status
	Description

	VAL information
	M
	The information of the VAL server

	>VAL server ID
	M
	The identifier of the VAL server

	Report ID
	M
	Identifier of the report


Table 9.7.3.4-2: Network slice related performance and analytics report

	Information element
	Status
	Description

	Report ID
	M
	Identifier of the report

	PerfResultFile
	CM 

(NOTE 1)
	PerfResultFile contains one or more PerfResult

	>PerfResult
	CM

	Information element containing the VAL service identity or S-NSSAI followed by a list of result values for the aggregated or analyzed network slice related performance

	>VAL service identity
	M
	Identifier of the VAL service of which the performance and analytics results are reported

	>Slice identifier(s)
	O
	Identifier(s) of the network slice

	>ResultsValueList
	
	List of ResultsValue

	>>ResultsValue
	M
	Information element containing the perfName and perfValue.

	>>>PerfName
	M
	The name of the performance to be reported

	>>>PerfValue
	M
	The corresponding value of the monitored performance

	Failure response 
	CM
(NOTE 2)
	Indicates that network slice related performance and analytics results reporting failed.

	>Cause
	CM 

(NOTE 2)
	Indicates the cause of network slice related performance and analytics results report failure

	NOTE 1:
Information element shall be present when the network slice related performance and analytics results retrieving is successful.
NOTE 2:
Information element shall be present when the network slice related performance and analytics results retrieving is failure.


