	
3GPP TSG-SA WG6 Meeting #52bis-e	S6-230206
e-meeting, 11th – 20th January 2023	(revision of S6-22xxxx)

	CR-Form-v12.2

	CHANGE REQUEST

	

	
	23.558
	CR
	[bookmark: _GoBack]0197
	rev
	-
	Current version:
	18.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	ACR modification procedure

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	SA6

	
	

	Work item code:
	EDGEAPP_Ph2
	
	Date:
	2023-01-10

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	KI#3, Sol.#6: In service continuity planning, the ACR can be initiated and started for a predicted or expected location of the UE in the future. In R18 study, there are enhancements to service continuity planning. Solution #6 in TR 23.700-98 introduces procedures to enable the EEC or EES as the initiator of the ACR to modify an ongoing ACR. This paper provides the text to enable ACR modification as introduced by sol. #6.

	
	

	Summary of change:
	8.8.1.x: a high-level description of ACR modification in service continuity planning is added.
8.8.4.4: ACR parameters are added to ACR request. Such parameters can be modified later in ACR modification.
8.8.3.X, 8.8.4.Z1, 8.8.4.Z2: ACR modification procedure and the related information flows are specified. 
8.8.4.24: repeated EN is deleted, i.e. the EN is moved to clause 8.8.4.4.

	
	

	Consequences if not approved:
	ACR modification as studied in R18 study in TR23.700-98 will not be supported.

	
	

	Clauses affected:
	8.8.1.X (new), 8.8.4.4, 8.8.4.24, 8.8.3.X, 8.8.4.Z1, 8.8.4.Z2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc37791045][bookmark: _Toc42004026][bookmark: _Toc50584368][bookmark: _Toc50584712][bookmark: _Toc57673617][bookmark: _Toc114874226][bookmark: _Toc50584377][bookmark: _Toc50584721][bookmark: _Toc57673627][bookmark: _Toc114872625][bookmark: _Toc57673689][bookmark: _Toc114874315]* * * Change 1 * * * *
[bookmark: _Toc122439536][bookmark: _Toc19026867][bookmark: _Toc19034278][bookmark: _Toc19036468][bookmark: _Toc19037466][bookmark: _Toc25612732][bookmark: _Toc25613435][bookmark: _Toc25613699][bookmark: _Toc27647656][bookmark: _Toc37791046]8.8.1.x	Modification of ACR parameters during ACR for service continuity planning
During an ACR for service continuity planning, the circumstances can change which results in the changes in the parameters related to ACR. In such cases modification of the ACR will be required. For example, the EEC or EES can monitor the UE’s mobility and obtain updates in the predicted location or other ACR parameters e.g. prediction expiration time. 
For ACRs initiated by the S-EES, in case of a change in ACR parameters, e.g. prediction expiration time, the S-EES performs ACR parameter information procedure as described in clause 8.8.3.9 to send the updated parameters to T-EES and T-EAS.   
For the ACRs initiated by the EEC, in case of a change in ACR parameters, e.g. prediction expiration time, the EEC should send an ACR information modification request with the information identifying the current ACR and the updated parameters as described in clause 8.8.3.X. If the request is to the S-EES, the S-EES performs ACR parameter information procedure as described in clause 8.8.3.9 to send the updated parameters to T-EES and T-EAS.  
The case that requires change of T-EAS is described in clause 8.8.1.3.
* * * Change 2 * * * *
[bookmark: _Toc122439569]8.8.4.4	ACR request
Table 8.8.4.4-1 describes information elements for the ACR request sent either from the EEC to the S-EES or T-EES, or by the S-EAS to the S-EES. 
Table 8.8.4.4-1: ACR request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. EECID or EASID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	O
	Identifier of the EAS

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	Predicted/Expected UE location or Expected AC Geographical Service Area (NOTE 8)
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected Expected AC Geographical Service Area as described in clause 7.3.3.3

	ACID
	O
	The identifier of the AC.

	ACR action (NOTE 3)
	M
	Indicates the ACR action (ACR initiation or ACR determination)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> Previous T-EAS Endpoint (NOTE 7)
	O
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS of the previous ACR.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> Previous EAS notification indication (NOTE 7)
	O
	Indicates whether to notify the EAS about the cancellation of a previous ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	> ACR parameters (NOTE 9)
	O
	Parameters of the ACR

	> >> Prediction expiration time (NOTE 9)
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	> EEC context relocation details
	O
	Information required for EEC context relocation using the EEC context push or EEC context pull mechanisms.

	>> EEC Context ID (NOTE 5)
	O
	Identifier of the EEC Context 

	>> S-EES ID (NOTE 5)
	O
	Identifier of the EES that provided EEC context ID.

	>> S-EES endpoint (NOTE 5)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	>> T-EES ID (NOTE 6)
	O
	Identifier of the T-EES. 

	>> T-EES endpoint (NOTE 6)
	O
	The endpoint address (e.g. URI, IP address) of the T-EES. 

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	NOTE 1:	This IE shall be present if the EAS notification indication or previous EAS notification indication indicates that the EAS needs to be informed.
NOTE 2:	Either ACR initiation or ACR determination shall be included corresponding to the ACR action.
NOTE 3:	This IE shall indicate ACR determination if the request originates from the S‑EAS.
NOTE 4:	Void.
NOTE 5:	This IE may be present only if the request originates from the EEC towards the T-EES.
NOTE 6:	This IE may be present only if the request originates from the EEC towards the S-EES.
NOTE 7:	These IEs shall be present when the EEC re-sends the ACR request as described in clause 8.8.1.3 to indicate a previous ACR is to be cancelled.
NOTE 8:	This IE may be present if the ACR procedure is for service continuity planning.
NOTE 9: 	This IE may be included when the ACR is decided and executed for service continuity planning for a predicted/expected UE location.


[bookmark: _Toc122439589][bookmark: _Toc57673698][bookmark: _Toc122439548]
Editor's note: Additional ACR parameters, if required, are FFS.

* * * Change 3 * * * *
8.8.4.24	ACR paramete parameter information 
Table 8.8.4.24-1 describes information elements for the ACR parameter information sent from the S-EES to the T-EES. 
Table 8.8.4.24-1: ACR parameter information 
	Information element
	Status
	Description

	EES ID 
	M
	Unique identifier of the requesting S-EES.

	EECID (NOTE 1) 
	M
	Unique identifier of the EEC.

	ACID (NOTE 1)
	M
	The identifier of the AC.

	S-EAS Endpoint (NOTE 1)
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the S-EAS.

	T-EAS Endpoint (NOTE 1)
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	ACR parameters
	M
	ACR parameters

	> Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	NOTE 1:	These IEs are used to identify the ACR.



Editor's note: Additional ACR parameters, if required, are FFS.	Comment by Huawei_SA6#52BISe: The same EN added to clause 8.8.4.4. So it is deleted here.
* * * Change 4 * * * *
8.8.3.X	ACR information modification procedure
Figure 8.8.3.X-1 illustrates the ACR information modification procedure by the EEC to the EES.  The EEC triggers this procedure to modify the parameters of an ongoing ACR for service continuity planning. 
Pre-condition:
1.	The EEC has triggered an ACR for service continuity planning for a predicted or expected location in the future. 



Figure 8.8.3.4-1: ACR information modification procedure
1.	The EEC sends the ACR information modification request to EES. 
2.	The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request. The EES identifies the ACR to be modified based on the ID parameters in the request in step 1. 
If authorized, and the ACR is identified and the request is to the S-EES, the S-EES performs the ACR parameter information procedure as described in clause 8.8.3.9. 
If authorized, and the ACR is identified and the request is to the T-EES, if the T-EAS has subscribed to receive ACR notifications, the T-EES shall notify the T-EAS by sending an ACR management notification, with "ACT start" event including ACR parameters from the request in step 1, e.g. Prediction expiration time. 
3.	The EES responds to the requestor's request with an ACR information modification response message.
* * * Change 5 * * * *
[bookmark: _Hlk123971835]8.8.4.Z1	ACR information modification request 
Table 8.8.4.24-1 describes information elements for the ACR information modification request sent from the S-EES to the T-EES. 
Table 8.8.4.24-1: ACR information modification request 
	Information element
	Status
	Description

	EECID (NOTE 1) 
	M
	Unique identifier of the EEC.

	ACID (NOTE 1)
	M
	The identifier of the AC.

	S-EAS Endpoint (NOTE 1)
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the S-EAS.

	T-EAS Endpoint (NOTE 1)
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	ACR parameters
	M
	ACR parameters

	> Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	NOTE 1:	These IEs are used to identify the ACR.




* * * Change 6 * * * *
8.8.4.Z2	ACR information modification response
Table 8.8.4.25-1 describes information elements for the ACR information modification reesponse sent from the EES to the EEC. 
Table 8.8.4.25-1: ACR modification response
	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the ACR parameter information was successful.

	Failure response (NOTE)
	O
	Indicates that the ACR parameter information failed.

	> Cause
	O
	Indicates the cause of ACR parameter information failure

	NOTE:	One of these IEs shall be present in the message.





* * * End of changes * * * *
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