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[bookmark: _Toc37790996][bookmark: _Toc42003947][bookmark: _Toc50584268][bookmark: _Toc50584612][bookmark: _Toc57673459][bookmark: _Toc122439275]8.2.6	EES Profile
The EES profile includes information about the EES and the services it provides.
Table 8.2.6-1: EES Profile
	Information element
	Status
	Description

	EESID 
	M
	The identifier of the EES

	EES Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	EASIDs
	M
	List of EASIDs registered with the EES.

	instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)

	EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	EES Provider Identifier
	O
	The identifier of the ECSP that provides the EES Provider.

	EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	List of EES DNAI(s)
	O
	DNAI(s) associated with the EES. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN, where the EES resides.

	EES EHE
	O
	The EHE associated with the EES.

	EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.




	* * * NEXT Change * * * *	
[bookmark: _Toc37790992][bookmark: _Toc42003943][bookmark: _Toc50584264][bookmark: _Toc50584608][bookmark: _Toc57673455][bookmark: _Toc122439271]8.2.2	AC Profile
An AC Profile includes information about AC used to determine services and service characteristics required.
Table 8.2.2-1: AC Profile
	Information element
	Status
	Description

	ACID
	M
	Identity of the AC.

	AC Type
	O
	The category or type of AC (e.g. V2X). This is an implementation specific value.

	Preferred ECSP list
	O
	When used in a service provisioning request, this IE indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 

	AC Schedule
	O
	The expected operation schedule of the AC (e.g. time windows)

	Expected AC Geographical Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the AC's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	AC Service Continuity Support
	O
	Indicates if service continuity support is required or not for the application. The IE also indicates which ACR scenarios are supported by the AC and which of these are preferred by the AC.

	Simultaneous EAS connectivity information in service continuity
	O
	Indicates if simultaneous EAS connectivity is needed and the inactive time guidance for keeping connectivity towards the S-EAS.

	List of EASs
	O
	List of EAS that serve the AC along with the service KPIs required by the AC

	> EASID
	M
	Identifier of the EAS

	> Expected AC Service KPIs
	O
	KPIs expected in order for ACs to receive currently required services from the EAS, as described in Table 8.2.3-1

	> Minimum required AC Service KPIs
	O
	Minimum KPIs required in order for ACs to receive meaningful services from the EAS, as described in Table 8.2.3-1

	EAS bundle information
	O
	Information of the EAS bundle which AC requires. 

	EAS bundle requirements
	O
	Requirements associated with the EAS bundle.

	> Coordinated EAS discovery
	O
	Indicates if AC requires coordinated EAS discovery. 

	> Coordinated ACR
	O
	Indicates if AC requires coordinated ACR.
The IE may further indicate what actions must be taken if ACR for one or more bundled EAS fails e.g. ACR for all other EAS that are part of the bundle must be cancelled or not.



Editor’s Note: It is FFS whether and how EAS endpoint information may be included in the AC Profile.

	* * * NEXT Change * * * *	
[bookmark: _Toc122439293]
8.2.2	Request-response model
Figure 8.3.3.2.2-1 illustrates service provisioning procedure based on request/response model.
Pre-conditions:
1.	The EEC has been pre-configured or has discovered the address (e.g. URI) of the ECS;
2.	The EEC has been authorized to communicate with the ECS;
3.	The UE Identifier is either preconfigured or resulted from a successful authorization; and
4.	The ECS is configured with ECSP's policy for service provisioning.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.3.3.2.2-1: Service provisioning – Request/Response
1.	The EEC sends a service provisioning request to the ECS. The service provisioning request includes the security credentials of the EEC received during EEC authorization procedure and may include the UE identifier such as GPSI, connectivity information, UE location and AC profile(s) information.
2.	Upon receiving the request, the ECS performs an authorization check to verify whether the EEC has authorization to perform the operation. The ECS may utilize the capabilities (e.g. UE location) of the 3GPP core network as specified in clause 8.10.2. If AC profile(s) are provided by the EEC, the ECS identifies the EES(s) based on the provided AC profile(s) and the UE location. When AC profiles(s) are not provided, then:
-	if available, the ECS identifies the EES(s) based on the UE-specific service information at the ECS and the UE location;
-	ECS identifies the EES(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the ECS is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
The ECS also determines other information that needs to be provisioned, e.g. identification of the EDN, EDN service area, EES endpoints.
When the bundle EAS information is included in the AC profile, the ECS can determine the EES based on the bundled EAS information, then the ECS may select one or more EES which support all of the bundled EAS within the same EHE based on the EES EHE information obtained in the EES profile.
3.	If the processing of the request was successful, the ECS responds to the EEC's request with a service provisioning response which includes a list of EDN configuration information, e.g. identification of the EDN, EDN service area, and the required information (e.g. URI, IP address) for establishing a connection to the EES.
	The ECS may provide associated EES(s) information (one ore more EES information) in the service provisioning response along with the bundle EAS information.
If the ECS is not provisioned with any EDN configuration information or is unable to determine the EES information using the inputs in service provisioning request, UE-specific service information at the ECS or the ECSP's policy, the ECS shall reject the service provisioning request and respond with an appropriate failure cause. 
If the EDN configuration information includes an LADN DNN as an identifier for the EDN, the EEC considers the LADN as the EDN. Therefore, the service area of EDN is the LADN Service Area which can be discovered using the UE Registration Procedure. 
The EEC may cache the service provisioning information (e.g. EES endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the Service provisioning response, then the EEC may cache and reuse the Service provisioning information only for the duration specified by the Lifetime IE, without the need to repeat step 1.
[bookmark: _Toc50584275][bookmark: _Toc50584619]If the ECS provided information regarding the service continuity support of individual EESs, the EEC may take this information into account when selecting an EES for EEC registration, EAS discovery or T-EAS discovery, respectively.
When the EES profile(s) include instantiable EAS information, the EEC can select one EES for EAS discovery to mitigate the waste of EDN resources considering the instantiable EAS information, if the EAS instantiation status corresponding to the EASID requested by AC/EEC is instantiable but not yet instantiated.
NOTE 4:	If the service provisioning request fails, the EEC can resend the service provisioning request again, taking into account the received failure cause.
[bookmark: _Toc57673467]NOTE 5:	Even after the EEC establishes a connection to the EES using information received in step 3, the EES can issue AF request to influence traffic routing from EEC to EES as specified in 3GPP TS 23.501 [2] clause 5.6.7.
NOTE 6:	If the EAS instantiation fails based on the selected EES, the EEC may retry the EAS discovery request to another EES.8.3.3.2.3	Subscribe-notify model


	* * * NEXT Change * * * *	
[bookmark: _Toc122439302]8.3.3.3.3	Service provisioning response
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	EAS bundle information
	O
	Information of the EAS bundle which AC requires. 

	> Associated EES information 
	O
	EES information which support all of the bundled EAS within the same EHE

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.



Table 8.3.3.3.3-2: EDN configuration information
	Information element
	Status
	Description

	EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	> DNN/APN
	M
	Data Network Name/Access Point Name

	> S-NSSAI
	O
	Network Slice information

	> EDN Topological Service Area
	O 
	The EDN serves UEs that are connected to the Core Network from one of the cells included in this service area. See possible formats in Table 8.2.7-1.

	List of EESs
	M
	List of EESs of the EDN.

	> EESID 
	M
	The identifier of the EES

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EASIDs (NOTE 2)
	O
	List of EASIDs registered with the EES.

	> instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)

	> EES Provider identifier
	O
	The identifier of the EES Provider (such as ECSP) 

	> EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1. 

	> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	> EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	> EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	> Security Credential
	O
	Indicates the security credential sent by the ECS. The security credential is used by EEC to communicate with the EES as specified in 3GPP TS 33.558 [23], clause 6.2.

	Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE 1:	If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:	EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).




	* * * NEXT Change * * * *	
[bookmark: _Toc57673553][bookmark: _Toc122439383]8.5.2.2	Request-response model
Pre-conditions:
1.	The EEC has received information (e.g. URI, IP address) related to the EES;
2.	The EEC has received appropriate security credentials authorizing it to communicate with the EES as specified in clause 8.11; and
3.	The EES is configured with ECSP's policy for EAS discovery.
NOTE 1:	Details of ECSP's policy are out of scope.


Figure 8.5.2.2-1: EAS Discovery procedure
1.	The EEC sends an EAS discovery request to the EES. The EAS discovery request includes the requestor identifier [EECID] along with the security credentials and may include EAS discovery filters and may also include UE location to retrieve information about particular EAS(s) or a category of EASs, e.g. gaming applications, or Edge Applications Server(s) available in certain service areas, e.g. available on a UE's predicted or expected route. The request message may also contains the bundled EAS distribution information (e.g. associated EES(s) information) received in the service provisioning response message.
2.	Upon receiving the request from the EEC, the EES checks if the EEC is authorized to discover the requested EAS(s). The authorization check may apply to an individual EAS, a category of EASs or to the EDN, i.e. to all the EASs. If UE's location information is not already available, the EES obtains the UE location by utilizing the capabilities of the 3GPP core network as specified in clause 8.10.3. If EAS discovery filters are provided by the EEC, the EES identifies the EAS(s) based on the provided EAS discovery filters and the UE location. If the EEC indicates that service continuity support is required, the EES shall take the indication which ACR scenarios are supported by the AC and the EEC and which of these are preferred by the AC into consideration. The EES may select one EAS and determine to perform application traffic influence for this AC based on AC’s service KPI or EAS’s service KPI in desired response time, when the EES does not perform traffic influence in advance.
	When EAS discovery filters are not provided, then:
-	if available, the EES identifies the EAS(s) based on the UE-specific service information at the EES and the UE location;
-	EES identifies the EAS(s) by applying the ECSP policy (e.g. based only on the UE location);
NOTE 2:	Details of the UE-specific service information and how it is available at the EES is out of scope.
NOTE 3:	Both steps are evaluated prior to sending a response.
Upon receiving the request from the EEC, the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.
3.	If the processing of the request was successful, the EES sends an EAS discovery response to the EEC, which includes information about the discovered EASs. For discovered EASs, this includes endpoint information. Depending on the EAS discovery filters received in the EAS discovery request, the response may include additional information regarding matched capabilities, e.g. service permissions levels, KPIs, AC locations(s) that the EASs can support, ACR scenarios supported by the EAS, etc. The EAS discovery response may contain a list of EASs. This list may be based on EAS discovery filters containing a Geographical or Topological Service Area, e.g. a route, included in the EAS discovery request by the EEC.
[bookmark: _GoBack]If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the EAS discovery request and respond with an appropriate failure cause.
	If the EEC is not registered with the EES, and ECSP policy requires the EEC to perform EEC registration prior to EAS discovery, the EES shall include an appropriate failure cause in the EAS discovery response indicating that EEC registration is required.
If the UE location and predicted/expected UE locations, provided in the EAS discovery request, are outside the Geographical or Topological Service Area of an EAS, then the EES shall not include that EAS in the discovery response. The discovery response may include EAS(s) that cannot serve the UE at its current location if a predicted/expected UE location was provided in the EAS discovery request. 
Upon receiving the EAS discovery response, the EEC uses the endpoint information for routing of the outgoing application data traffic to EAS(s), as needed, and may provide necessary notifications to the AC(s). The EEC may use the border or overlap between EAS Geographical Service Areas for service continuity purposes. The EEC may cache the EAS information (e.g. EAS endpoint) for subsequent use and avoid the need to repeat step 1. If the Lifetime IE is included in the response, the EEC may cache the EAS information only for the duration specified by the Lifetime IE.
NOTE 4:	Within the duration specified by the Lifetime IE, the cached EAS Profile can be updated (e.g. according to notifications from the EES for changes of EAS information due to EAS status change) or the cached EAS Profile can be invalidated due to new EAS information discovery (e.g. due to UE mobility). The EEC can update or invalidate the cached EAS information (e.g. on PDU Session Release or Modification Command).
NOTE 5:	The AC can cache the EAS information (e.g. EAS endpoint) for subsequent use. In the case of the cached information needing to be updated or invalidated, the mechanisms for the EEC to notify the AC is up to implementation and is not specified in the current release of the present document.
NOTE 6:	The EEC can use the EAS information provided by the discovery procedure to perform service continuity planning, for example when ultra-low latency ACR is required.
If the EAS discovery request fails, the EEC may resend the EAS discovery request, taking into account the received failure cause. If the failure cause indicated that EEC registration is required, the EEC shall perform an EEC registration before resending the EAS discovery request.

	* * * NEXT Change * * * *	
[bookmark: _Toc122439392]
8.5.3.2	EAS discovery request
Table 8.5.3.2-1 describes information elements for the EAS discovery request. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.
Table 8.5.3.2-1: EAS discovery request
	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Target DNAI (NOTE)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (NOTE)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (NOTE)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	Associated EES information 
	O
	EES information which support all of the bundled EAS within the same EHE

	> EES ID
	O
	The identifier of the EES

	> EES Endpoint
	O
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	>> Bundled EAS information
	O
	Bundled EAS registered to this EES which AC requires

	NOTE:	This IE shall not be included when the request originates from the EEC.



Table 8.5.3.2-2: EAS discovery filters
	Information element
	Status
	Description

	List of AC characteristics (NOTE 1)
	O
	Describes the ACs for which a matching EAS is needed.

	> AC profile (NOTE 2)
	M
	AC profile containing parameters used to determine matching EAS. AC profiles are further described in Table 8.2.2-1.

	List of EAS characteristics (NOTE 1, NOTE 3)
	O
	Describes the characteristic of required EASs.

	> EASID
	O
	Identifier of the required EAS.

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS Geographical Service Area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> EAS Topological Service Area 
	O
	Topological area (e.g. cell ID, TAI) for which the EAS service should be available. See possible formats in Table 8.2.7-1.

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	NOTE 1:	Either "List of AC characteristics" or "List of EAS characteristics" shall be present.
NOTE 2:	"Preferred ECSP list" IE shall not be present.
NOTE 3:	The "List of EAS characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.




	* * * NEXT Change * * * *	

8.8.2.5	S-EES executed ACR
Figure 8.8.2.5-1 illustrates the S-EES detecting, deciding and executing ACR from the S-EAS to the T-EAS. This may include EELManagedACR by S-EES when initiated by S-EAS as per clause 8.8.3.6. The EEC or the S-EAS may also detect the ACR as illustrated in figure 8.8.2.5-1.
Pre-condition:
1.	The AC at the UE already has a connection to the S-EAS; 
2.	The EEC is able to communicate with the S-EES; 
3.	The EEC has subscribed to receive ACR information notifications for target information notification events and ACR complete events from the S-EES, as described in clause 8.8.3.5.2;
4.	The S-EAS optionally subscribed to receive ACR management notifications for "ACR facilitation" events to the S-EES, in order to enable detection at S-EAS.
5.	In case of EELManagedACR, the T-EAS has subscribed to receive ACT status notifications as described in clause 8.8.3.6.2.3.



Figure 8.8.2.5-1: S-EES executed ACR
1.	The S-EAS may initiate EELManagedACR with S-EES as specified in clause 8.8.3.6. In this step, the S-EAS and S-EES negotiate an address of the Application Context storage to S-EES. The S-EAS puts the Application Context at this address which can be further accessed by the S-EES when the ACT is required.
In this case, the S-EES executes steps 2 (i.e., S-EES detection), 4, 5, 6, 7, 8, 9, 10, 11, 13 and 14. Rest of steps are skipped.
Phase I: ACR Detection
2.	Detection entities (S-EAS, S-EES, EEC) detect that ACR may be required and identify the ACID and Predicted/Expected UE location or Expected AC Geographical Service Area as described in clause 8.8.1.1. The detection by the S-EES may be triggered by the User Plane path change notification received from the 3GPP Core Network due to S-EAS request for "ACR facilitation" event (see clause 8.6.3) or due to step 1.
The detection entity may detect that ACR may be required for an expected or predicted UE location in the future as described in clause 8.8.1.1.
Phase II: ACR Decision
3.	The detection entity performs ACR launching procedure (as described in clause 8.8.3.4) with the ACR action indicating ACR determination and the corresponding ACR determination data. If the EEC or S-EAS detect the ACR event, the EEC or S-EAS may inform S-EES with ACID, and predicted/expected UE location or Expected AC Geographical Service Area in the ACR launching procedure.
4.	The S-EES authorises the message if received. The S-EES decides to execute ACR based on the information received or local detection, and the information of EEC context or EAS profile, and then proceed the below steps. When the EES recives the predicted/expected UE location or Expected AC Geographical Service Area from the EEC or the EAS in ACR determination, or the EES received service continuity planning from EAS in ACR facilitation event subscriprion, then the EES will determine to monitor the UE mobility. If S-EES has received information of on-going ACR, then it should not initiate an ACR with the same ACR identity uniquely identified by ACID, EEC ID (or UE ID), S-EAS endpoint and T-EAS endpoint again per clause 8.6.3.2.3.
	When the S-EES is associated with multiple EES(s), the S-EES will send the ACR requirement for bundle EAS request (as described in clause 8.8.3.X) to the associated EES obtained in the EAS discovery request or EAS information provisioning request from the EEC, indicating that there is a need for ACR and the S-EES will determine target EHE for the bundled EAS. 
[bookmark: _Hlk49942364]Editor's note: It is FFS whether EES monitor the UE mobility based on the UE type (e.g. no mobility device).
Phase III:	ACR Execution
5a.	The S-EES determines T-EES and T-EAS via the Discover T-EAS procedure and the S-EES may receive the target EHE information from ECS in clause 8.8.3.2 of the present document. When in step 2 the ACR has been triggered for service continuity planning, then UE Location and Target DNAI values provided in the Retrieve T-EES procedure contain the expected UE Location and expected Target DNAI. The S-EES may decide not to perform ACR if T-EAS is not available.
	When the S-EES is associated with multiple EES(s), the S-EES will send the Target EHE announcement request (as described in clause 8.8.3.Y) to the associated EES including the Target EHE information. When the associated EES receives the Target EHE announcement request (as described in clause 8.8.4.Y), the associated EES will determine the T-EES considering the Target EHE information in clause 8.8.3.2 of the present document.
Editor's note:	it is FFS whether the interaction between S-EES and associated EES is required or not. When SA5 can ensure that all EASs of the bundle are registered on the same EES when the EAS bundle is in the same EDN, then the interaction between S-EES and associated EES is required or not. Coordination with SA5 is required.
5b.	If required, the S-EES performs ACR parameter information procedure by sending the ACR parameter information request to the T-EES as described in clause 8.8.3.9. For example, when the ACR is for service continuity planning, and the S-EES has recievd it in ACR launch in step 2, the S-EES sends ACR parameter information request which includes Prediction expiration time.  
Editor's note:	It is FFS whether this procedure can be merged with the EEC context relocation.
6.	If the T-EES is different than the S-EES and the EEC Context at the S-EES is not stale, the S-EES initiates EEC Context Push relocation with the T-EES as described in clause 8.9.2.3. Otherwise, if the T-EES is the same as the S-EES, EEC Context Push relocation is skipped.
7.	The S-EES sends the target information notification to the EEC as described in clause 8.8.3.5.3.
8.	The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).
9.	The S-EES sends the ACR management notification (e.g. as notification for "ACR facilitation" event or "ACT start" event as described in clause 8.6.3 or due to step 1) to the S-EAS to initiate ACT between the S-EAS and the T-EAS.
10.	The Application Context is transferred from S-EAS to the T-EAS at implementation specific time. In the case of EELManagedACR, the S-EES accesses the Application Context from the address as per step 1 and the S-EES and T-EES engage in the ACT from S-EAS to the T-EAS (obtained as per step 5) in a secure way. Further the T-EAS accesses the Application Context made available by the T-EES. If S-EAS performs the ACT directly with T-EAS, the specification of such process is out of scope of the present document.
NOTE 1:	The Application Context is encrypted and protected by the application layer. The S-EES and the T-EES engage in the packet level transport of the Application Context and they have no visibility to the content of the Application Context.
When in step 2 the ACR has been triggered for service continuity planning, if the UE does not move to the predicted location, the EEC does not connect to T-EES, the AC does not connect to the T-EAS. Post-ACR Clean up is skipped.
NOTE 2:	The S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the S-EAS and T-EAS whether and how to make such a decision.
NOTE 3:	When in step 2 the ACR has been triggered for service continuity planning, Post-ACR Clean up is performed after the UE moves to the expected location.
Phase IV:	Post-ACR Clean up 
11.	In case of EELManagedACR, once the ACT is successful, the T-EES sends an ACT status notification to the T-EAS as described in clause 8.8.3.6.2.4, indicating that the Application Context is available.
12.	The S-EAS sends the ACT status update message to the S-EES as specified in clause 8.8.3.8.
13.	The T-EAS sends the ACR status update message to the T-EES as specified in clause 8.8.3.8. If the status indicates a successful ACT, and that the EEC Context relocation procedure was attempted but failed, then the T-EES indicates the failure to the T-EAS with the ACR status update response.
NOTE 4:	If the EDGE-3 subscription initialization result indicates failure, then the EAS can perform the required EDGE-3 subscriptions at the T-EES.
NOTE 5:	Steps 12 and 13 can occur in any order.
14.	If the status in step 12 indicates a successful ACT, the S-EES sends the ACR information notification  (ACR complete) message to the EEC to confirm that the ACR has completed as specified in clause 8.8.3.5.3. Once S-EES detects the UE has moved to the predicted/expected UE location or Expected AC Geographical Service Area and the status in step 12 indicates a successful ACT, then the S-EES sends ACR complete notify message to the EEC when the ACR type is service continuity planning. If the EEC Context relocation procedure was attempted, then the notification includes EEC context relocation status IE, indicating the result of the EEC context relocation procedure. If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC may perform the required EDGE-1 operations such as create subscriptions at the T-EES. 
NOTE 6:	The Application Client mechanism to support switchover of the application traffic to T-EAS is out of scope of the specification.

	* * * NEXT Change * * * *	
[bookmark: _Toc50584444][bookmark: _Toc50584788][bookmark: _Toc57673697][bookmark: _Toc122439547]8.8.3.X	ACR requirement for bundle EAS procedure
Figure 8.8.3.X-1 illustrates the procedure for the S-EES send the ACR requirement for bundle EAS to the associated EES..
Pre-condition:
1. The S-EES has been received the Associated EES information from the EEC in EAS discovery procedure.

[image: ]
Figure 8.8.3.X-1: ACR requirement for bundle EAS procedure
1.	The S-EES sends the ACR requirement for bundle EAS request (bundle EAS information, indication the need of ACR) to the Associated EES in order to inform associated EES that there is a need for ACR and the S-EES will determine the target EHE for the bundle EAS.
2.	Upon receiving the request from the S-EES, the associated EES validates the S-EES information request and verifies if the S-EES is authorized for this operation.
3.	If the processing of the request was successful, the associated EES sends ACR requirement for bundle EAS response to the S-EES indicating a successful status; otherwise, the associated EES shall indicate a failure status and include appropriate reasons.

	* * * NEXT Change * * * *	

8.8.4.X1	ACR requirement for bundle EAS request
Table 8.8.4.X1-1 describes the information elements for ACR requirement for bundle EAS request from the S-EES to the associated EES.
Table 8.15.3.2-1: ACR requirement for bundle EAS request
	Information element
	Status
	Description

	Requestor identifier
	M
	The identifier of the announcing S-EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS bundle information
	O
	Information of the EAS bundle which AC requires. 

	> indication the need of ACR
	O
	Indicating that the ACR is required for the bundle EAS.




	* * * NEXT Change * * * *	
[bookmark: _Toc122439696]8.X.4.X2	ACR requirement for bundle EAS response
Table 8.8.4.X2-1 describes the information elements for ACR requirement for bundle EAS response from the the associated EES to S-EES.
Table 8.15.3.2-1: ACR requirement for bundle EAS response
	Information element
	Status
	Description

	Successful response 
	O
	Indicates that the request was successful.

	Failure response 
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the failure cause.



	* * * NEXT Change * * * *	
8.8.3.Y	Target EHE announcement procedure
Figure 8.8.3.Y-1 illustrates the procedure for the S-EES send the Target EHE announcement request to the associated EES..
Pre-condition:
1. The S-EES has been received the Associated EES information from the EEC in EAS discovery procedure.

[image: ]
Figure 8.8.3.Y-1: Target EHE announcement procedure
1.	The S-EES sends the Target EHE announcement request (bundle EAS information, Target EHE information) to the Associated EES in order to inform associated EES that the T-EES determination should take the Target EHE information into account.
2.	Upon receiving the request from the S-EES, the associated EES validates the S-EES information request and verifies if the S-EES is authorized for this operation.
3.	If the processing of the request was successful, the associated EES sends Target EHE announcement response to the S-EES indicating a successful status; otherwise, the associated EES shall indicate a failure status and include appropriate reasons.

	* * * NEXT Change * * * *	

8.8.4.Y1	Target EHE announcement request
Table 8.8.4.Y1-1 describes the information elements for Target EHE announcement request from the S-EES to the associated EES.
Table 8.8.4.Y1-1: Target EHE announcement request
	Information element
	Status
	Description

	Requestor identifier
	M
	The identifier of the announcing S-EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS bundle information
	O
	Information of the EAS bundle which AC requires. 

	> Target EHE information
	O
	Target EHE that can host bundle EAS.




	* * * NEXT Change * * * *	
8.8.4.Y2	Target EHE announcement response
Table 8.8.4.Y2-1 describes the information elements for Target EHE announcement response from the the associated EES to S-EES.
Table 8.8.4.Y2.-1: Target EHE announcement EAS response
	Information element
	Status
	Description

	Successful response 
	O
	Indicates that the request was successful.

	Failure response 
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the failure cause.





	* * * NEXT Change * * * *	

8.8.3.3	Retrieve T-EES procedure
Figure 8.8.3.3-1 illustrates the procedure for the S-EES to retrieve the T-EES information from the ECS.
Pre-condition:
1.	The S-EES has been pre-configured with the address of the ECS; and
2.	The AC at the UE already has on-going application traffic with the S-EAS.


Figure 8.8.3.3-1: Retrieve T-EES procedure
1.	The S-EES sends the Retrieve EES request (UE location information or UE identity, EASID of the S-EAS, target DNAI) to the ECS in order to identify the T-EES which has an EAS available to serve the given AC in the UE. The request message may also contain the EAS bundle information along with the target EHE information.
2.	If the request contains the UE identity (e.g. GPSI) but the UE location is not known to the ECS, then the ECS interacts with 3GPP core network to retrieve the UE location. The ECS determines T-EES(s) as per the parameters (e.g. EASID, target DNAI) in the request and the UE location information. When the target EHE information is provided, then the ECS determines the T-EES based on the T-EES EHE information and the target EHE information for the bundle EAS .
3.	The ECS sends the Retrieve EES response including the list of EDN configuration information to the S-EES. The list of EDN configuration information includes the EDN details with the endpoint information of T-EES(s) as described in table 8.3.3.3.3-2.
NOTE:	The Retrieve EES request initiated by the S-EES can be restricted only to its registered ECS.




	* * * NEXT Change * * * *	
[bookmark: _Toc122439571]8.8.4.6	Retrieve EES request
Table 8.8.4.6-1 describes the information elements to retrieve T-EES information from the ECS. 
Table 8.8.4.6-1: Retrieve EES request
	Information element
	Status
	Description

	EESID
	M
	Unique identifier of the EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	M
	The EASID.

	EAS bundle information
	O
	Information of the EAS bundle which AC requires.

	> Target EHE information 
	O
	Target EHE that can host bundle EAS.

	Target DNAI
	O
	The target DNAI information which can be associated with potential T-EES(s) and/or T-EAS(s).

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 




	* * * NEXT Change * * * *	


	* * * END of Change * * * *	
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