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****************************1st Change -assumes CR0096 has been incorporated*************************
[bookmark: _Toc492994852][bookmark: _Toc75416390][bookmark: _Toc492994825][bookmark: _Toc114825016][bookmark: _Toc75416353]4.11	Protocol design
[bookmark: _Toc492994853][bookmark: _Toc75416391]4.11.1	Introduction
In order for the CAPIF to be common across all present and future API invokers for various usages and purposes, a minimum common protocol stack model is necessary so that all API invokers that use the common-framework-based API need to support only one and the same set of protocols, e.g. security layer protocol(s). Extensibility of this model allows evolution and re-use.
[bookmark: _Toc492994854][bookmark: _Toc75416392]4.11.2	Requirements
[AR-4.11.2-a] The CAPIF shall support a minimum common protocol stack model common for all API implementations to be based on.
[AR-4.11.2-b] The CAPIF shall support a common security mechanism for all API implementations to provide confidentiality and integrity protection. 
[AR-4.11.2-c] The CAPIF shall be extensible to support different protocol stack models, including related security mechanisms, in addition to the minimum common protocol stack model.
[bookmark: _Hlk119598652]NOTE: Potentially, Stage 3 needs to consider all CAPIF APIs for protocol extensibility.
Editor's note: To enable the extension of CAPIF to support different API architectures, whether and what updates to the CAPIF architecture and procedures are needed is FFS.

*******************************************2nd Change********************************************
4.2	Service API publish and discover
[bookmark: _Toc492994826][bookmark: _Toc114825017]4.2.1	Introduction
This subclause specifies the service API publish and discover related requirements.
[bookmark: _Toc492994827][bookmark: _Toc114825018]4.2.2	Requirements
[AR-4.2.2-a] The CAPIF shall provide a mechanism to publish the service API information to be used by the API invokers to discover and subsequently invoke the service API.
[AR-4.2.2-b] The CAPIF shall provide a mechanism for the API invokers to discover the published service API information as specified in [AR-4.2.2-a] according to the API invokers' interest.
[AR-4.2.2-c] The CAPIF shall provide a mechanism to restrict the discovery of the published service API information by the API invokers, based on configured policies.
[AR-4.2.2-d] The CAPIF shall provide a mechanism to configure policies to restrict the discovery of the published service API information.
[AR-4.2.2-e] The CAPIF shall provide mechanism to support Serving Area Information related to service APIs.
[AR-4.2.2-f] The CAPIF shall support a mechanism that allows providing vendor-specific extensions as part of the published and discovered API information.
[bookmark: _Hlk118717015][AR-4.2.2-g] The CAPIF shall support a mechanism that allows indicating selected parts of the vendor-specific extension information when determining API invokers' interest during service API discovery.

******************************************End of Changes *****************************************

