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1. Introduction
This contributions provides a proposal for SEALDD regular connection establishment.
2. Reason for Change
SA6 studied and concluded KI#8 about SEALDD data distribution, and the corresponding solutions need to be specified. The procedure of solution#9 in TR 23.700-34 v1.0.0 is transposed to TS 23.433. Detailed descriptions about how SEALDD server manage the mapping between the SEALDD traffic and SEALDD-S connection is added.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.433 v0.0.0.
* * * First Change * * * *
9.X
SEALDD regular connection establishment 
9.x.1
General

The following clauses specify procedures, information flow and APIs for SEALDD regular connection establishment including signalling transmission and regular data transmission.
NOTE: SEALDD server and VAL server may have different behaviour when establishing the connection for signalling transmission and regular data transmission. For signaling transmission, the VAL server may allocate the same address and port to send/receive the signaling traffic of all the users. And the SEALDD server may need to identify the signaling traffic by checking the SEALDD connection establishment request since all the SEALDD clients’ application signaling traffic should be mapped to the same SEALDD-S connection. For data transmission, the VAL server may allocate different addresses and ports to send/receive the data traffic of different users. And SEALDD server may need to identify the data traffic by checking the SEALDD connection establishment request since different SEALDD clients’ application data traffic should be mapped to their specific SEALDD-S connection.
9.x.2
Procedure

9.x.2.1
SEALDD enabled signaling transmission connection establishment procedure

Figure 9.x.2.1-1 illustrate the procedure for signaling transmission connection establishment.

Pre-condition:

-
The VAL server can discover and select the SEALDD server by CAPIF functions.
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Figure 9.x.2.1-1: SEALDD signaling transmission connection establishment procedure
1.
The VAL server decides to use SEALDD service for application signaling transfer and allocates address/port as SEALDD-S Data transmission connection information for receiving the application signalling packets from SEALDD server. The VAL server sends a Sdd_SignalingTransmission request to the SEALDD server. The service request includes the identifiers of the application traffic (e.g. VAL server ID), the SEASLDD-S Data transmission connection information of the VAL server side.

2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the incoming SEALDD client(s) for the VAL server and responds with a SEALDD service response.  

3.
The VAL client sends a SEALDD service request to SEALDD client with the identifiers of the application traffic (e.g. VAL server ID). The service request also indicates to establish application signalling transmission connection.
4.
The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.

5.
The SEALDD client allocates a SEALDD flow ID mapping to the identifiers of the application traffic for application signalling transmission. The SEALDD client sends Sdd_SignalingConnection_Establish request to SEALDD server with the SEALDD client ID, the SEALDD flow ID, and the identifiers of the application traffic and the SEALDD traffic descriptor of the SEALDD client side (the address/port of the SEALDD client for receiving the downlink SEALDD traffic). This request indicates to establish SEALDD connection for VAL application signalling transmission.
NOTE 1:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and it is for for application signalling transmission.

6.
The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.

7.
The SEALDD server stores the SEALDD client ID, SEALDD flow ID to identify the SEALDD traffic and establishes SEALDD-S connection with VAL server for the VAL client to transmit application signaling traffic mapping to the SEALDD traffic. SEALDD server may generate different signalling session IDs for different SEALDD client and SEALDD flow and use different address/port to establish the SEALDD-S data transmission connection for application signalling transfer towards the VAL server. Then each VAL client will have different signalling session ID mapping to different SEALDD-S data transmission connection at the SEALDD server side. SEALDD server may use the signalling session ID to map the SEALDD-S connection and SEALDD traffic.
8.
The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment.
NOTE 2:
If the UE's address for SEALDD traffic transfer is different from the address used in the control plane interaction (step 5 and 6), another SEALDD interaction procedure may be triggered to notify the SEALDD server about the address/port used by the SEALDD client for SEALDD traffic transfer. Or the SEALDD server reuses the SEALDD client's address used in step 5 for SEALDD traffic transfer.


After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE's address/port and SEALDD server's address/port for the SEALDD traffic transmission). The SEALDD client gets the mapping information (i.e. SEALDD flow ID for the application signalling transfer). The SEALDD server gets the mapping information between the SEALDD flow ID, the signalling transmission Session ID and the SEALDD-S connection.The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.

Upon receiving application signalling traffic from VAL client, the SEALDD client maps it into SEALDD traffic with SEALDD traffic descriptor as negotiated with SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID, SEALDD flow ID. The SEALDD server sends the recovered application signaling traffic to VAL server via the connection established in step 7 according to the mapping relationship between the SEALDD-S connection and the SEALDD traffic.
For the downlink application signalling traffic in response to the uplink application signalling, the VAL server can respond to the source address/port (SEALDD-S address/port of the SEALDD server side) of the uplink signalling traffic. Upon receiving the downlink application signalling traffic from the SEALDD-S connection, the SEALDD server can get the application signalling sessioin ID according to the address/port. Then the SEALDD server can map the downlink application signalling traffic to the related SEALDD client ID and SEALDD flow ID and send the mapped SEALDD traffic to the SEALDD client. The rest of the downlink application traffic transfer is processed similarly with the uplink traffic. 
After the connection establishment, the VAL server can communicate with VAL client for application layer signalling traffic transfer via the established SEALDD connection. The VAL server can also use the same connection for data traffic transfer or initiate another SEALDD connection for data traffic transfer, it is up to the VAL server's requirement.
9.x.2.2
SEALDD enabled regular data transmission connection establishment procedure
Figure 9.x.2.2-1 illustrate the procedure for establishing regular SEALDD data transmission connection.

Pre-condition:

-
The VAL server can discover and select the SEALDD server by CAPIF functions.
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Figure 9.x.2.2-1: SEALDD enabled regular data transmission connection establishment procedure
1.
The VAL server allocates a data transmission Session ID for data transfer. The VAL server decides to use SEALDD service for application traffic transfer and allocates address/port as SEALDD-S Data transmission connection information for receiving the data packets from SEALDD server. The VAL server sends Sdd_RegularDataTransmission request to the SEALDD server discovered by CAPIF. The service request includes the identifiers of the application traffic (e.g. VAL server ID), data transmission Session ID, SEALDD-S Data transmission connection information of the VAL server side. 

2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, SEALDD server allocates address/port of the SEALDD server to receive the packets from the VAL server for application data transfer as SEALDD-S data transmission connection information of the SEALDD server side. The SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the incoming SEALDD client(s) for the VAL server and responds with a SEALDD service response (including data transmission Session ID, SEALDD-S data transmission connection information of the SEALDD server side). The VAL server and SEALDD server can use SEALDD-S data transmission connection information to establish the data transmission connection between VAL server and SEALDD server for application data transfer.
3.
Data transmission session ID is provisioned to the VAL client by the VAL server via application signalling.
NOTE 1:
The application signalling may be transmitted via direct application layer connection or via the SEALDD layer.
4.
The VAL client sends a SEALDD service request to SEALDD client with the identifiers of the application traffic (e.g. VAL server ID), the datat transmission Session ID.
5.
The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
Editor’s Note: Whether interaction between VAL client and SEALDD client, SEALDD server determination steps should be described in this procedure are FFS.
Editor’s Note:
How to discover and select the proper SEALDD server is discussed in solution #7 and solution #8 in TR 23.700-34 and this step will be updated according to the specification of solution #7 and solution #8.

6.
The SEALDD client allocates a SEALDD flow ID mapping to the identifiers of the application traffic and the data transmission ID. The SEALDD client sends Sdd_RegularDataConnection_Establish request to SEALDD server with the SEALDD client ID, the SEALDD flow ID, the SEALDD traffic descriptor of the SEALDD client side (the address/port of the SEALDD client for receiving the downlink SEALDD traffic), the identifiers of the application traffic and the data transmission session ID.
Editor’s Note: What format of application transaction information can be used (e.g. VAL service ID, Data transmission Session ID, Application transaction ID) is FFS.
NOTE 2:
The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different VAL application traffic of the same SEALDD client, and it is mapped to the identifiers of the application traffic and data transmission ID. The SEALDD flow ID may be same with the identifiers of the application traffic or new simplified IDs allocated by SEALDD. 
7.
The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.
8.
If the connection between VAL server and SEALDD server is not established in step 2, the SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic according to the data transmission session information and SEALDD-S information negotiated in step 1-2.
9.
The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment. 


After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE's address/port and SEALDD server's address/port for the SEALDD traffic transmission).
After the negotiation and establishment of the connections, the SEALDD client gets the mapping information between the data transmission session ID and SEALDD flow ID. The SEALDD server gets the mapping information between the SEALDD flow ID, the data transmission Session ID and the SEALDD-S connection. Upon receiving application traffic from VAL client, the SEALDD maps it to SEALDD traffic with SEALDD traffic descriptors as negotiated with SEALDD server in step 6 and step 7. The SEALDD traffic is sent to the SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID and SEALDD flow ID. The SEALDD server sends the recovered application traffic to VAL server via the connection established in step 2 or 8 according to the mapping information. The downlink application traffic sent from VAL server to VAL client is processed similarly.
9.x.3
Information flows

9.x.3.1
SEALDD enabled signalling transmission request

Table 9.x.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the application signalling transmission service.
Editor’s Note: Whether the information flow and API between SEALDD server and VAL server should be merged to one generic API is FFS. API format of a merged generic API or separated APIs or both approaches can be decided in stage 3.
Table 9.x.3.1-1: SEALDD enabled Signaling transmission request

	Information element
	Status
	Description

	Identifiers of the application traffic
	M
	Information to identify application traffic (e.g. VAL server ID, VAL service ID, URI/address of the VAL server)

	SEALDD-S Data transmission connection information
	M
	Address/port of the VAL server to receive the application signalling packets from the SEALDD server 


9.x.3.2
SEALDD enabled signalling transmissionresponse
Table 9.x.3.1-1 describes the information flow from the VAL server to the SEALDD server for requesting the application signalling transmission request.
Table 9.x.3.2-1: SEALDD enabled signalling transmission subscription response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.


9.x.3.3
SEALDD enabled signaling connection establishment request

Table 9.x.3.3-1 describes the information flow from the SEALDD client to the SEALDD server for requesting the SEALDD enabled signalling connection establishment.

Table 9.x.3.3-1: SEALDD enabled signaling connection establishment request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	SEALDD flow ID
	M

(See NOTE)
	Identity of the SEALDD flow.

	Identifiers of the application traffic
	M

(See NOTE)
	Information to identify the application traffic.

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, transport layer protocol) of the SEALDD client side used to estabilish SEALDD connection.

	NOTE: The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application sigalling traffic, and it is mapped to the identifiers of the application traffic.


9.x.3.4
SEALDD enabled signaling connection establishment response

Table 9.x.3.4-1 describes the information flow from the SEALDD server to the SEALDD client for responsing the SEALDD enabled signalling connection establishment.

Table 9.x.3.4-1: SEALDD enabled signaling connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of estabilishing the SEALDD connection.

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, transport layer protocol) of the SEALDD server side used to estabilish SEALDD connection.


9.x.3.5
SEALDD enabled regular data transmission request
Table 9.x.3.2-1 describes the information flow from the VAL server to the SEALDD server for requesting the regular SEALDD data transmission service.

Table 9.x.3.5-1: SEALDD enabled regular data transmission request
	Information element
	Status
	Description

	Identifiers of the application traffic
	M
	Information to identify application traffic (e.g. VAL server ID, VAL service ID, URI/address of the VAL server)

	
	
	

	SEALDD-S Data transmission connection information
	M
	Address/port of the VAL server to receive the packets from the SEALDD server for application logic processing


9.x.3.6
SEALDD enabled regular data transmission response

Table 9.x.3.2-1 describes the information flow from the SEALDD server to the VAL server for responsing the regular SEALDD data transmission.
Table 9.x.3.6-1: SEALDD enabled regular data transmission response
	Information element
	Status
	Description

	Result 
	M
	Success or failure.

	Data transmission Session ID
	M
	Identity of the data transmission session for application data transfer between SEALDD server and VAL server.

	SEALDD-S information Data transmission connection information 
	M
	Address/port of the SEALDD server to receive the packets from the VAL server for application data transfer

	
	
	


9.x.3.7
SEALDD enabled regular data connection establishment request
Table 9.x.3.3-1 describes the information flow from the SEALDD client to the SEALDD server for requesting the regular SEALDD connection establishment.

Table 9.x.3.7-1: SEALDD enabled regular data connection establishment request
	Information element
	Status
	Description

	SEALDD client ID
	M
	Identity of the SEALDD client.

	SEALDD flow ID
	M

(See NOTE)
	Identity of the SEALDD flow.

	Identifiers of the application traffic
	M

(See NOTE)
	Information to identify the application traffic.

	
	

	

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, transport layer protocol) of the SEALDD client side used to estabilish SEALDD connection.

	NOTE: The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and data transmission session.


9.x.3.8
SEALDD enabled regular data connection establishment response
Table 9.x.3.4-1 describes the information flow from the SEALDD server to the SEALDD client for responsing the regular SEALDD connection establishment.

Table 9.x.3.8-1: SEALDD enabled regular data connection establishment response
	Information element
	Status
	Description

	Result 
	M
	Indicates the success or failure of estabilishing the SEALDD connection.

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, transport layer protocol) of the SEALDD server side used to estabilish SEALDD connection.


9.x.4
APIs

9.x.4.1
General
Table 9.x.4.1-1 illustrates the APIs exposed by SEALDD server for regular connection establishment.

Table 9.x.4.1-1: List of SEALDD server APIs for data distribution
	API Name
	API Operations
	Operation Semantics
	Consumer(s)

	Sdd_SignalingTransmission
	Request
	Request/Response
	VAL server

	Sdd_SignalingConnection_Establish
	Request
	Request/Response
	SEALDD client

	Sdd_RegularDataTransmission
	Request
	Request/Response
	VAL server

	Sdd_RegularDataConnection _Establish
	Request
	Request/Response
	SEALDD client


9.x.4.2
Sdd_SignalingTransmission operation

API operation name: Sdd_RegularDataTransmission_Request

Description: The consumer requests for one time for SEALDD enabled signalling transmission.

Inputs: See clause 9.x.3.1.
Outputs: See clause 9.x.3.2

See clause 9.x.2.1 for details of usage of this operation.

9.x.4.3
Sdd_SignalingConnection_Establish operation

API operation name: Sdd_RegularConnectionEstablishment _Request

Description: The consumer requests for one time for SEALDD enabled signalling connection establishment.

Inputs: See clause 9.x.3.3.
Outputs: See clause 9.x.3.4.

See clause 9.x.2.1 for details of usage of this operation.

9.x.4.4
Sdd_RegularDataTransmission operation

API operation name: Sdd_RegularDataTransmission_Request

Description: The consumer requests for one time for SEALDD enabled regular data transmission.

Inputs: See clause 9.x.3.5.
Outputs: See clause 9.x.3.6.
See clause 9.x.2.2 for details of usage of this operation.

9.x.4.5
Sdd_RegularDataConnection _Establish operation

API operation name: Sdd_RegularConnectionEstablishment _Request

Description: The consumer requests for one time for SEALDD enabled regular data connection establishment.

Inputs: See clause 9.x.3.7.
Outputs: See clause 9.x.3.8.

See clause 9.x.2.2 for details of usage of this operation.
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