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3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GS	5G System
5GVN	5G Virtual Network
CAPIF	Common API Framework for northbound APIs
CNC	Centralized Network Configuration
CRUDN	Create, Retrieve, Update, Delete and Notify
EPC	Evolved Packet Core
GPSI	Generic Public Subscription Identifier
LWP	Light-weight Protocol
NEF	Network Exposure Function
NR	New Radio
PCC	Policy and Charging Control
SCEF	Service Capability Exposure Function
SEAL	Service Enabler Architecture Layer for Verticals
TSC	Time Sensitive Communication
TSN	Time Sensitive Networking
VAL	Vertical Application Layer
NOP	Network Operator
NSaaS	Network Slice as a Service
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16.2	Functional modelFunctional model
[bookmark: _Toc106027375][bookmark: _Toc51873775]16.2.1	General
The functional model for the network slice capability enablement is based on the generic functional model specified in clause 6.2. It is organized into functional entities to describe a functional architecture which addresses the support for network slice capability enablement aspects for vertical applications. Since the slicing is a feature which considers the Uu interfaces, only the on-network functional model is specified in this clause.
16.2.2	Functional modelFunctional model description








Figure 16.2.2-1 depicts the network slice capability enablement architecture in the non-roaming case, using the reference point representation showing how various entities interact with each other.


Figure 16.2.2-1: Architecture for network slice capability enablement – reference points representationFigure 16.2.2-1 illustrates the generic functional model for network slice capability enablement.

Figure 16.2.2-1: Functional model for network slice capability enablement
The network slice capability enablement client communicates with the network slice capability enablement server over the NSCE-UU reference point. The network slice capability enablement client provides the support for network slice capability enablement functions to the VAL client(s) over NSCE-‑C reference point. The VAL server(s) communicates with the network slice capability enablement server over the NSCE-S reference point. It is assumed that the network slice capability enablement server is deployed at the 5G system domain. The network slice capability enablement server, acting as AF, may communicate with the 5G Core Network functions via NEF (N33) reference point (for interactions with PCF, ).NSACF, etc.), or interacting with PCF directly via N5, if permitted. The network slice capability enablement server may interact with OAM system over NSCE-OAM reference point, as consumer in both NSaaS and NoP model (for Network Slice Provisioning capabilities, Performance Assurance, Fault Supervision etc.).
NOTE:	The NSCE-OAM reference point can be realized by the services exposed by EGMF as defined in TS 28.533[z].
Figure 16.2.2-2 illustrates the architecture for interconnection between NSCE servers.
 [image: ]
Figure 16.2.2-2: Interconnection between NSCE servers
The NSCE server could interact with another NSCE server over NSCE-E reference point.

[bookmark: _Toc106027377]16.2.3	Functional entities description
[bookmark: _Toc106027378][bookmark: _Toc51873782]16.2.3.1 General
The functional entities for network slice capability enablement SEAL service are described in the following subclauses.
[bookmark: _Toc106027379]16.2.3.2 Network slice capability enablement server
The network slice capability enablement server functional entity provides the application layer enablement of the network slicing aspects to support the VAL applications. Such enablement supports the network slice related operations such as the mapping or migration of one or more vertical applications to one or more network slices (from a set of network slices, as provided by the 3GPP network system) as described in procedure in clauses 16.3.2.3 and 16.3.2.4. Such adaptation assumes that the UE is subscribed to more than one slice and is done via providing a guidance to update the URSP rules at the 5GS (denoted in clause 16.3.3 as network-based mechanism).More operations are described in TS 23.435[x].

[bookmark: _Toc106027380]16.2.3.3 Network slice capability enablement client
The network slice capability enablement client functional entity acts as the application client for the slice enablement. The network slice capability enablement client interacts with the network slice capability enablement server to trigger a network slice  related operations such as adaptation due to an application requirement change. This trigger may be due to an application QoS requirement change, a service operation change. The NSCE client may receive a network slice related notification such as network slice / DNN re-mapping notification from the NSCE server. The NSCE client may optionally notify the VAL client on the network slice / DNN re-mapping. 
[bookmark: _Toc106027381]16.2.4	Reference points description
[bookmark: _Toc59224877][bookmark: _Toc106027382]16.2.4.1	General
The reference points for the functional model for network slice capability enablement are described in the following subclauses.
[bookmark: _Toc59224878][bookmark: _Toc106027383]16.2.4.2	NSCE-UU
The interactions related to network slice capability enablement functions between the network slice capability enablement server and the network slice capability enablement client are supported by NSCE-UU reference point. This reference point utilizes Uu reference point as described in 3GPP TS 23.501 [10].
[bookmark: _Toc106027384][bookmark: _Toc59224880]16.2.4.3	NSCE-C
The interactions related to network slice capability enablement functions between the VAL client(s) and the network slice capability enablement client within a VAL UE are supported by the NSCE-C reference point. The NSCE client may receive an application requirement change, application client information (such as its KQI) over NSCE-C. Further, the NSCE client may provide a notification on the network slice adaptation upon successful adaptation of the slice to application mapping.
[bookmark: _Toc106027385][bookmark: _Toc59224881]16.2.4.4	NSCE-S
The interactions related to network slice capability enablement functions between the VAL server(s) and the network slice capability enablement server are supported by the NSCE-S reference point. This reference point is an instance of CAPIF-2 reference point as specified in 3GPP TS 23.222 [8].This reference point supports network slice capability exposure such as: application layer slice lifecycle management, fault diagnosis, slice API configuration and mapping, QoS verification, slice performance analytics exposure etc which are specified in TS 23.435[x].
[bookmark: _Toc106027386]16.2.4.5	N33
The reference point N33 supports the interactions between the network slice capability enablement server and the NEF and is specified in 3GPP TS 23.501 [10]. N33 is used for the network-based mechanism for slice re-mapping, where NSCE server acting as AF influences the URSP rules for the application traffic per UE by providing a guidance on the route selection parameters (including the S-NSSAI and DNN mapping), as specified in TS23.502 clause 4.15.6.10, TS 23.503 clause 6.6.2.2, TS 23.548 clause 6.2.4.
[bookmark: _Toc107917029][bookmark: _Toc101258730][bookmark: _Toc107917591][bookmark: _Toc107916477][bookmark: _Toc113273662]16.2.4.6	NSCE-E
The interactions between the NSCE servers are generically referred to as NSCE‑E reference point. This reference point supports information collection from other NSCE servers.
16.2.4.7	NSCE-OAM
The interface between the NSCE server and the OAM system are generically referred to as NSCE-OAM reference point. This reference point supports provioning of management service as defined in clause 6.1, TS 28.531[y] exposed by EGMF defined in TS 28.533[z]..
[bookmark: _Toc101258724][bookmark: _Toc96699543][bookmark: _Toc96705934][bookmark: _Toc113273656][bookmark: _Toc107917023][bookmark: _Toc107917585][bookmark: _Toc107916471]





* * * Next Change * * * *

[bookmark: _Toc106027387]16.3	Procedures and information flows for network slice capability enablement
[bookmark: _Toc106027388][bookmark: _Toc51873791]16.3.1	General
This subclause describes the procedure for network slice adaptation while more procedures for network slice API configuration and translation, automatic application layer network slice management etc are defined in TS 23.435[x].
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